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AGREEMENT

This Agreement is made and entered into by and between the County of Cook, a public body
corporate of the State of Illinois, on behalf of Oftice of the Chief Procurement Officer hereinafter
referred to as "County" and Journal Technologies, Inc. hereinafter referred to as "Consultant",
pursuant to authorization by the Cook County Board of Commissioners on October 7, 2015, as
evidenced by Board Authorization letter attached hereto as EXHIBIT "8".

BACKGROUND

The County of Cook issued a Request for Proposals "RFP"for Public Defender Business Process
Reengineering & Case Management System Implementation. Proposals were evaluated in
accordance with the evaluation criteria published in the RFP. The Consultant was selected based on the
proposal submitted and evaluated by the County representatives.

Consultant represents that it has the professional experience and expertise to provide the
necessary services andfurther warrants that it is ready, willing and able to perform in accordance
with the terms and conditions as setforth in this Agreement.

NOW, THEREFORE, the County and Consultant agree as follows:

TERMS AND CONDITIONS

ARTICLE I) INCORPORATION OF BACKGROUND

The Background information set forth above is incorporated by reference as if fully set forth here.

ARTICLE 2) DEFINITIONS

a) Definitions

The following words and phrases have the following meanings for purposes of this
Agreement:

"Additional Services" means those services which are within the general scope of Services
of this Agreement, but beyond the description of services required under Article 3, and all
services reasonably necessary to complete the Additional Services to the standards of
performance required by this Agreement. Any Additional Services requested by the Using
Agency require the approval of the Chief Procurement OAicer in a written amendment to
this Agreement before Consultant is obligated to perform those Additional Services and
before the County becomes obligated to pay for those Additional Services.
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"Agreement" or "Contract" means this Professional Services Agreement, including all
exhibits attached to it and incorporated in it by reference, and all amendments,
modifications or revisions made in accordance with its terms.

"Chief Procurement Officer" means the Chief Procurement Officer for the County of
Cook and any representative duly authorized in writing to act on his behalf.

"License Agreement" means that certain Software License and Support Agreement
between County and Consultant of even date herewith.

"Services" means, collectively, the services, duties and responsibilities described in Article
3 of this Agreement and any and all work necessary to complete them or carry them out
fully and to the standard of performance required in this Agreement.

"Subcontractor" or "Subconsultant" means any person or entity with whom Consultant
contracts to provide any part of the Services, of any tier, suppliers and materials providers,
whether or not in privity with Consultant.

"Using Agency" shall mean the department of agency within Cook County including
elected officials.

b) Interpretation

i) The term "include" (in all its forms) means "include, without limitation" unless
the context clearly states otherwise.

ii) All references in this Agreement to Articles, Sections or Exhibits, unless
otherwise expressed or indicated are to the Articles, Sections or Exhibits of this
Agreement.

iii) Words importing persons include firms, associations, partnerships, trusts,
corporations and other legal entities, including public bodies, as well as natural

persons.

iv) Any headings preceding the text of the Articles and Sections of this Agreement,
and any tables of contents or marginal notes appended to it are solely for
convenience or reference and do not constitute a part of this Agreement, nor do they
affect the meaning, construction or effect of this Agreement.

v) Words importing the singular include the plural and vice versa. Words of the
masculine gender include the correlafive words ofthe feminine and neuter genders.

vi) All references to a number of days mean calendar days, unless expressly indicated
otherwise.
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c) Incorporation of Exhibits

The following attached Exhibits are made a part of this Agreement:

Exhibit I
Exhibit 2
Exhibit 3
Exhibit 4
Exhibit 5
Exhibit 6

Exhibit 7
Exhibit 8
Exhibit 9

Scope of Work (SOW)
Cook County Information Technology Special Conditions (ITSC)
Schedule of Compensation
Software License and Maintenance Agreement
Identification of Subcontractor/Supplier/Subconsultant
Minority and Women Owned Business Enterprise Commitment and
Utilization Plan
Evidence of Insurance
Board Authorization
Economic Disclosure Statement

ARTICLE 3) DUTIES AND RESPONSIBILITIES OF CONSULTANT

a) Scope of Services

This description of Services is intended to be general in nature and is neither a complete
description of Consultant's Services nor a limitation on the Services that Consultant is to
provide under this Agreement. Consultant must provide the Services in accordance with
the standards of performance set forth in Section 3c. The Services that Consultant must
provide include, but are not limited to, those described in Exhibit I, Scope of Services and
Time Limits for Performance, which is attached to this Agreement and incorporated by
reference as if fully set forth here.

b) Deliverables

In carrying out its Services, Consultant must prepare or provide to the County various
Deliverable s. "Deliverables" include work product, such as written reviews,
recommendations, reports and analyses, produced by Consultant for the County.

The County may reject Deliverables that do not include relevant information or data, or do
not include all documents or other materials specified in this Agreement or reasonably
necessary for the purpose for which the County made this Agreement or for which the
County intends to use the Deliverables. Ifthe County determines that Consultant has failed
to comply with the foregoing standards, it has 30 days from the discovery to notify
Consultant of its failure. IfConsultant does not correct the failure, if it is possible to do so,
within 30 days alter receipt of notice from the County specifying the failure, then the
County, by written notice, may treat the failure as a default of this Agreement under Article
9.

Partial or incomplete Deliverables may be accepted for review only when required for a
specific and well-defined purpose and when consented to in advance by the County. Such



Contract No. 1418-13332
Public Defender Business Process Reengineering

& Case Management System Implementation

Deliverables will not be considered as satisfying the requirements of this Agreement and
partial or incomplete Deliverables in no way relieve Consultant of its commitments under
this Agreement.

c) Standard of Performance

Consultant must perform all Services required of it under this Agreement with that degree
of skill, care and diligence normally shown by a consultant performing services of a scope
and purpose and magnitude comparable with the nature of the Services to be provided
under this Agreement. Consultant acknowledges that it is entrusted with or has access to
valuable and confidential information and records of the County and with respect to that
information, Consultant agrees to be held to the standard of care of a fiduciary.

Consultant must assure that all Services that require the exercise of professional skills or
judgment are accomplished by professionals qualified and competent in the applicable
discipline and appropriately licensed, if required by law. Consultant must provide copies
of any such licenses. Consultant remains responsible for the professional and technical
accuracy of all Services or Deliverables furnished, whether by Consultant or its
Subcontractors or others on its behalf. All Deliverables must be prepared in a form and
content satisfactory to the Using Agency and delivered in a timely manner consistent with
the requirements of this Agreement.

IfConsultant fails to comply with the foregoing standards, Consultant must perform again,
at its own expense, all Services required to be re-performed as a direct or indirect result of
that failure. Any review, approval, acceptance or payment for any of the Services by the
County does not relieve Consultant of its responsibility for the professional skill and care
and technical accuracy of its Services and Deliverables. This provision in no way limits
the County's rights against Consultant either under this Agreement, at law or in equity.

d) Personnel

i) Adequate Staffing

Consultant must, upon receiving a fully executed copy of this Agreement, assign and
maintain during the term of this Agreement and any extension of it an adequate staff of
competent personnel that is fully equipped, licensed as appropriate, available as needed,
qualified and assigned exclusively to perform the Services. Consultant must include
among its staff the Key Personnel and positions as identified below. The level of staffing
may be revised from time to time by notice in writing from Consultant to the County and
with written consent of the County, which consent the County will not withhold
unreasonably. Ifthe County fails to object to the revision within 14 days after receiving the
notice, then the revision will be considered accepted by the County.
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ii) Key Personnel

Consultant must not reassign or replace Key Personnel without the written consent of the
County, which consent the County will not unreasonably withhold. "Key Personnel"
means those job titles and the persons assigned to those positions in accordance with the
provisions of this Section 3.d(ii). The Using Agency may at any time in writing notify
Consultant that the County will no longer accept performance of Services under this
Agreement by one or more Key Personnel listed. Upon that notice Consultant must
immediately suspend the services of the key person or persons and must replace him or
them in accordance with the terms of this Agreement. A list of Key Personnel is found in
Exhibit I, Scope of Services.

iii) Salaries and Wages

Consultant and Subcontractors must pay all salaries and wages due all employees
performing Services under this Agreement unconditionally and at least once a month
without deducnon or rebate on any account, except only for those payroll deductions that
are mandatory by law or are permitted under applicable law and regulations, If in the
performance of this Agreement Consultant underpays any such salaries or wages, the
Comptroller for the County may withhold, out of payments due to Consultant, an amount
sufficient to pay to employees underpaid the difference between the salaries or wages
required to be paid under this Agreement and the salaries or wages actually paid these
employees for the total number ofhours worked. The amounts withheld may be disbursed
by the Comptroller for and on account of Consultant to the respective employees to whom
they are due. The parties acknowledge that this Section 3.d(iii) is solely for the benefit of
the County and that it does not grant any third party beneficiary rights.

e) Mnority and Owned Women's Business Enterprises Commitment

In the performance of this Agreement, including the procurement and lease of materials or
equipment, Consultant must abide by the minority and women's business enterprise
commitment requirements of the Cook County Ordinance, (Article IV, Section 34-267
through 272) except to the extent waived by the Compliance Director, which are set forth
in Exhibit 6. Consultant's completed MBE/WBE Utilization Plan evidencing its
compliance with this requirement are apart of this Agreement, in Form I of the MBE/WBE
Utilization Plan, upon acceptance by the Compliance Director. Consultant must utilize
minority and women's business enterprises at the greater of the amounts committed to by
the Consultant for this Agreement in accordance with Form 1 of the MBE/WBE Utilization
Plan.
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f) Insurance

Prior to the effective date of this Contract, the Contractor, at its cost, shall secure and maintain at
all times, unless specified otherwise, until completion of the term of this Contract the insurance
specified below.

Nothing contained in these insurance requirements is to be construed as limiting the extent of the
Contractor's responsibility for payment of damages resulting from its operations under this
Contract.

Contractor shall require all Subcontractors to provide the insurance required in this Agreement, or
Contractor may provide the coverages for Subcontractors. All Subcontractors are subject to the
same insurance requirements as Contractor or as specified otherwise. Contractor is responsible
for any deductibles or self-insured retentions.

The Cook County Department of Risk Management maintains the right, upon mutual agreement
of the parties, to modify, delete, alter or change these requirements.

Coveranes

(a) Workers Comnensation Insurance

Workers'ompensation shall be in acoordance with the laws of the State of
Illinois or any other applicable jurisdiction.

The Workers Compensation policy shall also include the following provisions:

(I) Employers'iability coverage with a limit of
$ 100,000 each Accident
$ 100,000 each Employee
$ 100,000 Policy Limit for Disease

(b) Commercial General Liabllltv Insurance

The Commercial General Liability shall be on an occurrence form basis (ISO
Form CG 0001 or equivalent) to cover bodily injury, personal injury and property
damage.

Each Occurrence
General Aggregate

$ 1,000,000
$ 2,000,000

The General Liability policy shall include the following coverages:

(a) All premises and operations;
(b) Contractual Liability;
(c) Products/Completed Operations;
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(d) Severability of interest/separation of insureds clause

(c) Commercial Automobile Liabilitv Insurance

When any vehicles are used in the performance if this contract, Contractor shall
secure Automobile Liability Insurance for bodily injury and property damage
arising Irom the Ownership, maintenance or use of owned, himd and non-owned
vehicles with a limit no less than $ 1,000,000 per accident.

(d) Professional Liabilitv

Contractor shall secure Professional Liability insurance covering any and all claims
arising out of the performance or nonperformance ofprofessional services for the
County under this Agreement. This professional liability insurance shall remain in
force for the life of the Contractor's obligations under this Agreement, and shall
have a limit of liability of not less than $1,000,000 with a deductible of not more
than $250,000. If any such policy is written on a claims made form, the retroactive
date shall be prior to or coincident with the effective date of this contract. Claims
made form coverage, or extended reporting following the expiration or termination
of this contract, shall be maintained by the Contractor for a minimum of two years
following the expiration or early termination ofthis contract and the Contractor
shall annually provide the County with proof of renewal.

Additional reuuirements

(a) Additional Insured

The required insurance policies, with the exception of the Workers Compensation and
Professional Liability, shall name Cook County, its officials, employees and agents as
additional insureds with respect to operations performed. Contractor's general liability
insurance and automobile liability insurance shall be primary and non-contributory with any
insurance or self-insurance maintained by Cook County.

(b) Ouali5cation of Insurers

All insurance companies providing coverage shall be licensed or approved by the
Department of Insurance, State of Illinois, and shall have a financial rating no lower than
(A-) VII as listed in A.M. Best's Key Rating Guide, current edition or interim report.
Companies with ratings lower than (A-) VII will be acceptable only upon consent ofthe
Cook County Department of Risk Management. The insurance limits required herein may
be satisfied by a combination ofprimary, umbrella and/or excess liability insurance policies.

(c) Insurance Notices

The County will not allow the Contractor to commence any work under this Agreement
until all insurance required under this Agreement is purchased and evidence of such is
received and approved by the Chief Procurement Office. Contractor shall provide the
Office of. the Chief Procurement Officer with thirty days prior written notice of
cancellation, provided that Contractor shall provide ten days prior written notice of
cancellation for non-payment of the policy premium or non-reporting of payroll.
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Contractor shall secure replacement coverage to comply with the stated insurance
requirements and provide new certificates of insurance to the Office of the Chief
Procurement Officer.

Prior to the date on which Contractor commences performance of its part of the work,
Contractor shall furnish to the Office of the Chief Procurement Officer certificates of
insurance maintained by Contractor. The receipt of any certificate of insurance does not
constitute agreement by the County that the insurance requirements have been fully met
or that the insurance policies indicated on the certificate of insurance are in compliance
with insurance required above.

In no event shall any failure of the County to receive certificates of insurance required
hereof or to demand receipt of such Certificates of Insurance be construed as a waiver of
Contractor's obligations to obtain insurance pursuant to these insurance requirements.

(d) Waiver of Subroaation Endorsements

All insurance policies, with the exception of the Professional Liability insurance policy,
must contain a Waiver of Subrogation Endorsement in favor of Cook County.

g) Indemnification

The Consultant covenants and agrees to indemnify and save harmless the County and its
commissioners, officials, employees, agents and representatives, and their respective heirs,
successors and assigns, from and against any and all costs, expenses, attorney's fees, losses,
damages and liabilities incurred or suffered from or attributable to any claims by third
parties to the extent caused by (i) the breach of this Contract by Consultant, or (ii) the
negligence or willful misconduct of the Consultant and its officers, agents, employees,
contractors subcontractors, licensees or invitees in the performance of Consultant's
obligations under this Contract. The Consultant expressly understands and agrees that any
Performance Bond or insurance protection required of the Consultant, or otherwise
provided by the Consultant, shall in no way limit the responsibility to indemnify the County
as hereinabove provided.

h) Confidentiality and Ownership of Documents

Consultant acknowledges and agrees that information regarding this Contract is confidential
and shall not be disclosed, directly, indirectly or by implication, or be used by Consultant in
any way, whether during the term of this Contract or at any time thereafter, except solely as
required in the course of Consultant's performance hereunder. Consultant shall comply with
the applicable privacy laws and regulations affecting County and will not disclose any of
County's records, materials, or other data to any third party. Consultant shall not have the
right to compile and distribute statistical analyses and reports utilizing data derived from
information or data obtained from County without the prior written approval of County. In
the event such approval is given, any such reports published and distributed by Consultant
shall be furnished to County without charge.
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All documents, data, studies, reports, work product or product created as a result of the
performance of the Contract (the "Documents" ) shall be included in the Deliverables and
shall be the property of the County of Cook. It shall be a breach of this Contract for the
Consultant to reproduce or use any documents, data, studies, reports, work product or pmduct
obtained from the County of Cook or any Documents created hereby, whether such
reproduction or use is for Consultant's own purposes or for those of any third party. During
the performance of the Contract Consultant shall be responsible of any loss or damage to the
Documents while they are in Consultant's possession, and any such loss or damage shall be
restored at the expense of the Consultant. The County and its designees shall be afforded full
access to the Documents and the work at all times.

i) Patents, Copyrights and Licenses

If applicable, Consultant shall furnish the Chief Procurement Officer with all licenses
required for the County to utilize any software, including firmware or middleware, provided
by Consultant as part of the Deliverables. Such licenses shall be clearly marked with a
reference to the number ofthis County Contract. Consultant shall also furnish a copy of such
licenses to the Chief Procurement Officer. Such licenses shall be available in accordance
with Exhibit 1, Scope of Services, and shall be perpetual for the term of the Contract.

Consultant agrees to hold harmless and indemnify the County, its officers, agents, employees
and affiliates from and defend, as permitted by Illinois law, at its own expense (including
reasonable attorneys', accountants'nd consultants'ees), any suit or proceeding brought
against County based upon a claim that the ownership and/or use of equipment, hardware
and software or any part thereof provided to the County or utilized in performing Consultant's
services constitutes an infringement of any patent, copyright or license or any other property
right (such claims, "Intellectual Property Claims" ). Consultant shall have control over the
defense and settlement of Intellectual Property Claims, provided that Consultant may not
enter into a settlement affecting the County's interests without the County's consent. In the
event that Consultant fails to undertake its defense or subsequently abandons its defense, the
County may (but is not obligated to) defend, compromise or settle such claim, action, suit or
proceeding at Consultant's expense. Consultant will not compromise or settle any claim,
action, suit or proceeding in which any relief other than the payment of money damages is
sought against the County with the County's prior written consent.

— — In-the event the use of any equipment, hardware or software or any part-thereof is-enj oined-,
Consultant with all reasonable speed and due diligence shall provide or otherwise secure
for County, at the Consultant's election, one of the following: the right to continue use of
the equipment, hardware or software; an equivalent system having the Specifications as
provided in this Contract; or Consultant shall modify the system or its component parts so
that they become non-infringing while performing in a substantially similar manner to the
original system, meeting the requirements of this Contract.
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j) Examination of Records and Audits

The Consultant agrees that the Cook County Auditor or any of its duly authorized
representatives shall, until expiration of three (3) years after the final payment under the
Contract, have access and the right to examine any books, documents, papers, canceled
checks, bank statements, purveyor's and other invoices, and records of the Consultant related
to the Contract, or to Consultant's compliance with any term, condition or provision thereof.
The Consultant shall be responsible for establishing and maintaining records sufficient to
document the costs associated with performance under the terms of this Contract.

The Consultant further agrees that it shall include in all of its subcontracts hereunder a
provision to the effect that the Subcontractor agrees that the Cook County Auditor or any of
its duly authorized representatives shall, until expiration ofthree (3) years after final payment
under the subcontract, have access and the right to examine any books, documents, papers,
canceled checks, bank statements, purveyor's and other invoices and records of such
Subcontractor involving transactions relating to the subcontract, or to such Subcontractor
compliance with any term, condition or provision thereunder or under the Contract.

In the event the Consultant receives payment under the Contract, reimbursement for which
is later disallowed by the County, the Consultant shall promptly refund the disallowed
amount to the County on request, or at the County's option, the County may credit the amount
disallowed from the next payment due or to become due to the Consultant under any contract
with the County.

To the extent this Contract pertains to Deliverables which may be reimbursable under the
Medicaid or Medicare Programs, Consultant shall retain and make available upon request,
for a period of four (4) years after furnishing services pursuant to this Agreement, the
contract, books, documents and records which are necessary to certify the nature and extent
of the costs of such services if requested by the Secretary of Health and Human Services
or the Comptroller General of the United States or any of their duly authorized
representatives.

IfConsultant carries out any of its duties under the Agreement through a subcontract with
a related organization involving a value of cost of $ 10,000.00 or more over a 12 month
period, Consultant will cause such subcontract to contain a clause to the effect that, until
the expiration of four years after the furnishing of any service pursuant to said subcontmct,

~e-related-organization will-make-available upon request-of —theSecretary-of —Health~d ———
Human Services or the Comptroller General of the United States or any of their duly
authorized representatives, copies of said subcontract and any books, documents, records
and other data of said related organization that are necessary to certify the nature and extent
of such costs. This paragraph relating to the retention and production of documents is
included because of possible application of Section 1861(v)(l)(I) of the Social Security
Act to this Agreement; if this Section should be found to be inapplicable, then this
paragraph shall be deemed inoperative and without force and effect.

10
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k) Subcontracting or Assignment of Contract or Contract Funds

Once awarded, this Contract shall not be subcontracted or assigned, in whole or in part,
without the advance written approval of the Chief Procurement Officer, which approval shall
be granted or withheld at the sole discretion of the Chief Procurement Officer. In no case,
however, shall such approval relieve the Consultant Irom its obligations or change the terms
of the Contract. The Consultant shall not transfer or assign any Contract funds or any interest
therein due or to become due without the advance written approval of the Chief Procurement
Oflicer. The unauthorized subcontracting or assignment of the Contract, in whole or in part,
or the unauthorized lrans fer or assignment of any Contract funds, either in whole or in part,
or any interest therein, which shall be due or are to become due the Consultant shall have no
effect on the County and are null and void.

Prior to the commencement of the Contract, the Consultant shall identify in writing to the
Chief Procurement Officer the names of any and all Subcontractors it intends to use in the
performance of the Contract by completing the Identification of
Subcontractor/Supplier/SubConsultant Form ("ISF"). The Chief Procurement Officer shall
have the right to disapprove any Subcontractor. All Subcontractors shall be subject to the
terms of this Contract. Consultant shall incorporate into all subcontracts all of the provisions
of the Contract which affect such subcontmct. Copies of subcontracts shall be provided to
the Chief Procurement Officer upon request.

The Consultant must disclose the name and business address of each Subcontractor, attorney,
lobbyist, accountant, consultant and any other person or entity whom the Consultant has
retained or expects to retain in connection with the Matter, as well as the nature of the
relationship, and the total amount of the fees paid or estimated to be paid. The Consultant is
not required to disclose employees who are paid or estimated to be paid. The Consultant is
not required to disclose employees who are paid solely through the Consultant's regular
payroll.

"Lobb)est" means any person or entity who undertakes to influence any legislation or
administrative action on behalf of any person or entity other than: (I) a not-for-profit entity,
on an unpaid basis, or (2), himself.

"Lobbyist" also means any person or entity any part of whose duties as an employee of
another includes undertaking to influence any legislative or administrative action. If the

— Consultant —is-uncertain —whether —a-disclosure —is-required under —this —Section —,the-Consultant
must either ask the County, whether disclosure is required or make the disclosure.

The County reserves the right to prohibit any person from entering any County facility for
any reason. All Consultants and Subcontractor of the Consultant shall be accountable to the
Chief Procurement Officer or his designee while on any County property and shall abide by
all rules and regulations imposed by the County.

11
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ARTICLE 4) TERM OF PERFORMANCE

a) Term of Performance

This Agreement takes effect when approved by the Cook County Board and its term shall
begin on October 21, 2015 ("Effective Date" ) and continue until October 20, 2021 or
until this Agreement is terminated in accordance with its terms, whichever occurs first.

The term ofperformance anticipates an estimated "Go Live" date of October 21, 2016. In
the event that the "Go Live" date occurs aIIer October 21, 2016, the parties mutually agree
to amend this Agreement so that the original term will expire five calendar years from the
"Go Live" date, consistent with the five-year license and maintenance term set forth in this
Agreement.

b) Timeliness of Performance

i) Consultant must provide the Services and Deliverables within the term and within
the time limits required under this Agreement, pursuant to the provisions of Section
4.a and Exhibit 1. Further, Consultant acknowledges that TIME IS OF THE
ESSENCE and that the failure of Consultant to comply with the time limits
described in this Section 4.b may result in economic or other losses to the County.

ii) Neither Consultant nor Consultant's agents, employees nor Subcontractors are
entitled to any damages from the County, nor is any party entitled to be reimbursed
by the County, for damages, charges or other losses or expenses incurred by
Consultant by reason of delays or hindrances in the performance of the Services,
whether or not caused by the County.

c) Agreement Extension Oplioa

The Chief Procurement Officer may at any time before this Agreement expires elect to
renew this Agreement for two additional one-year periods under the same terms and
conditions as this original Agreement, except as provided otherwise in this Agreement, by
notice in writing to Consultant. After notification by the Chief Procurement Officer, this
Agreement must be modified to reflect the time extension in accordance with the provisions
of Section 10.c.

ARTICLE 5) COMPENSATION

a) Basis of Payment

The County will pay Consultant according to the Schedule of Compensation in the attached
Exhibit 3 for the successful completion of services.

12
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b) Method of Payment

All invoices submitted by the Consultant shall be in accordance with the cost provisions
contained in the Agreement and shall contain a detailed description of the Deliverables,
including the quantity of the Deliverables, for which payment is requested. All invoices
for services shall include itemized entries indicating the date or time period in which the
services were provided, the amount of time spent performing the services, and a detailed
description of the services provided during the period of the invoice. All invoices shall
reflect the amounts invoiced by and the amounts paid to the Consultant as of the date of
the invoice. Invoices for new charges shall not include "past due" amounts, if any, which
amounts must be set forth on a separate invoice. Consultant shall not be entitled to invoice
the County for any late fees or any other penalties.

In accordance with Section 34-177 of the Cook County Procurement Code, the County
shall have a right to set off and subtract from any invoice(s) or Contract price, a sum equal
to any fines and penalties, including interest, for any tax or fee delinquency and any debt
or obligation owed by the Consultant to the County, in each case, as proven in accordance
with the dispute resolution procedures in this Agreement.

The Consultant acknowledges its duty to ensure the accuracy of all invoices submitted to the
County for payment. By submitting the invoices, the Consultant certifies that all itemized
entries set forth in the invoices are true and correct. The Consultant acknowledges that by
submitting the invoices, it certifies that it has delivered the Deliverables, i.e., the goods,
supplies, services or equipment set forth in the Agreement to the Using Agency, or that it has
properly performed the services set forth in the Agreement. The invoice must also reflect
the dates and amount of time expended in the provision of services under the Agreement.
The Consultant acknowledges that any inaccurate statements or negligent or intentional
misrepresentations in the invoices shall result in the County exercising all remedies available
to it in law and equity including, but not limited to, a delay in payment or non-payment to
the Consultant to the extent of the inaccuracy and reporting the matter to the Cook County
Oflice of the Independent Inspector General.

When a Consultant receives any payment from the County for any supplies, equipment,
goods, or services, it has provided to the County pursuant to its Agreement, the Consultant
must make payment to its Subcontractors within 15 days after receipt ofpayment from the
County, provided that such Subcontractor has satisfactorily provided the supplies,
equipment, goods or services in accordance with the Contract and provided the Consultant
with all of the documents and information required of the Consultant. The Consultant may
delay or postpone payment to a Subcontractor when the Subcontractor's supplies,
equipment, goods, or services do not comply with the requirements of the Contract, the
Consultant is acting in good faith, and not in retaliation for a Subcontractor exercising legal
or contractual rights.
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Funding

The source of funds for payments under this Agreement is identified in Exhibit 3, Schedule
of Compensation. Payments under this Agreement must not exceed the dollar amount
shown in Exhibit 3 without a written amendment in accordance with Section 10.c.

Non-Appropriation

Ifno funds or insufficient funds are appropriated and budgeted in any fiscal period of the
County for payments to be made under this Agreement, then the County will notify
Consultant in writing of that occurrence, and this Agreement will terminate on the earlier
of the last day of the fiscal period for which sufficient appropriation was made or whenever
the funds appropriated for payment under this Agreement are exhausted. Payments for
Services completed to the date of notification will be made to Consultant. No payments
will be made or due to Consultant and under this Agreement beyond those amounts
appropriated and budgeted by the County to fund payments under this Agreement.

Taxes

Federal Excise Tax does not apply to materials purchased by the County by virtue of
Exemption Certificate No. 36-75-0038K. Illinois Retailers'ccupation Tax, Use Tax and
Municipal Retailers'ccupation Tax do not apply to deliverables, materials or services
purchased by the County by virtue of statute. The price or prices quoted herein shall include
any and all other federal and/or state, direct and/or indirect taxes which apply to this Contmct.
The County's State of Illinois Sales Tax Exemption Identification No. is E-9998-2013-07.

Price Reduction

If at any time after the contract award, Consultant makes a general price reduction in the
price of any of the Deliverables, the equivalent price reduction based on similar quanfities
and/or considerations shall apply to this Contract for the dumtion of the Contract period. For
purposes of this Section S.f., Price Reduction, a general price reduction shall include
reductions in the effective price charged by Consultant by reason of rebates, financial
incentives, discounts, value points or other benefits with respect to the purchase of the
Deliverables. Such price reductions shall be effective at the same time and in the same
manner as the reduction Consultant makes in the price of the Deliverables to its prospective
customers-generally.

Consultant Credits

To the extent the Consultant gives credits toward future purchases of goods or services,
financial incentives, discounts, value points or other benefits based on the purchase of the
materials or services provided for under this Contract, such credits belong to the County and
not any specific Using Agency. Consultant shall reflect any such credits on its invoices and
in the amounts it invoices the County.
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ARTICLE 6) DISPUTES

The parties shall attempt to resolve amicably any dispute arising out of or relating to this
Agreement by meeting with each other within thirty (30) calendar days after written notice of a
dispute is delivered from one party to the other party. If the dispute is not resolved within thirty
(30) calendar days of commencement of such meetings, the parties may exercise their contractual
remedies, if any. Dispute resolution as provided herein shall be a condition precedent to any
other action at law or in equity.

Notwithstanding a dispute, the parties shall continue to discharge all its obligations, duties and
responsibilities set forth in the Contract during any dispute resolution proceeding unless otherwise
agreed to by the parties in writing.

ARTICLE 7) COOPERATION WITH INSPECTOR GENERAL AND COMPLIANCE
WITH ALL LAWS

The Consultant, Subcontractor, licensees, grantees or persons or businesses who have a County
contract, grant, license, or certification of eligibility for County contracts shall abide by all of the
applicable provisions of the Office of the Independent Inspector General Ordinance (Section 2-281
et. seq. of the Cook County Code of Ordinances). Failure to cooperate as required may result in
monetary and/or other penalties.

The Consultant shall observe and comply with the laws, ordinances, regulations and codes of the
Federal, State, County and other local government agencies which may in any manner affect the
performance of the Contract including, but not limited to, those County Ordinances set forth in the
Certifications attached hereto and incorporated herein. Assurance of compliance with this
requirement by the Consultant's employees, agents or Subcontractor shall be the responsibility of
the Consultant,

The Consultant shall secure and pay for all federal, state and local licenses, permits and fees required
hereunder.

ARTICLE 8) SPECIAL CONDITIONS

a) Warranties and Representations

mr-connection-with —signing'-carrying-out-this Agreement —,Consultant:

warrants that Consultant is appropriately licensed under Illinois law to perform
the Services required under this Agreement and will perform no Services for which
a professional license is required by law and for which Consultant is not
appropriately licensed;

ii) warrants it is financially solvent; it and each of its employees, agents and
Subcontractors of any tier are competent to perform the Services required under
this Agreement; and Consultant is legally authorized to execute and perform or
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cause to be performed this Agreement under the terms and conditions stated in this
Agreement;

iii) warrants that it will not knowingly use the services of any ineligible consultant or
Subcontractor for any purpose in the performance of its Services under this
Agreement;

iv) warrants that Consultant and its Subcontractors are not in default at the time this
Agreement is signed, and has not been considered by the Chief Procurement Officer
to have, within 5 years immediately preceding the date of this Agreement, been
found to be in default on any contract awarded by the County;

v) represents that it has carefully examined and analyzed the provisions and
requirements of this Agreement; it understands the nature of the Services required;
from its own analysis it has satisfied itself as to the nature of all things needed for
the performance of this Agreement; this Agreement is feasible of performance in
accordance with all of its provisions and requirements, and Consultant warrants it
can and will perform, or cause to be performed, the Services in strict accordance
with the provisions and requirements of this Agreement;

vi) represents that Consultant and, to the best of its knowledge, its Subcontractors are
not in violation of the provisions of the Illinois Criminal Code, 720 ILCS 5/33E as
amended; and

vii) acknowledges that any certification, affidavit or acknowledgment made under oath
in connection with this Agreement is made under penalty of perjury and, if false, is
also cause for termination under Sections 9.a and 9.c.

b) Ethics

i) In addition to the foregoing warranties and representations, Consultant warrants:

(I) no officer, agent or employee of the County is employed by Consultant or
has a financial interest directly or indirectly in this Agreement or the
compensation to be paid under this Agreement except as may be permitted
in writing by the Board of Ethics.

(2) no payment, gratuity or offer of employment will be made in connection
with this Agreement by or on behalf of any Subcontractors to the prime
Consultant or higher tier Subcontractors or anyone associated with them, as
an inducement for the award of a subcontract or order.

c) Joint and Several Liability

IfConsultant, or its successors or assigns, if any, is comprised of more than one individual
or other legal entity (or a combination of them), then under this Agreement, each and
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without limitation every obligation or undertaking in this Agreement to be fulfilled or
performed by Consultant is the joint and several obligation or undertaking of each such
individual or other legal entity.

d) Business Documents

At the request of the County, Consultant must provide copies of its latest articles of
incorporation, by-laws and resolutions, or partnership or joint venture agreement, as
applicable.

e) Conflicts of Interest

No member of the governing body of the County or other unit of government and
no other officer, employee or agent of the County or other unit of government who
exercises any functions or responsibilities in connection with the Services to which
this Agreement pertains is permitted to have any personal interest, direct or indirect,
in this Agreement. No member of or delegate to the Congress of the United States
or the Illinois General Assembly and no Commissioner of the Cook County Board
or County employee is allowed to be admitted to any share or part of this Agreement
or to any financial benefit to arise fiem it.

ii) Consultant covenants that it, and to the best of its knowledge, its Subcontractors if
any (collectively, "Consulting Fartiesu), presently have no direct or indirect
interest and will not acquire any interest, direct or indirect, in any project or contract
that would conflict in any manner or degree with the performance of its Services
under this Agreement.

iii) Consultant is not permitted to perform any Services for the County on applications
or other documents submitted to the County by any of Consultant's past or present
clients. If Consultant becomes aware of a conflict, it must immediately stop work
on the assignment causing the conflict and notify the County.

iv) Without limiting the foregoing, if the Consulting Parties assist the County in
determining the advisability or feasibility of a project or in recommending,
researching, preparing, drafting or issuing a request for proposals or bid
specifications for a project, the Consulting Parfles must not participate, directly or
indireetl3, as—a—prime, Subcontractor or joint ventureran —that —project or~he
preparation of a proposal or bid for that project during the term of this Agreement
or afterwards, The Consulting Parties may, however, assist the County in reviewing
the proposals or bids for the project if none of the Consulting Parties have a
relationship with the persons or entities that submitted the proposals or bids for that
project.
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v) The Consultant further covenants that, in the performance of this Agreement, no
person having any conflicting interest will be assigned to perform any Services or
have access to any confidential information, as defined in Section 3.h of this
Agreement. If the County, by the Chief Procurement Officer in his reasonable
judgment, determines that any of Consultant's Services for others conflict with the
Services Consultant is to render for the County under this Agreement, Consultant
must terminate such other services immediately upon request of the County.

vi) Furthermore, if any federal funds are to be used to compensate or reimburse
Consultant under this Agreement, Consultant represents that it is and will remain
in compliance with federal restrictions on lobbying set forth in Section 319 of the
Department of the Interior and Related Agencies Appropriations Act for Fiscal year
1990, 31 U.S.C. I'I 1352, and related rules and regulations set forth at 54 Fed. Reg.
52,309 ff. (1989), as amended. If federal funds are to be used, Consultant must
execute a Certification Regarding Lobbying, which will be attached as an exhibit
and incorporated by reference as if fully set forth here.

f) Non-Liability of Public Officials

Consultant and any assignee or Subcontractor of Consultant must not charge any official,
employee or agent of the County personally with any liability or expenses of defense or hold any
official, employee or agent of the County personally liable to them under any term or provision of
this Agreement or because of the County's execution, attempted execution or any breach of this
Agreement.

ARTICLE 9) EVENTS OF DEFAULT, REMEDIES, TERMINATION, AND SUSPENSION

a) Events of Default Defined

The following constitute events of default:

i) Any material misrepresentation, whether negligent or willful and whether in the
inducement or in the performance, made by Consultant to the County.

ii) Consultant's material failure to perform any of its obligations under this
Agreement-including-the-following:

(a) Failure due to a reason or circumstances within Consultant's reasonable
control to perform the Services with sufficient personnel and equipment or
with sufficient material to ensure the performance of the Services;
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(b) Failure to perform the Services in a manner reasonably satisfactory to the
Chief Procurement Officer or inability to perform the Services satisfactorily
as a result of insolvency, filing for bankruptcy or assignment for the benefit
of creditors;

(c) Failure to promptly re-perform within a reasonable time Services that were
rejected as erroneous or unsatisfactory;

(d) Discontinuance of the Services for reasons within Consultant's reasonable
control; and

(e) Failure to comply with any other material term of this Agreement,
including the provisions concerning insurance and nondiscrimination.

iii) Any change in ownership or control of Consultant without the prior written
approval of the Chief Procurement Officer, which approval the Chief Procurement
Officer will not unreasonably withhold.

iv) Consultant's default under any other agreement it may presently have or may enter
into with the County during the life of this Agreement. Consultant acknowledges
and agrees that in the event of a default under this Agreement the County may also
declare a default under any such other Agreements.

v) Failure to comply with Article 7 in the performance of the Agreement.

vi) Consultant's repeated or continued violations of County ordinances unrelated to
performance under the Agreement that in the opinion of the Chief Procurement
Officer indicate a willful or reckless disregard for County laws and regulations.

b) Remedies

The occurrence of any event of default permits the County, at the County's sole option, to
declare Consultant in default. To the extent the default can be cured, Consultant shall have
an opportunity to cure the default within a certain period of time, which period of time will
neither be less than 10 days nor exceed 30 days, unless extended by the Chief Procurement
Officer. Whether to declare Consultant in default is within the sole discretion of the Chief
=rocurement —Oflicer, subject —to the dispute —provisions of—this —Contrnet —and —neither —that
decision nor the factual basis for it is subject to review or challenge under the Disputes
provisions of this agreement. For the avoidance of doubt, the declaring of a default is for
purposes of termination under this Agreement, but is not determinative for purposes of
liability.
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The Chief Procurement Officer will give Consultant written notice of the default, either in
the form of a cure notice ("Cure Notice" ), or, if no cure is possible, a default notice
(sDefault Notice" ). If the Chief Procurement Officer gives a Default Notice, he will also
indicate any present intent he may have to terminate this Agreement, and the decision to
terminate (but not the decision not to terminate) is final and effective upon giving the
notice. The Chief Procurement Officer may give a Default Notice if Consultant fails to
affect a cure within the cure period given in a Cure Notice, When a Default Notice with
intent to terminate is given as provided in this Section 9.b and Article I I, Consultant must
discontinue any Services, unless otherwise directed in the notice, and deliver all materials
accumulated in the performance of this Agreement, whether completed or in the process,
to the County. Afier giving a Default Notice, the County may invoke any or all of the
following remedies:

i) The right to terminate this Agreement as to any or all of the Services yet to be
performed effective at a time specified by the County;

ii) The right of specific performance, an injunction or any other appropriate equitable
remedy;

iii) The right to money damages;

iv) The right to withhold all or any part of Consultant's compensation under this
Agreement for any Services which are in dispute by the County;

iv) The right to consider Consultant non-responsible in future contracts to be awarded
by the County.

If the Chief Procurement Officer considers it to be in the County's best interests, he may
elect not to declare default or to terminate this Agreement. The parties acknowledge that
this provision is solely for the benefit of the County and that if the County permits
Consultant to continue to provide the Services despite one or more events of default,
Consultant is in no way relieved of any of its responsibilities, duties or obligations under
this Agreement, nor does the County waive or relinquish any of its rights.

The remedies under the terms of this Agreement are not intended to be exclusive of any
other remedies-provided —,but-each-and every such remedy-is-cumulative-and-is-in-addition
to any other remedies, existing now or later, at law, in equity or by statute, provided that in
no event will either party be liable for any indirect, consequential, exemplary, special,
incidental, or reliance damages of any kind arising from or relating to this Agreement, even
if such party knew or should have known of the possibility of such damages. No delay or
omission to exercise any right or power accruing upon any event of default impairs any
such right or power, nor is it a waiver of any event of default nor acquiescence in it, and
every such right and power may be exercised from time to time and as often as the County
considers expedient. Notwithstanding anything to the contrary herein, both

parties'iabilityto each other for any cause whatsoever, and regardless of the form of action,
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whether in contract or in tort, shall be limited to the fees paid by the County to Consultant
pursuant to this Agreement. The foregoing limitation of liability shall not apply to
Consultant's willful misconduct, gross negligence, or fraud, or confidentiality violations.

c) Termination for Convenience

In addition to termination under Sections 9.a and 9.b of this Agreement, the Agreement
may be terminated in accordance with the "Termination for Convenience" provisions in
section 7.4 of the License Agreement.

d) Suspension

The County may at any time request that Consultant suspend its Services, or any part of
them, by giving 15 days prior written notice to Consultant or upon informal oral, or even
no notice, in the event of emergency. No costs incurred after the effective date of such
suspension are allowed. Consultant must promptly resume its performance of the Services
under the same terms and conditions as stated in this Agreement upon written notice by the
Chief Procurement Offtcer and such equitable extension of time as maybe mutually agreed
upon by the Chief Procurement Officer and Consultant when necessary for continuation or
completion of Services. Any additional costs or expenses actually incurred by Consultant
as a result of recommencing the Services must be treated in accordance with the
compensation provisions under Article 5 of this Agreement.

No suspension of this Agreement is permitted in the aggregate to exceed a period of 45
days within any one year of this Agreement. If the total number of days of suspension
exceeds 45 days, Consultant by written notice may treat the suspension as an early
termination of this Agreement under Section 9.c.

e) Delays

Consultant agrees that no charges or claims for damages shall be made by Consultant for any
delays or hindrances Irom any cause whatsoever during the progress of any portion of this
Contract.

ARTICLE 10) GENERAL CONDITIONS

a) Entire Agreement

i) General

This Agreement, and the exhibits attached to it and incorporated in it, constitute the
entire agreement between the parties and no other warranties, inducements,
considerations, promises or interpretations are implied or impressed upon this
Agreement that are not expressly addressed in this Agreement.
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ii) No Collateral Agreements

Consultant acknowledges that, except only for those representations, statements or
promises expressly contained in this Agreement and any exhibits attached to it and
incorporated by reference in it, no representation, statement or promise, oral or in
writing, of any kind whatsoever, by the County, its officials, agents or employees,
has induced Consultant to enter into this Agreement or has been relied upon by
Consultant, including any with reference to:

(a) the meaning, correctness, suitability or completeness of any provisions or
requirements of this Agreement;

(b) the nature of the Services to be performed;

(c) the nature, quantity, quality or volume of any materials, equipment, labor
and other facilities needed for the performance of this Agreement;

(d) the general conditions which may in any way affect this Agreement or its
performance;

(e) the compensation provisions of this Agreement; or

(fl any other matters, whether similar to or different from those referred to in
(a) through (e) immediately above, affecting or having any connection with
this Agreement, its negotiation, any discussions of its performance or those
employed or connected or concerned with it.

iii) No Omissions

Consultant acknowledges that Consultant was given an opportunity to review all
documents forming this Agreement before signing this Agreement in order that it
might request inclusion in this Agreement of any statement, representation, promise
or provision that it desired or on that it wished to place reliance. Consultant did so
review those documents, and either every such statement, representation, promise
or provision has been included in this Agreement or else, if omitted, Consultant
relinquishes the benefit of any such omitted statement, representation, promise or
provision-and-is-wiHing to-perform-this-Agreement —in-tts-entirety-withoutwlaiming
reliance on it or making any other claim on account of its omission,

b) Counterparts

This Agreement is comprised of several identical counterparts, each to be fully signed by
the parties and each to be considered an original having identical legal effect.
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c) Contract Amendments

The parties may during the term of the Contract make amendments to the Contract but only
as provided in this section. Such amendments shall only be made by mutual agreement in
writing.

In the case of Contracts not approved by the Board, the Chief Procurement Officer may
amend a contract provided that any such amendment does not extend the Contract by more
than one (I) year, and further provided that the total cost of all such amendments does not
increase the total amount of the Contract beyond $150,000. Such action may only be made
with the advance written approval of the Chief Procurement Officer. If the amendment
extends the Contract beyond one (I) year or increases the total award amount beyond
$150,000, then Board approval will be required.

No Using Agency or employee thereof has authority to make any amendments to this
Contract. Any amendments to this Contract made without the express written approval of
the Chief Procurement Officer is void and unenforceable.

Consultant is hereby notified that, except for amendments which are made in accordance
with this Section10.c. Contract Amendments, no Using Agency or employee thereof has
authority to make any amendment to this Contract.

d) Governing Law and Jurisdiction

This Contract shall be governed by and construed under the laws of the State of Illinois. The
Consultant irrevocably agrees that any action or proceeding in any way, manner or respect
arising out of the Contract, or arising f'rom any dispute or controversy arising in connection
with or related to the Contract, if litigated, shall be litigated only in the U.S. District Court
for the Northern District of Illinois, to the extent such court has or can acquire jurisdiction,
and the Consultant consents and submits to the jurisdiction thereof. In accordance with these
provisions, Consultant waives any right it may have to transfer or change the venue of any
litigation brought against it by the County pursuant to this Contract.

e) Severability

If any provision of this Agreement is held or considered to be or is in fact invalid, illegal,
inoperative'nenforceable as applied in any particular case in any jurisdiction or in all
cases because it conflicts with any other provision or provisions of this Agreement or of
any constitution, statute, ordinance, rule of law or public policy, or for any other reason,
those circumstances do not have the effect of rendering the provision in question invalid,
illegal, inoperative or unenforceable in any other case or circumstances, or of rendering
any other provision or provisions in this Agreement invalid, illegal, inoperative or
unenforceable to any extent whatsoever. The invalidity, illegality, inoperativeness or
unenforceability of any one or more phrases, sentences, clauses or sections in this
Agreement does not affect the remaining portions of this Agreement or any part of it.
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Assigns

All of the terms and conditions of this Agreement are binding upon and inure to the benefit
of the parties and their respective legal representatives, successors and assigns.

Cooperation

Consultant must at all times cooperate fully with the County and act in the County's best
interests. If this Agreement is terminated for any reason, or if it is to expire on its own
terms, Consultant must make every effort to assure an orderly transition to another provider
of the Services, if any, orderly demobilization of its own operations in connection with the
Services, uninterrupted provision of Services during any transition period and must
otherwise comply with the reasonable requests and requireinents of the Using Agency in
connection with the termination or expiranon.

Waiver

Nothing in this Agreement authorizes the waiver of a requirement or condition contrary to
law or ordinance or that would result in or promote the violation of any federal, state or
local law or ordinance.

Whenever under this Agreement the County by a proper authority waives Consultant's
performance in any respect or waives a requirement or condition to either the County's or
Consultant's performance, the waiver so granted, whether express or implied, only applies
to the particular instance and is not a waiver forever or for subsequent instances of the
'performance, requirement or condition. No such waiver is a modification of this
Agreement regardless of the number of times the County may have waived the
performance, requirement or condition. Such waivers must be provided to Consultant in
writing.

Independent Consultant

This Agreement is not intended to and will not constitute, create, give rise to, or otherwise
recognize a joint venture, partnership; corpomtion or other formal business association or
organization of any kind between Consultant and the County. The rights and the
obligations of the parties are only those expressly set forth in this Agreement. Consultant
inust perform under this~greement as an independent Consultant and not~ a
representative, employee, agent, or partner of the County.

This Agreement is between the County and an independent Consultant and, if Consultant
is an individual, nothing provided for under this Agreement constitutes or implies an
employer-employee relationship such that:

The County will not be liable under or by reason of this Agreement for the payment
of any compensation award or damages on behalf of Consultant in connection with
the Consultant performing the Services required under this Agreement.
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ii) Consultant is not entitled to membership in the County Pension Fund, Group
Medical Insurance Program, Group Dental Program, Group Vision Care, Group
Life Insurance Program, Deferred Income Program, vacation, sick leave, extended
sick leave, or any other benefits ordinarily provided to individuals employed and
paid through the regular payrolls of the County.

i) The County is not required to deduct or withhold any taxes, FICA or other
deductions from any compensation provided to the Consultant.

j) Governmental Joint Purchasing Agreement

Pursuant to Section 4 of the Illinois Governmental Joint Purchasing Act (30 ILCS 525) and
the Joint Purchase Agreement approved by the Cook County Board of Commissioners
(April 9, 1965), other units.of government may purchase goods or services under this
contract.

In the event that other agencies participate in a joint procurement, the County reserves the
right to renegotiate the price to accommodate the larger volume.

k) Comparable Government Procurement

As permitted by the County of Cook, other government entities, if authorized by law, may
wish to purchase the goods, supplies, services or equipment under the same terms and
conditions contained in this Contract (i.e., comparable government procurement). Each
entity wishing to reference this Contract must have prior authorization Irom the County of
Cook and the Consultant. If such participation is authorized, all purchase orders will be
issued directly from and shipped directly to the entity requiring the goods, supplies,
equipment or services supplies/services. The County shall not be held responsible for any
orders placed, deliveries made or payment for the goods, supplies, equipment or services
supplies/services ordered by these entities. Each entity reserves the right to determine the
amount ofgoods, supplies, equipment or services it wishes to purchase under this Contract.

I) Force Majeure

Neither Consultant nor County shall be liable for failing to fulfill any obligation under this
Contract if such failure is-caused-by an event beyond such-party>-reasonable-control-and
which is not caused by such party's fault or negligence. Such events shall be limited to acts
of God, acts of war, fires, lightning, floods, epidemics, or riots,
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ARTICLE 11) NOTICES

All notices required pursuant to this Contract shall be in writing and addressed to the parties
at their respective addresses set forth below. All such notices shall be deemed duly given if
hand delivered or if deposited in the United States mail, postage prepaid, registered or
certified, return receipt requested. Notice as provided herein does not waive service of
summons or process.

If to the County: Law Office of Public Defender
69 W. Washington, Suite 1600
Chicago, Illinois 60602
Attention: Department Director

OAice of the Chief Procurement Officer
118North Clark Street, Room 1018
Chicago, Illinois 60602
(Include County Contract Number on all notices)

If to Consultant: Journal Technologies
843 South 100 West
Logan, Utah 84321
Attention: Jon Peek, COO

Changes in these addresses must be in writing and delivered in accordance with the
provisions of this Article 11. Notices delivered by mail are considered received three days
after mailing in accordance with this Article 11. Notices delivered personally are
considered effective upon receipt. Refusal to accept delivery has the same effect as receipt.

ARTICLE 12) AUTHORITY

Execution of this Agreement by Consultant is authorized by a resolution of its Board of Directors,
if a corporation, or similar governing document, and the signature(s) of each person signing on
behalf ofConsultant have been made with complete and full authority to commit Consultant to all
terms and conditions of this Agreement, including each and every representation, certification and
warranty contained in it, including the representations, certifications and warranties collectively
incorporated by reference in it.
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1. Overview
This Statement of Work ("SOW") defines the development and implementation services and other related
service requirements for the Cook County Government ("County "or "you") Office of the Public Defender

Case Management System.

Note for the scope of work outlined herein, Journal Technologies, Inc. ("JT","Journal Technologies" or
"we") will work with the Public Defender's ("PD")Office to deploy the case management project. Both

Journal Technologies and PD will each have responsibilities. Unless otherwise stated, all Deliverables

shall be approved by PD in accordance with this Agreement.

2. Background
Through this Contract, the County seeks to replace its Legal Edge Case Management System to deliver a

robust case management workf low, improved case processing, document management capabilities,
case discovery and disposition management. This solution will provide significant efficiency gains in the
overall Public Defender's Office case management processes allowing access up to 750 users at any

given time.

The number of users will be determined by Cook County at the time of approval for system rollout. The
number of users will determine the annual license and maintenance amount, which must be paid prior
to Go-Live. The pricing for each JustWare user including unlimited use of the Public Portal, and
JustWare's API is $425. Pricing for each additional JustWare user is an additionalannual license and
maintenance fee of S425. The pricing also includes 250 Document Imaging and Barcoding users. Pricing
for each additional Document Imaging and Barcoding user is an additional annual license and

maintenance fee of $42.

The total number of users shall be determined by Cook County each year. Sixty (60) days prior to
invoice for license and support, Cook County shall determine and submit the total users count for the
upcoming and year which will determine the annual license and support amount for the upcoming year,

3. Business Goals and Objectives
JustWare is a Commercial-Off-The-Shelf (COTS) Solution that shall be installed and configured to meet
the goals and objectives below. Journal Technologies shall ensure that all the requirements contained in

the System Requirements Matrix are met by completion of this project.

JustWare, County and JournalTechnologies, shall meet the following listed goals and objectives:

1. Improve automation throughout the Cook County Public Defender's Office;

2. Increase—operational-visibility;

3. Improve fiscal efficiency;

4. Provide real-time case tracking;

5. Reduce redundancies in data entry;

6. Manage and track the overall PD operations and activities;

7. Reduce manual steps;
8. Reduce paper processes;
9. Track and manage work load distribution;

10. Retrieve information easily;
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11. Enable robust statistical analysis and research;
12. Track and manage incidents;

13. Improve reporting

4. project Description
Journal Technologies will implement a solution to replace disparate case management solutions across
computer software systems (i.e. LegalEdge, AS400, and Microsoft Access). The solution of JTI Software
will also include the use of other software systems that are relied upon by the Public Defender (Microsoft
Office, Active Directory and an integration to the Clerk's Office (A.K.A. the "Bridge". The solution is

comprised of three tightly integrated JTI components:

JustWare ) Defender —A centralized case management software solution, which provides for name, case,
document, scheduling, reporting, and workf low management.

JusticeWeb - Web portal provides eFiling, eDiscovery, ePayment, and eview capabilities. JusticeWeb
integrates with JustWare, allowing all information and documents to immediately populate the JustWare
database or go into a JustWare task queue, waiting your approval.

JustWare API - Will allow unlimited integrations between JustWare and other desired programs
including law enforcement and the court. This project and pricing specifically includes the Clerk of the
Circuit Court existing bridge solution and also includes the anticipated cutover of that bridge solution to
the ESB (Electronic Service Bus) when that solution is implemented.

5. project Scope
The scope of this project is to implement a case management solution replacing the Public Defender's
Legal Edge case management solution. For this project, JustWare is partnering with two MBE/WBE firms,
W4sight and Bit Link Solutions. W4Sight is a Chicago-based management and technology consulting firm,
which provides business process reengineering. Bit Link Solutions is a custom development company
specializing in data conversions and data integration. Bit Link Solutions has more than 15 combined years
of experience using JustWare and more than 40 years with custom development.

The JustWare Solution suite, in addition to business process analysis and reengineering, implementation
services, and data conversion, is designed to improve the current system used by Cook County. This shall

be done by improving case flow, case processing, document management, centralized statistics tracking
and reporting, case discovery and disposition management. The implementation team will consist of
Journal Technologies, Inc. (JT), W4Sight, Bitlink Solutions (BLS), and the Cook County (County) Public
Defender's Office (PD).

The scope includes the following major business functionality as identified in the System Requirements
Matrix.

~ Case Management/Initiation
~ Subpoena Management
~ Investigations

~ Case Disposition

~ Case Scheduling

~ Expert Witness
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~ Professional Development
~ Ad-Hoc Reporting

The scope also includes data conversion migration, data integration to the Clerk of the Circuit Court case
management system and user and administrative training.

Items assumed out of scope include:

~ Custom software development
~ Solution to system requirements matrix not qualified by JournalTechnology comment

6. Project Approach and Implementation Methodology
Journal Technologies will implement JustWare using a four-phase approach, with custom work (i.e.,data
migrations and data exchanges) occurring as a separate, simultaneous project. The four phases of this
project are Initiating, Planning, Executing, and Closing. Throughout the project, the Journal Technologies
team and the County team will work together to meet the needs of the County. JournalTechnologies
may also use two subcontractors, namely, W4sight and BIt Link Solutions, to complete portions of the
implementation. Each of the four (4) phases will begin by planning for that phase and conclude when
both the Public Defender's Office's Office, County team and Journal Technologies project managers
agree that the project deliverables for that phase have been met.

6.1 Initiating Phase
During the Initiation Phase JournalTechnologies shall complete the following deliverables:

6.2.2 Initiating Deiiverabies
r1';

Deliver Implementation
Quick-start

Spreadsheets

mNl~~kRl~lÃI~IW~
'TI has designed some, system agnostic, Quick-start spreadsheets that are

tools that assist JTI and County in populating some preliminary information
into the drop down selections available in JustWare. Information from
these spreadsheets will prepopulate JustWare with customer specific
information and will aid in trainings and planning sessions.

Software Installation

and Testing

Spreadsheets will consist of a directory of users, statute codes and 11core
pick list options for public defenders (Case Type, Case Status, Case
Involvement Types, Court Events, Event Locations, Event Status, Plea
Types, Disposition Types, Sentence Types, Address Types, and Phone
Types) This information is a starting point for future trainings and
configuration sessions.
JTI shall install a testing and production environment oUthe JTI Developed
software identified below:

~ JustWare I Defender
~ JusticeWeb
~ JustWare API

6.2 Planning Phase
The Planning Phase shall ensure that the appropriate project documents, plans, and resource allocations
are in place for the remainder of the project. Your project team will work with the Journal Technologies
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team to create a baseline project plan which will identify necessary tasks, assign resources, and set a
timeline for implementing the system.

During the Onsite planning consultations Journal Technologies and the County Team will work through
the planning process and work to complete the baseline implementation plan. During this phase the
Journal Technologies Team and the County team will review the implementation goals and create a
schedule for the trainings, configurations, and other work necessaryto achieve go live on the JustWare
system in the Public Defender's Office's office(s).

During this phase, the Journal Technologies project team works with selected individuals from Cook
County (i.e., the "Cook County Project Team" ) to analyze the Public Defender's current state, and the
development of the Public Defender future state. As part of this process, Journal Technologies will

assess the County's current system and develop a Requirements Traceability Matrix which shall be used
to define processes critical to go live and set a priority for configuration. As a result, Journal
Technologies will develop initial specifications for configuration.

JTI shall provide process reengineeiing and modeling workshops, resulting in detailed business
functionality as identified in the System Requirements Matrix.

JTI shall also work with the County to define and develop risk management, resource plan, change
management, communication management plans and finalize the work breakdown structure. We also
work with the County to outline the agenda for status meetings going forward. We will work with the
County to ensure that status meetings include the needed information (i.e.,Summary of Work, updated
Gantt chart, Production Goals, Risks, Roadblocks, etc.).

Resource Plan

Journal Technologies shall prepare a Resource Plan immediately after project kickoff. The County shall
review and approve the Resource Plan prior to commencing any work. Journal Technologies shall

ensure the appropriate expertise and skills are clearly present throughout the project, including but not
limited appropriate and relevant Public Defender Case Management Solution Subject Matter Experts
(5MEs).
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Work Breakdown Structure (WBS)
The above work breakdown structure shall be established and maintained throughout the life of the
project implementation phases until final deployment. This shall include each Task Name (Work
Package), Duration, Start Date, End Date, and Predecessor Task(s).

Changes to Timeline

All changes to the Implementation timeline will be handled as part of the status meetings held between
the County Project Manager and the Journal Technologies Project Manager. Some examples are:

~ Changing training dates;
~ Changing data conversion iteration delivery dates;
~ Changing the development priority of reports and templates

The following procedure outlines the anticipated steps in managing these changes.

~ The need (or opportunity) to change is recognized;
~ The suggested change is submitted for discussion in an upcoming status meeting;
~ The change is defined and discussed in the status meeting;
~ The change is approved or rejected;
~ Communicate decision(s) to affected parties;
~ Approved changes are implemented;
~ Project documentation is updated

6.2.2 Project Assumptions and Constraints
The project plan and approach includes the following assumptions:

~ An important aspect of this project is that the Public Defender's Office receives a robust
case management system that incorporates the functionality listed in this Scope of Work

and fulfills the requirements matrix of the RFP;

~ Cook County will have an implementation team assigned to work on the project;
~ The Cook County team will have the authority to unilaterally determine what is and what is

not completed during the implementation;
~ The Cook County and Journal Technologies project teams will prioritize configurations prior

to Go Live to fit within the required timeframe;
~ Cook County team will determine what needs to be accomplished in the "to be" and will

prioritize what items must be completed prior to go live;

~ Based on risks encountered the schedule may need to be adjusted. Accordingly, the
prioritized list will change as work is completed and schedule adjustments are made;

~ During the implementation the Cook County team will receive training on how to make

configurations to the system, create reports, templates etc. allowing the Cook County team
to continue to configure the system on an ongoing basis so that the system may evolve to
meet County needs.

Both Journal Technologies and the County will concurrently work with Bit Link Solutions to develop a
detailed data conversion plan, including developing a data mapping document, scheduling data
conversion script reviews, etc.

16(Page



Planning phase milestones include acceptance of the project plan and schedule agreement by the
County Project Manager and the Journal Technologies Project Manager.

6.2.3 Planning Deliverables
The following deliverables will be met during this phase:

Project Plan

Onsite Planning

Consultation(s)

Reengineering and

Remodeling Workshops

. MW&ii';":iWiW
Development of a Project Plan and Schedule (WBS)
Onsite consultation shall consist of requirements gathering and
validation. Each site requires on site consultation of 2-3 days for the
following locations:

~ 26'" and California
~ Juvenile Court
~ 69 W. Washington
~ Markham Courts

~ Reengineering and Remodeling Workshops
~ Data Conversion Plan

~ Data Mapping Document
~ Data Conversion Script

Workshop 2: Inltlatlon, Assignment, Schedull ng, Events,

Notifications

Workshop 2: Investigation, Witnesses, Document Management

Workshop Jh Disposition, Appeals, Reporting

Workshop 0: Interfaces, Security, System Administration

6.3 Execut'ing Phase

The objective of this phase is to configure JustWare for Public Defender's Office's Office workflows and

to have Public Defender's Office's Office staff begin using JustWare in a live capacity. During this phase
JustWare Administrators will receive instruction on how to configure and maintain the JustWare System;
Journal Technologies shall build and configure the solution based on Public Defender's requirements
(System Requirements Matrix) and business rules. Public Defender project team will assist in the
configuration. End users will be trained on how to complete their day to day tasks in the JustWare
system.

Reengineering, training and system configuration —During the executing phase, we will work

collaboratively with our partner W4Sight to reengineer processes. We will analyze a specific process
(i.e., intake, investigation, disposition, etc.) develop a specification, and then configure JustWare to
match that specification (working between Re-Engineering and Future Modeling and System
Configuration tasks outlined above). We also provide administrator training during this phase. These
trainings give the Cook County project team the skills and knowledge to assist the Journal Technologies
team in configuring JustWare.
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Data Conversion and Go Live. As part of the executing phase, Bit Link Solutions will develop the data
conversion to migrate data from LegalEdge, Access, and other files into JustWare. After the County signs

off on the data conversion script and system configuration, we will prepare for go live. Journal

Technologies will provide go live assistance onsite to help with end user training and assist during go
live.

JustWare and JusticeWeb Configuration Services will be performed onsite and will include:

JDA Templates

SSRS Reports:

JWXML Screens

41Tj

'DA Templates are built to pull case or name data into a document
that may be edited by an end user. JDATemplates are

,
automatically saved to the JustWare electronic filing cabinet.
SSRS Reports are view or export only reports that are generally used
for dashboards, queue management, summary, and other data
review and viewing purposes. Reports are not automatically saved
into the JustWare electronic filing cabinet. SSRS Reports can be set

I up to run on a subscription basis through email or shared network
folder.
Screen changes include relabeling of fields, removing unused fields,

,
and positioning of data groups. Business Rules - Business rules in

JustWare can be used to enforce data entry, insert or delete data
I based on specific triggers.

Journal Technologies shall provide onsite training during implementation and deployment. This shall

include:

1. Train the Trainer: Training provided on the JustWare to county trainers and/or super users. To help

prepare them to train the county end users.

2. End User Training: Assistance to County trainers to aid in End User training in preparation for system
go-live.

3. Onsite Assistance during Go-Live: Onsite Assistance during Go-Live includes assisting end users
transition to the new system by answering questions and proyiding support in learning how to
perform daily tasks in the JustWare system.

4. The development of computer based modular training that can be utilized by public defender staff.

JustWare Training will include the following training sessions:

~ JustWare Administrator Training

o Administrator Training includes instruction on how to setup and manage JustWare to meet
the needs of your office. Topics that will be covered include Code Table Input and

Maintenance, security setup, and data partitioning.

o JusticeWeb Administrator Training and Configuration; this will include but not limited to
instruction in one or more of the following areas, as jointly determined by the County
Project Manager (CPM) and Journal Technologies Project Manager "JTPM":

~ Setting up and maintaining the E-Filing portal including the ability to have pro se
litigants, attorneys, claimants, and other case participants to electronically file and

review cases via the web.;
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~ Setting up and maintaining E-Discovery, managing the exchange of discovery

packages online;
~ Setting up and maintaining E-View, including setting up a login-secured and/or

publicly accessible web portal that contains case, personnel, or calendar
information;

~ Business Intelligence Development Training and Configuration;
o Includes instruction in one or more of the following areas, as jointly determined by the CpM

and JTPM:

o Business Rule Training, providing trainees with the knowledge necessary to create, modify,
and maintain business rules within JustWare;

o Document Author Training, providing trainees with the knowledge necessary to build JDA

templates;
o Report Author Training, providing trainees with the knowledge necessary to create, modify,

and manage reports.

Bit Link will provide three iterations of the script to ensure that all data migrates into JustWare correctly.

Executing phase milestones include data conversion acceptance, configuration acceptance, and system

go live.

1.Business

requirements

validation

1.Requirements
Tracea bility Matrix

Journal Technologies and
Cook County Project team

Appropriate
specifications
created and

accepted.

2. Technical

requirements

validation

1.JustWare
Hardware and

Software
Requirement

Documentation

Journal Technologies
Installation Architect,

Cook County Project
Team

Verify that
environment

meets the
hardware and

software

requirements.

3.System design 1.Specifications Journal Technologies and

Cook County Project
System acceptance and

I

approvedforgo live

6.3 CIOSing PhaSe
The objective of this phase is to close out the implementation project and introduce the Public

Defender's Office team to the Journal Technologies support team.

The Journal Technologies project Management Team will meet with the public Defender's Office team
to conduct an implementation project retrospective. This is a review and audit of the implementation
process to discuss lessons learned; what went well and what could have been improved. This exercise
can provide useful insights for you and your project team on the best way to manage upgrades,
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configuration changes, new functionality, document templates, reports, business rules etc. as you grow
JustWare through the years of its use. At this point, we will also finalize the project accounting, review

any outstanding invoices and sign off on the final project delivera bles.

During the closing phase, your Journal Technologies project team continues to work with you for several
weeks to introduce you to the Journal Technologies Public Defender's Office support team, answer any
questions, assist in resolving any difficulties and ensure a smooth transition from our project team to
our Journal Technologies Public Defender's Office support team, who support you going forward.
Closing phase milestones include support handoff and project closure.

Journal Technologies Deliverables

~ Project review and closure meeting

Project Health Check

Periodic health check assessments of the project will be scheduled and held as needed throughout the
life of the project. The Project Health Check is a proactive assessment, and as such the issues found are
immediately followed by recommendations to resolution. This assessment report focuses on:

~ Existence of requisite document deliverables;
~ Level of quality of existing documents;
~ Average number of open issues per criticality;
~ Average resolution time to open issues per criticality;
~ Open items list after conclusion of deployment, and the existence of mitigation plans.

All meetings, issues, actions and risks, which occur dudng the life of the project, will be documented by

the JournalTechnologies'roject Manager. Journal Technologies shall use the following project status
categorization but shall work with the County to develop one that is more meaningful if necessary.

Categories shall have the following meanings:

~ Red: The project is in danger of imminent failure. Action is required, a recovery plan is needed.
~ Amber: The project is considered likely to fail unless actions are taken to redress. Action is

required; a recovery plan is in place.
~ Green: The project meets expectations.

Project Management. We will conduct weekly status meetings with the Project Team and monthly

Steering Committee meetings throughout the project. We will prepare written status reports detailing

accomplishments —,next-stepmand-outstanding-issuesMdditionally, we will-review-key-decisions,— budget,
project timeline, and issues for resolution. We will present these status updates in a discussion format
to verify that the PD project team and management remain actively involved in the project, and to
confirm that all questions and issues are addressed in a timely manner.

Please refer to Appendix 6 for sample project management documentation (i.e., deliverable acceptance,
risk, issue tracking etc.).
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Final Documentation

~ Documentation at the completion of the project will include;

~ Project sign-off and completion document;
~ Lessons Learned deliverable;

~ Completed data conversion document;
~ Completed integration document;
~ JustWare Solution end user guide;
~ Final network infrastructure documentation

To enforce consistent documentation and consensus of project requirements, direction, expectations,
etc., JournalTechnologies requires Signoff at multiple stages of the project. Signoff will be required at
the conclusion of a business process design, a prototype review, an integration specification, report
specification, etc. More specifically, both the Public Defender's Office and Journal Technologies
acknowledge that there will not simply be one final Signoff, but iterative signoffs throughout the project,
and a final Signoff at the end of each project phase.

The following outlines the specific process for the review and Signoff of deliverables.

~ There shall be a list of required functionality prepared in conjunction with the Public Defender's

Office Project Team that defines the functionality desired to meet the business need. The

system requirements for this document are included in Section 9. Journal Technoloev Solution

and Soecific Software Functionalitv.

~ The Public Defender's Office Project Team understands that they are a sophisticated business
owner of their processes and have a duty to assist in the requirements definition process.

~ Once submitted, the Public Defender's Office Project Team shall have five (5) business days to
review and approve or reject the requirements. Extensions to this time frame shall be granted if

the Public Defender Project Team notifies Journal Technologies of the need for an extension.
~ The deliverables shall be numbered appropriately with an acceptance or rejection box for each

appropriate deliverable area.
~ Rejections shall be at the detailed field/requirement level. All items not rejected will be

accepted.
~ If rejected, the rejection shall include specific descriptions of the deficiencies in writing.
~ Journal Technologies shall have five (5) business days to revise the document.
~ The standard for the first review shall be whether the document meets the requirements or

specification as discussed by the Project Team.
~ The-stand ardor subsequent-reviews-shall be whether the Public—BefendeA&ffice-determines

that the objection to the deliverable area has been met.
~ No item previously approved shall be rejected at a later time unless mutually agreed to by the

Project Team.
~ No new functionality may be introduced after acceptance of the requirements definition, except

through the stated change order process.
~ Journal Technologies shall have no obligation to proceed with any further work on the task and

its dependencies identified in the project plan until items appealed to the Steering Committee
have been resolved.
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6,4 project Governance Model
This section provides a basic outline of the governance that will be used to manage these activities

including an overview of the change management process and the organizational structure and

identification of the key stakeholders.

Project Kickoff Event

Journal Technologies will coordinate with the Public Defender's Office's Office and Cook County Team to
schedule and conduct a kick off meeting. The kick off meeting event will include discussion of the
following:

~ Introduction and Background

~ project Overview

~ Project Scope
~ Project Approach
~ Project Structure
~ Next Steps

Issue Management Plan

This document defines how issues, here defined as software defects, change requests and

environmental issues, will be resolved. Issues will be tracked in a centralized platform. All issues go
through a Change Control Process to facilitate proper vetting of issues.

Defects will be classified as follows:

1. Catastrophic: Defects that could (or did) cause disastrous consequences for the system in question

(e.g., critical loss of data, critical loss of system availability, critical loss of security, critical loss of
safety, etc.).

2. Severe: Defects that could (or did) cause very serious consequences for the system in question (e.g.,
a function is severely broken, cannot be used and there is no workaround).

3. Major: Defects that could (or did) cause significant consequences for the system in question —A

defect that needs to be fixed but there is a workaround (e.g., function is badly broken but

workaround exists).
4. Minor: Defects that could (or did) cause small or negligible consequences for the system in question,

Easy to recover or workaround (i.e., misleading error messages, displaying output in a font or format

other than what the Public Defender's Office desired, simple typos in documentation, bad layout or
misspelling-on-screen,— and-so-forth).

5. Enhancement: Suggestions to make a change to the system that is not in the signed requirements.

Quality Management Plan

This document outlines the methods of surveillance shall be used in the administration of the project. A

set of test cases will be constructed for each of the requirements and tests will be administered using a
variety of techniques to support a comprehensive approach.
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1. Direct Observations: Direct Observation of services and products is used to survey the
requirements. Observations can be performed peffiodically or through 100Yo surveillance. The

observations are documented in a surveillance log.
2. Planned Sampling: This method uses a comprehensive evaluation of selected outputs. This is

applicable to interim outputs, whose quality is also measured in final outputs. The inspections may
be scheduled (Monthly Review) or unscheduled (as required). Planned Sampling may be
documented using a Surveillance Checklist. Planned Sampling is also called Periodic Inspection.

3. 100Yo Inspection: This method evaluates all outputs of the requirement. This is most applicable to
small quantity, but highly important products and services. 100% inspections may be documented
using a Surveillance Checklist.

4. Random Sampling: This method is designed to evaluate the outputs of the requirement by
randomly selecting and inspecting a statistically significant sample. This is highly recommended for
large quantity, repetitive activities with objective and measurable quality attributes.

5. Quality Management: Quality management is usually included as part of other documents

governing the various phase and cross phase activities, but for the project, this can be broken out as
an initial document as well.

Scope Management Plan

Project Scope Management is primarily concerned with defining and controlling what is in scope and

what is out of scope for the project. It is helpful to plan and document how project scope will be
defined, verified, managed and controlled by the project management team. Project Scope
Management is one of the most important tasks for the Project Manager. Clear and precise scoping
leads to Public Defender's Office acceptance and satisfaction.

The scope is set in the Project Charter and, once agreed upon by Journal Technologies and Public

Defender's Office, will be applied in all the activities. Project Scope Management follows a five step
process; Collect Requirements, Define Scope, Create INBS, Verify Scope, and Control Scope.

1. Collect Requirements: This first step is the process by which we shall define and document the
requirements needed to meet all project objectives. The foundation of this process is the project
charter, stakeholder register, and the System Requirements Matrix contained in the RFP. From

these, the team can identify requirements, collectively discuss details associated with meeting each
requirement, conduct interviews and follow-on discussion to clarify the requirements, and

document the requirements in sufficient detail to measure them once the project begins the
execution phase. This documentation also serves as an input to the next step in the process which is

to define scope.
2. De&mSrope: This~ep is critical to project success as it requires the development of a detailed

project/product description to include deliverables, assumptions, and constraints and establishes
the framework within which project work must be performed.

3. Create WBS: This process breaks project deliverables down into progressively smaller and more
manageable components which, at the lowest level, are called work packages. This hierarchical

structure allows for more simplicity in scheduling, costing, monitoring, and controlling the project.
4. VerifyScope: This is the process by which the project team receives a formalized acceptance of all

deliverables with the sponsor and/or Public Defender's Office.
5. Control Scope: This is the process of monitoring/controlling the project/product scope as well as

managing any changes in the scope baseline. Changes may be necessary to the project scope but it
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is imperative they are controlled and integrated in order to prevent scope creep. The Scope
Management Plan provides the scope framework for this project. This plan documents the scope
management approach; roles and responsibilities as they pertain to project scope; scope definition;
verification and control measures; scope change control; and the project's work breakdown

structure. Any project communication which pertains to the project's scope should adhere to the

Scope Management is inextricably tied to the Change Control Process, therefore, scope management

also is covered in the guiding documents regarding change management.

Requirements Management Plan

Managing requirements will present a systematic approach to finding, documenting, organizing and

tracking the stakeholders and users changing needs. All these will be provided in a series of Functional

Requirements documents that will be reviewed with the Public Defender's Office and approved as the
baseline. Once the baseline is established, subsequent changes will need to be communicated by a

Change Request and must be approved according to the Change Management plan. Each Change

Request will be evaiuated and estimated and an estimated impact statement will be produced.

The several Requirements Documents will be managed within a project site and listed as Finalonce the
requirements contained within the document have been approved by the Public Defender's Office.

We assume that collective requirements changes affect all project activities and resources and can lead

to schedule and timeline review and modification. The following process will be followed for
requirements change management:

~ A stakeholder (Public Defender's Office) requests a requirements change, addition or deletion.
The change request should include such requirement attributes as priority, and

stability/volatility of new change, business justification for change, impact on business of not

making change.
~ Requirements are added to Requirements Management Plan with a status of "requested"
~ The Impact Analysis is peer reviewed. At a minimum the analysis will cover these criteria:

o Scheduling

o Direct Costs

o Indirect Costs

o Quality

o Resources

Impact criteria will be prioritized by the Configuration Change Board

Change requests are submitted to&onfiguration<hange Board (CCB) (a gro~u of stakeholders we

propose is formed for just this purpose).

~ The Public Defender's Office's Office stakeholders vote to accept/reject change requests.
~ The status of requirement is modified accordingly, justifications for rejections are recorded.
~ Project scheduling/resources are adjusted if necessary.
~ Any changes that amend the agreement require approval of the County's Chief Procurement

Officer or their designee.
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System Design Documentation Plan

The System Design Document will describe the system requirements, operating environment, system

and subsystem architecture, files and database design, input formats, output layouts, human-machine

interfaces, detailed design, processing logic, and external interfaces.

Security Plan

The Security Plan Document will detail the security model that both protects data integrity and privacy

and also supports efficient data access and collaboration

Knowledge Transfer Plan

This plan defines the approach to be used for getting the key Public Defender's Office IT staff members

trained on underlying products so that they are familiar with the administration and maintenance that

required to optimize the County's investment.

Cutover and Implementation Plan

This plan will include the schedule and plan for migrating from the prior system to the new system.

Schedule Management Plan

Project schedules shall be created starting with the deliverables identified in the project's Work

Breakdown Structure (WBS). Activity definition shall identify the specific work packages which must be

performed to complete each deliverable. Activity sequencing shall be used to determine the order of
work packages and assign relationships between project activities. Activity duration estimating shall be

used to calculate the number of work periods required to complete work packages. Resource estimating

shall be used to assign resources to work packages in order to complete schedule development.

Once a preliminary schedule has been developed, it shall be reviewed by the project team and any

resources tentatively assigned to project tasks. The project team and resources must agree to the

proposed work package assignments, durations, and schedule. Once this is achieved, the project

sponsor shall review and approve the schedule and it shall then be base lined.

Risk Management Plan

Risk Management occurs persistently through any project. A Risk Management Plan shall be used to
govern the process by which risks, once identified, will be communicated, analyzed, categorized,

prioritized, and how mitigatiori strategies will be developed. A Risk Registry will be created and managed

throughout the project, this will be used to log risks, assign priorities and status to the risk, and outline

the mitigation strategy. Over time, this also provides an historic record of the risks addressed and how.

In an effort to track and manage our risks, we have implemented the following procedures:

~ Each risk is reviewed bi-weekly as part of the bi-weekly Program Management Plan review

~ The Risk Registry is updated bi-weekly

~ Risks with a risk condition that is current or for which the mitigation strategy is not approved

will be recorded on the status report. They remain in the status report until they are either

resolved or the Public Defender's Office decides they are no longer of concern.
~ All open risks are reported monthly in the Performance Review meeting with the Project

Management.

The Risk Registry is an Excel Spreadsheet and has the following sections:
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Possible Risks: This worksheet is used to enter potential risks in the registry. When a potential risk is

initially identified, it is logged in this worksheet with enough detail to make an initial determination.

Risk Identification: This worksheet is used for those potential risks to conduct a further assessment. In

this case, anything that was defined in the Possible Risks worksheet is added, an identification number is

assigned, the risk is categorized and classified, and causes and consequences are determined.

Risk Analysis and Prioritization: This worksheet is used to establish priority and to conduct an analysis

of the probability of the risk condition occurring, the impact of such, and the level of exposure from the
risk condition and to whom.

Risk Planning: This worksheet is used to set triggers and mitigation strategies for managing the risk as

well as a plan for handling the risk condition should it occur. This is also used to assign tasks for
preventing the risk condition or to manage the condition should it occur.

Cost Management Plan

The Cost Management Plan clearly defines how the costs on a project will be managed throughout the
project's lifecycle. It sets the format and standards by which the project costs are measured, reported

and controlled. The Cost Management Plan:

~ Identifies who is responsible for managing costs
~ Identifies who has the authority to approve changes to the project or its project defiverables

that do not amend the agreement (County's CPO must approve all amendments)

~ How cost performance is quantitatively measured and reported upon

~ Report formats, frequency and to whom they are presented

The Journal Technologies Project Manager will be responsible for managing and reporting on the
project's cost throughout the duration of the project. In all project status reports, the cost information

will be presented. During the monthly project status meeting the Journal Technologies Project Manager

will meet with management to present and review the project's cost performance for the preceding
month. Performance will be measured using earned value. The Journal Technologies Project Manager is

responsible for accounting for cost deviations and presenting options for getting the project back on

budget.

7. Assessment, Change Management, and Reengineering Approach
The assessment, change management, and reengineering approach will span over two phases, namely

the planning phase and the executing phase. The human change management approach will span across

the entire project.

Journal Technologies shall deliver a succinct strategy, which the County shall review and approve, to
evaluate the current state processes, determine which of these processes are candidates for
reengineering and which will be replicated as is in the new Solution, and automate all the identified

reengineered processes, integrate with existing technologies, migrate all necessary data from the Legal

Edge (PD current CMS), replicate and eliminate the need for disconnected databases and migrate all

necessary data affecting the case management process, and replicate functionality available in the
disconnected databases. Journal Technologies shall clearly define this strategy in the initial planning

weeks of the project.
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Journal Technologies work shall include sufficient activities and time for the expansion of the existing
Journal Technologies Solution functionality to address limitations identified during the solution
evaluations process.

Planning Phase

During the planning phase, both Journal Technologies and W4Sight will work with the County to assess
current processes. As part of the initial assessment, the project team will review representative files for
each case type, observe current operations, and identify core requirements for the implementation.

Our focus will be to understand the current processes in order to identify core business rules, process
anomalies, and sources of information needed for the future model. This approach prioritizes time spent
on the future rather than on documentation of detailed current processes that are to be replaced.
Business analysts will conduct eight site visits to both observe operations and interview key subject
matter experts. Prior to any site visits, we will review a set of representative case files for each case type
to understand the information collected and the related activities. One suburban site visit is planned

following the Chicago visits. This visit will focus on identifying differences between suburban and urban

requirements. We will hold meetings with division managers to confirm findings and requirements.

Executing Phase
During the execution phase, JT will define workflows that can be standardized across case types, the future
model will be approached by each workf low function. W45ight and Journal Technologies will work
through workf low modeling and reengineering workflows, using the requirements traceability matrix as
a starting point. JT will use the information gathered to date, along with best practices from other public
defender implementations, to define a workf low model compatible with JustWare and Cook County's
needs.

Once the operational Future Model has been drafted, we will conduct a series of four full-day workshops
over a two week period to refine the model. Each workshop will focus on specific stages of the case life

cycle. We work with a cross-functional set of participants from multiple divisions to validate common
functions, identify exceptions, and tune the process.

During each workshop the project team will seek to:
~ Confirm the model steps that are common across divisions
~ Review case type or division exceptions as needed
~ Validate operating assumptions and business rules
~ Identify Open Issues
~ Obtain feedback on policy and procedure recommendations

During the model design and the modeling workshops, the project team shall work with the County to
configure settings and set up notification workflows in the testing environment to correspond with
decisions made. This allows the workshop participants to view how a decision may look in the system.
Upon completion of the workshops, the project team shall apply any necessary revisions to the
workflow diagrams, business rules, policy and procedure recommendations, and the requirements
traceability matrix. The requirements traceability matrix shall be updated at this stage to map
requirements to steps in the future workflows. We shall work through an iterative process to refine

specifications and configurations as needed.
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Four (4) workshops will be held with the Cook County team to discuss processes including initiation,
notifications, document management, scheduling, case activity, and more. The agenda of the workshops
will include but not be limited to:

Workshop Eu Initiation, Assignment, Scheduling, Events, Notifications
Workshop 2: Investigation, Witness, Document Management
Workshop 3: Disposition, Appeals, Reporting
Workshop 4: Interfaces, Security, System Administration

These workshops will result in a specification document which clearly outlines requirements for the future
workf low. The Journal Technologies and Cook County teams collaboratively finalize detailed specifications
for workflows, documents, screens, reports, and document templates. JT will work with the County to
ensure the configuration meets the specification. We anticipate that there will be several workflow
specifications designed during each workshop and that our project teams will be working on multiple
workflows and specifications at a time to meet the County's go live timeframe.

The project team will use the information gathered to date, along with best practices from other Public

Defender's Office implementations, to define a straw workf low model compatible with JustWare and

Cook County's needs.

7.1 Organizational Communication and Change Management
This Organizational Communication and Change Management Plan identifies the processes, methods,
and tools required to enable timely and appropriate collection, distribution, and management of project
information for all project participants. This plan will facilitate communication between decision makers
for the project and between all project and external parties.

The purpose of the Organizational Communication and Change Management Plan is to provide a
blueprint of the overall Change Management approach for the project initiative. The information

presented in this plan will support "Human Change Management" that drives business and workforce
transformation required to achieve the goals of the Public Defender's Offic project.

Four areas must be addressed in driving organizational change:

~ Executive and Leadership Engagement
~ Project Teams'unction
~ Organizational Alignment for the Project
~ Change Management and Communication Plan

Organizational-Change-approach-and-methodology-includes an integrated-communication —,planntngmnd

organizational alignment process to support project success. This process will lay a foundation for the
project and engage all levels of the project organization in supporting the change process. It is the
responsibility of all organizational levels to support the change process, requirements, extended teams,
and end user communities to validate the integrity of the vision, guiding principles, benefits case, and

beyond that to prepare the business for what is to come.

Communication Management Plan

The purpose of the communication management plan is to establish how communications with project
team members and project stakeholders will be handled throughout the project life cycle.
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The communication management plan defines how team members and other project stakeholders will

share and distribute information. The communication management plan defines the following:

~ Roles and responsibilities;

~ Expected and accepted methods of communication;

~ Methods of distributing project information to and soliciting input and buy-in from the primary

Project Sponsor and other stakeholders
/

7.2 Change Management Process
Journal Technologies will create a Change Management Plan and will work with the County to agree

and/or make the necessary modifications. This document outlines the method by which changes can be

requested and approved within the system. Journal Technologies will work with the Public Defender's

Office to develop a Change Control Board to manage change requests and make decisions as to which

changes to pursue. The Change Management Plan will govern how the project team approaches change

requests.

The agreed upon document will contain the following information:

Definitions: This section will define terms related to the project and to change management as a whole,

to verify that terms are used appropriately in the process.

Change Request Process: This section outlines how changes can be requested, how requests are

identified as changes, who may request changes and of what kind, prioritization of change requests,

handling conflicting request, how change requests will be processed prior to presentation to the Change

Control Board, and where necessary, to the County's Chief Procurement Officer.

Estimation Process: This section outlines the estimation process by which a change will undergo as part

of the change process. For example, typically a change request will be categorized by level of complexity

and number of modules or feature sets impacted. From there a determination to proceed will be

conducted and then a detailed estimate will be produced. This section also would outline the format for
detailed estimates.

Hold Process: This section outlines what types of change requests would require a full or partial work

stoppage and how that work stoppage would be conducted.

Approval Process and Artifacts: This section outlines the approval process for the change and the

artifacts that would result from an approval as well as a negative report (denial) for a change request.

All changes that affect the Statement of Work in the contract shall be handled using the following

process. These changes include:

1, Modifying deliverables such as data conversion development;

2. Eliminating deliverables, such as removing interface development;

3. Scope Change Management;

Project team shall manage the scope in order to minimize amendments or modifications. In the event of
a change in scope or delay beyond the vendor's control, the Project team shall discuss the impact with

the County before proceeding. Any significant material change to the project scope or material delay

beyond the vendor's control shall be escalated to County management within five (5) business days of a
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missed deadline and/or impacted deliverable. If the parties agree a scope change is warranted the

County shall then follow its amendment and modification process and shall be executed by the County's

Chief Procurement Officer. If the County requests additional work, work shall be priced at the
contractualrates.

As a basic process the following procedure outlines the steps in managing these changes.

1. A need, or opportunity, to change is recognized.

2. Create and submit a change request to the Journal Technologies and County Project
Managers. The Change Request should contain the following information at minimum:

2.1 Specific item(s) to change

2.2 Anticipated impact of the change to the timeline and cost.
2.3 Anticipated impact of not changing

2.4 Evaluation of Change Request

2.5 Change Approved or Rejected

2.6 Communicate decision(s) to affected parties

3. Approved Changes Implemented

4. Project Documentation Updated

7.3 Change Order Process
All requests for changes to the project (as outlined in this SOW) must be documented via the

aforementioned Issue Resolution and Decision Making Process. When out-of-scope functionality is

requested, it will be documented in a Journal Technologies provided project team site via a change

order form and include, at a minimum the following:

1. Submitter;

2. Date of Submission;

3. Reason for the change;

4. Benefits of the change;

Change orders will be reviewed by the Public Defender's Office and Journal Technologies Project

Managers and, upon approval, passed on to the Project Team for review. The status of change orders

will be logged on the project site (which will be setup by Journal Technologies in the Journal

Technologies environment). The creator of the request will be notified when a change order has been

approved, rejected or additional information has been requested by the Project Team.

Change orders that are agreed upon by the parties to be out of scope shall be addressed via a separate

contract. The Steering<ommittee isrequired to sign off and any andall timeline and jor financial

change orders. All changes requiring additional cost to the County shall be handled through negotiating

an add-on contract with Journal Technologies. These changes include the purchasing of additional

services such as additional data conversion development.

The Journal Technologies Project Manager will work with the Cook County's Project Manager to meet all

cost and performance reporting requirements.

Our experience shows that successful projects require strong management commitment. Executive

sponsorship of this project is essential. Our implementation experience has proven that projects with

strong executive involvement go more smoothly, produce expected budget results, and have strong
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client satisfaction. Accordingly, a Steering Committee will be put in place to assist with criticaldesign

and procedural decisions.

Assessment, Change Management, and Reenglneering Deliverables

~ Assessme
nt

~ Change

Managem

ent

~ Requirements

Traceability
Matrix

~ Division/Case

Type
Requirements
and Business

Rules document
Communication

Management Plan

JournalTechnologies
Project
Manager/Implementer

JournalTechnologies
Project Manager

Agreed upon project plan

Agreed upon project plan

~ Reengine

ering

~ Future Model Journal Technologies

Conceptual Flow Project Implementer

Diagrams
~ Revised

Requirements
Traceability

Matrix
~ Operating

Assumptions
~ Recommended

Policy and

Procedure
Changes

Agreed upon project plan

8. JournalTechnologies Solution and Spe'cific Software Functionality

Required by Cook County
Journal Technologies shall provide all functionality in-scope. The functionality listed below corresponds
to the requirements identified by business process owners in the Use Cases, which Journal Technologies

shall validate.
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1.001 System has full system audit trail

capability, (i.e., Authorized users
are able to see who and when a
record was modified and what the
change was).

fi JustWare fields maintain an audit Yes
il of date/time. Every time a field is

pdated or deleted, JustWare takes a
snapshot of the dale before the change
is saved. If a security issue arises,
users can check the log can so that the
appropnate backup is retrieved. Users
can view, add, modify, delete, end/or
merge data on any screen.

1.002 System is/can expand and
automate other internal manual
processes.

JustlVare includes a business rules
manager that automates important
tasks. The business rules manager can
link and trigger work queues, events,
case statuses, documents, forms, and
other data entry to each other or by
timed events.

Yes

1.003 System includes a "help" feature
across afi modules/screens to
assist the ussr complete a task.

Business rules include ons trigger as
well as one or more results. A trigger
can be anything from an event status to
a case type, while an automated result
could be a generated document, a
changed event status, a warning
message, the creation of a new event,
etc. This versatility allows the County to
define and automate a wide variety of
oflice tasks

Users can launch the JustWare's
context-specific web help by pressing
F1.The help menu contains additional
help resources including online help
topics, applicable JustWare manuals in

PDF format, a link to the New Dawn
Technologies Web site
(www.newdawn.corn), and information
'about the current JustWare release.

Yes
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System csn automatically backup
and archive based on predefined
business rules

ustWars relies on the SQL server
sckend capabilities for automated data

backup and archiving. The County can
use the maintenance plan wizard in

SQL server to set up core maintenance
tasks ensuring that the JustWare
database performs well, is regularly
backed up, and is free of
inconsistencies. The Maintenance Plan

izard creates one or more SQL
erver Agent jobs that perform these
sks on local servers or on target

ervers in a multi-server environment.
e County can schedule maintenance

asks to perform them on demand.

Yes

System has built-in calendar
scheduling capabilities.

System will generate performance
statistics (i.e., daily, weekly,
monthly, quarterly snd annual).

System will automate case
assignment process workflow

(case assignment, investigation
disposition, etc.).

System can automatically backup
and archive based on predefined
business rules.

JustWare csn track and record all

events corresponding to a casa or
name. Ths calendar feature allows
users to create, edit, reschedule, or
delete events from an easy, intuitive

calendar interface. JustWars displays
all events in the name/case record as
well as on a "My JustWare" dashboard
session. This information is available to
all reporting via SRS Reporting
Services.

The County can embed performance
stagstics onto a
Dashboard for on-demand viewing. The
County can use business rules to
automatically generate performance
statistics every day, week, month,
quarter or year —based off of County's
preference.

The JustWars business rules engine
enables the County to create new and
modify existing workflows. Through this
functionality, the County can automate
routine business tasks such as
maintaining case assignment
processes.

See response to item 1.004

Yes

Yes

Yes

Yes
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1.009

1.01

System will generate pre-

populated forms and/or
documents based on predefined
field determinagon (i.e., motions,
appearances, court orders,
subpoenas, etc.)

ystem allows and captures dient
ectronic signatures.

Using JustWare Document Author Yes
(JDA), the County can create agency-
s cifictem lateswhich ullpe p p
information directly from the database
to automatically populate portions of
the document. The County can use
JDA to create automated templates for
charging documents, subpoenas, and
simple letters. JustWare can generate
documents automatically or on demand

nas ceded.

Justvi/are can capture signatures
Yes

directly on a document using an
electronic signature pad. Users can
store the document with the
isignature(s) can in the case fili

cabinet or pnnt, if desired. Add

JustWare allows electronic sign
to be placed on generated doc

1.011 Provide a single view for a person
in the system, showing all cases
linked to the person and multiple

identifications (SSN, DOS, alias,
AKA), rather than separate person
records for each court case.

1.012 System allows for full indexing
and searching of all information

including uploaded documents
relative to a case or person and
present results in descending and
display results by decreasing

~

likelihoodWa~tch.

In JustWare, the County can en
person's information once and then link

that name record to any cases in which

,s/he is involved. A name inquiry shows
all information about that individual,
including all known aliases and cases,

,the person's relationship to a case,
associated charges, and other case
and name information. The County can
track any case-involved people in

JustWare, making it easy to record and
reference useful information about
them and their involvement. Any basic
search will return all case involvement
information for that party.

The document quick search function
allows for all the contents of all

documents stored within the applicafion
to be searched.

Yes
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1.013

1.014

1.015

System provides robust search
functionality (search for word,
status, or document in any file

and/or case.

!System will configure data entry
and update screens: a: By case
type
b: By event/task

~System will configuie ticklers and
alerts: a: Person-based
b: Case-based

JustWare provides powerful searching
tools that allow users to find any name,
case, or document. Searching also
allows for use of wildcard operators,
soundex searching, and Boolean
operators. Different searching tools are
also available such as advanced case
and name searches. These searches
allow for the selection of specific
information through parameters and the
results can be sorted, filtered, and/or

grouped.

The New Dawn team can configure
new case entry screens or update case

Additionally, the County can set up
email or pop-up reminder/alert prompts.

1

data screens. These screens are
defined by your agency and can be
modified as needed.

1
Using the business rules manager, the
County can build business rules to
trigger alerts and display ticklers.

Yes

Yes

1.016 System will allow data entry of a
zip cods and automatically
provide the city and state.

2
When users enter a zip code into

JustWare, the city and state auto-

populate.

Yes

1.017 System will accept and apply
electronic signatures, email, e-fax

Jus(Ware can capture signatures
directly on a document using an
electronic signature pad. Users can
store the document with the
signature(s) can in the case filing

cabinet or print, if desired. Additionally,

Jus(Ware allows electronic signatures
to be placed on generated documents.

Additionally, the County can store and
place electronic signatures on
documents generated. JustWare can
store emails and faxes in the JustWare
fling cabinet. The County can recall
these files as needed.

Yes

1.018 System will support auto fill in on
afi coded fields e.g. tping 'M'n the
gender fields automatically fills in

Male in the data entry box.

1 Auto filteding exists on all drop-down
lists. Typing the first letter or first few
letters of an entry takes the users to
that specific entry or to a list of entries
with the same first letter.

Yes

35]page



1.019 System will allow data entry
jformatting in the applicable free
Itext entry fields i.e., Phone no(¹¹¹)¹¹¹-¹¹¹¹,ZIPCODE (¹¹¹¹¹)and free
form of text for outside of country
,addresses.

1 JustWare administrators can force
users to enter legitimate values by

applying masks to the field (for
example, Social Security number (¹¹¹-

Yes

1.020 System will require data entry in a 1,The support team can configure data
structured manner with online entry screens to capture the necessary
edits/validation. It will provide edit I data. JustWare administrators can
masks or similar validation mark data fields as required to help
techniques on all date and other with complete reconf keeping.
appropriate input fields to facilitate Additionally, data fields can be masked
data entry and ensure accuracy. to require correct format with entering

data. The County can create data
validation reports and route them to

~supervisory staff as all entries are
,marked with a date, time snd user
stamp.

L

Yes
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001 System has built-in controls to
prevent the creation of duplicate
records.

Administrators search for duplicate
name records based on different levels
of duplication and list the results in an
administration session. Convenient
hyperlinks allow administrators to open
name sessions flagged as possible
duplicates in order to gain additional
information on that name record or to
open and add unique information.
Administrators can merge duplicate
.name records into one valid name
record (this will merge all contact
information, name attribute informafion,
and case information of the duplicate
name to the primary person).

JustWare offers six levels of duplicate
name detection and merging.
Jus(Ware's detection process allows
users to select the certainty at which

they would like to detect multiple

records. For example, users can set
detection to find possible duplicate
names that must be spelled the same
and have at least two pieces of critical
information that conlirm the match
(e.g., DOS, SSN, State ID, Number,
Driver License Number, etc.). On the
opposite end of the spectrum, the most
general duplicate name detection
displays possible duplicates of names
that sound alike and include no
confiicting date. Once users have
identified possible duplicate names,
they can easily select the names they
want to merge or consolidate into a
single person record.

Yes

2.002 System enforces entry of required
fields.

1 JustWare's configurability allows for
system administrator to determine
fields that are required by users.

).003 System will link accompanying
document processes (i.e., video,
audio, artifactsgpost=conviction,
appeals, motion to vacate forms).

1
Each case and name record in

JustWare includes an electronic filing

cabinet which enables users to atom
case-related files including images,
audio, video, and text files. Users can
set up a filing structure. Users can also
open and edit documents from within

the filing cabinet.

Yes
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).004 System allows users to lock or
check-out a file to prevent editing

(view-only).

The system administrator may specify
editing privileges for documents linked

to the electronic case file. For example,
s/he may specify that they are always
locked, always unlocked, or sometimes
locked (e.g., when document is in use
by another user).

Yes

2.006 System can pre-populate data
fields on documents, fields and/or
forms for printing.

Using JustWare Document Author

(JDA), the County can create agency-
pacific templates which pull

nformation directly from the database
o automatically populate portions of the

document. The County can use JDA to
create automated templates for
charging documents, subpoenas, and
simple letters. JustWare can generate
documents automatically or on demand
as needed.

Yes

2.006 System will allow indexing for
quick search results.

JustWare's quick search option is

available from any screen.
Yes

2.007 System will allow updates,
additions, review to a file

pertaining to case file.

JusiWare allows users to view and
update name and case records as
needed.

Yes

2.006 System allows multiple users to
update record information

simultaneously if a case is not
locked or checked-out E.G.The
Secretary department may want to
enter case notes while attorney is
working on the file.

Multiple users can view and update
case and name records simultaneously.
JusiWare also provides a real time

Isudit log that tracks all views, updates,
inserts and deletes.

Yes

i2.009 System automatically populates
record base information to all

related information such as
screens —,formsvlabels —,etc.E-.g.

staff should not have to re-enter
information already captured in

the system.

1
The County only needs to be enter Yes
'nformation into the JustWare once.

ustWare can use all data to populate
reports, documents, screens, etc.
JustWare's name centric nature allows
for enter information once, and use it

multiple times.

38(Page



.011

2.012

System allows authorized users to
request special reports. (e.g.,
Chief Judge may request
attorneys currently assigned to
specific type of case).

i
(e.g., appointed, conflict of
interest, motion for withdrawal,
withdrawal granted, and request
for jury).

System will maintain attorney
information and division

assignment.

ustWare tightly integrates Microsoff
QL Server Reporting Services (SSRS)

o allow the County to build and view
oth custom and ad hoc reports. Users

n create ad hoc reports, specifically,
hrough SSRS's Report Builder

component. This report writer provides
drag and drop, field and table selection,
and can be used by administrators and
general JustWare users with sufficient
permissions.

1
The County defines all case statuses,
case and name attributes, and other
code table values.

JustWare maintains assigned attorney
ecords as well as division or agency
nformation. This information can be
historically tracked and reported on.

Yes

Yes

Yes

!2.013

2.014

System will provide a pick list for
logging of events and statutes in a
case (i.e, scheduled grand jury,
discovery requested, discovery
received, case declared ready for
trial, letters sents).l will maintain a chronology

ffice events.

JustWare presents sll code table
values to users in a drop-down format,
allowing for easy entry and clean data.
These drop-down lists are user-defined
and the JustWare administrator can
easily maintain them.

ustWare can track and report on all

events.

Yes

System will allow case

~$
015 categorization with multiple

classification codes (Felony
Traffic, Civil cases etc.).

he County defines case types and
case categorization to meet your
agency's needs.

Yes

System will be able to track an
unlimited number of addresses,
phone numbers for all individuals

linvolved in case.
'2.016 !

II name records in JustWare allow the
ounty to store an unlimited amount of

contact information data. This data can
dude contact information (i.e.,

physical addresses, email addresses,
and phone numbers), as well as where
the information case from, the date you
received the information, and additional
notes. Besides city and state, users can

nter up to 3 lines of data (255
characters) per address entry.

Yes
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'System will allow authorized users
to repeat similar charge

2.017 information for cases with multiple

charges.
System will have the ability to
track arresting charge,

2.018 prosecuting charges and final

charge.

System will record an unlimited
.019 number of charges per case.

System will track statute
2.020 enhancements and statute

modifications.

T
JustWare includes a copy record
function in the charge(s) table allowing

for quick data enhy.

are includes a free-text location
ong with a coded jurisdiction

ing, county, state, etc.)
own for each charge record.

Jus(Ware allows for an unlimited

number of charges per case.

JustWare allows for tracking statute
enhancers and modifiers using the
enhance/modify tab.

Yes

Yes

Yes

2.021

System will have default values of
data where applicable (i.e. current
data and time to be populated
where needed).

The County can set system defaults
I

according to your needs. Additionally,

using JustWare's business rule tool, the
County can create data entry rules to
meet their processes.

Yes

2.022

System will have ability to provide
multiple nameshypes and keep a
historical record of such data in

relation to IPID (ex. a person in

the system should be maintained
as a unique identifier).

JustWare automatically creates a
unique name ID for each name record

Yes

System will list all cases being
2.023 handled by a specific attorney and

division.

The County can configure system
reports to display attorney assignments
and which cases are assigned to a
spetxfic dwision

Yes

System will include case age with

.024 any display of case status.
s(Ware can list the number of active
ses that are in certain age ranges.

Yes

2.025
System will process and track
appeal cases.

JustWare can track and report on case Yes
statuses, including cases on appeal.~System will maintain history of

PDs on a case by division. Every
event should provide a

2 025 mechanism to track which PD was
assigned to each event.

JustWare can track and updatewll case
attorney assignments. Additionally,

JustWare tracks all case events with an
involved party to maintain a historical

"record of events and their attorney
involvements.

Yes
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System will allow quality
assurance of Circuit Court's data
feed prior to import into new CMS

System will generate specific jury
2.028 instruction document(s) based on

case charge(s).

All data brought into JustWare via the
API will be subject to validation and
business processes as set by your
agency.

Using JustWare's Document Author

(JDA), the County can create jury
instruction documents to match the
current case charge or charges.

Yes

System will have the capability to
configure time slots for attorney

2.029 appointments.

All name records have name calendars
Users can enter calender appointments
and time slots manually or
automatically using a business rule.
Calendars can display both court and
non-court appointments.

Yes

—I

Cjtse
titgtfffition'ystem

enforces completion of
2.030 required steps. 1

The County can create data validat~
rules so users can only save a record
or move to the next step when the
proper information is entered. This
process can mirror your current
business processes if necessary.

Yes

$ .031

System has built-in tools to
process and generate reports
based on information entered for
clients.

JustWare tightly integrates Microsoft
SQL Server Reporting Services (SSRS)
to allow the Countyto build and view

I
both custom and ad hue reports. Usem
can create ad hoc reports, specifically,
through SSRS's Report Builder
component. This report wnter provides1,drag and drop, field and table selection,
and can be used by administrators and
general JustWare users with sufficient
permissions.

Yes
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System can send email case
assignmsnts, real time to sn
individual or a group.

P.032

JustWare allows administrators to set
up notifications to aler and remind

users of changes that have happened
in JustWare.

Administrators can set notifications as a
reminder for an event, notification

emails, or notification that a case has
been assigned or a status has been
updated or changed.

Yes

System will allow enter, maintain

and uploading of document
attachment to specific file (i.e.,
Word, PDF, Excel, JPEG, Video
and Audio) and link them to
scheduled events and courtrooms.

System allows for tracking of case
.034 type,

ustWare can store electronic files
related to names and cases, including

mages, audio, video, and text files.
These files are stored in a filing

structure and can be seen in the Filing

Cabinet snap-in. From the Filing

Cabinet snap-in, you can upload
documents from your computer to
JustWars, open documents for editing

purposes, sort files by type, and delete
files. Additionally, documents can be
linked to events, correspondence and
tasks if desired.

The County defines case types and can
be tracked and reported on.

Yes

Yes

2.035

System will allow the display of
case status with respect to time

~standards.

JustWare includes time tracking
functions allowing users to track time
against specific cases with options to
select ths type of task worked on, the
status, start and end time, and duration.

Administrators can define different
'types of tasks and costs associated
with each resource. Time tracking
reports include summaries and totals
by user, case, or type of task.

r"

2.036 ]System will allow manual case
[creation.

J

System will automatically
generate call sheet afier case

.037 lassignment (i.e., attorney's daily
!case assignments).

awn can configure screens to
he manual data case entry
s.

ounty can create daily call
in report format and which can

presented to appropriate users in a
dashboard.

Yes

Yes
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System tracks and reports
attorney case assignment.

2.038

Using SSRS, the County can create
and display attorney case assignment
reports which are displayed on a
dashboard if desired.

Yes

2.039

System will automate case
assignment workfiow (case
assignment, investigation,
disposition, etc.).

Using JustWare's business rule

manager, system administrators can
create business rules that mirror your

internal

processes.

Business rules can include document
or event generation and automatic
notÃcation of involved parties.

Yes

System will allow multiple case
040 assignment to public defender

attorneys.

JustWare allows assigning multiple

cases to an attorney. This is
accomplished either manually or via a
pre-defined business rule

Yes

System allows for assign,
reassign and case transfer (new
attorney and/or possible

2 04t reassignment) randomly, or
according to predefined business
rules.

The County can reassign attorneys
manually or via a pre-defined business
rule. Additionally, the County can use
the case reassignment tool to transfer
multiple cases at once to a new

attorney.
Yes

2.042

System will enforce file completion
(i.e., subpoena, investigation,
expert witness) according to
business rules.

The County can create business rules
to enforce pre-defined processes and
data validation

Yes

System will provide notification of
2.043 initiated case to attorney with

required completion dates, if any.

JusiWare a fiows administrators to set
up notifications to alert and remind

users of changes that have happened
in JustWare.

Notifications can be set as a reminder
for an event, notification emails, or
notification that a case status has
been updated or changed. Any event
or task dates can be included in these
notifications. Additionally, alerts/pop-

ups can be set on name and case
records to notify users of important

Yes
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attorney, courtroom date
to another.

5.0 Reassign a group of
cases from one attorne y
to another and maintain a
history of assignments.
Generate individual

documents or group of
documents through mass
case processing.

P.O

System will allow mass case
operations to which an action
applies to single transaction.
l4.0 Reassign a group of

i2 04 pending events from one

The County can use JustWare's
business rules manager to configure
batch processes, allowing

administrators to define a query to
produce a list of cases or for which
documents are produced. Once

enerated in batch the Count cang y
automatically print documents on a
schedule, including after business
hours, and save them back to each
case or name filing cabinet. Using
JustWare's docket management and
docket calendar tool(s), the County
can move groups of cases and assign
new attorneys to specific events.
JustWare's case reassignment tool
allows the County to reassign active
case involvements in bulk from one
involved person to another.
Additionally, the County csn update
the involvement type of the current
person assigned.

Yes
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2.045

bu
Pki'lIIII'IM)k(s~

System shall allow successive
court date scheduling. case record allows the County to

schedule of multiple court events.
These events can then be

associated with attorney calendars
and dockets.

~i".~~gt4IIWg'.~'ustWare's
event tab within each Yes

I.046
,iSystem allows linking of attorney
icalendars.

Attorney calendars reflect case
events and any other event the

attorney is associated with. These
calendars can be displayed in

report format snd placed on the
attorney's dashboard.

Yes

2.047

2.048

2.049

System shall have ability to
schedule (i.e.,appointments,
client briefing, court appearances
etc.).

stem shall show attorney
availability (i.e., system will show
:ability for attorney to take on
additional case assignment).

System shall provide reminders
(i.e., upcoming court
appearances, tasks).

Attorney calendars can display all

types of events, court and non-
court. JustWare can display
events in report/calendar format
allowing users to visually see open
times available.

Using SSRS, the County can
create attorney availability reports
to show attorney scheduling and
caseload information.

JustWare allows the County to set
notifications through pop-up
reminders, emaits, snd/or other
office-defined methods in

JustWare's administrator tools
section.

Yes

Yes

Yes

'2.050

System shall provide scheduling
of non-court events such as
discovery dates, response dates
receipt of subpoena, etc.

JustWare allows the scheduling of
lan unlimited number of events
types. This includes deadline
dates and non-court events and
tasks.

Yes

2.051

I.os~

System will provide scheduling of
resources for in house events
such as training, staff meetings.

System will allow scheduling
resources and events by division,
unit or location and display
schedule that reflects all tasks,
events and related dates.

JustWare's docket management
tool, as well as event scheduling

lallows the County to create in-

house events and manage—
resources as needed. This tool
can also create reoccurring
events.

The County can create scheduling
reports which display event/task
information. These reports can
sort by date, time, division,
location, and event/task type.

Yes

Yes
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I System will provide flexibility with
2.053:respect to schedule content and

format and by available time slots

The County can schedule events
manually, by default events and
involved parfies, or by using the
Docket Calendar. Using SSRS,
uses can view available time slots,
resources, and staff.

Yes

2.054

).055

2.056

.057

System will have the ability to
auto-fill date/time fields but allow
for manual date change. The
solution must have the ability to
display a calendar to select from
to populate the date fields.

System will automatically
generate log enbtes based on
scheduled and completed
Events.

System will have ability to enter
special needs for participants snd
turn on case alert.

System will permit the authorized
user to review potential conflicts
and either clear them or flag as
resource unavailable.

When users hit the space bar, the
date and time fields are auto- filled

to the current date/time. Using
business rules, the County can
auto-fill other specific date/times.
These fields can be manually

changed by picking a different

date from the imbedded calendar.

Users can view all events, tasks,
correspondences, documents and
their corresponding statuses and
dates in each table and sort/filter

as needed. Additionally, a case
summary report provides a

[complete view of ell lcg entnes

~made to the case.

The County can mark case and
name records with attributes to
indicate special needs or
considerations. These flags are
user defined and can be added
manually or automatically via a
business rule. In addition to
marking cases/names, the County
can also set these flags as alerts

~or pop-ups for special
lconsideration.

JustWare's scheduling function
takes into account the vacation
schedules of attorneys.

JustWare's auto-scheduling
feature uses the docket
management tools to define
scheduling critefia. Our docket
scheduling tool checks calendars
of the involved parties and finds
the first availabls date for sll

parties based on court-defined
criteria.

Beyond scheduling conflicts,
docket scheduling can also check
individual party/relationship
conflicts.

Yes

Yes

Yes

Yes
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058

System will identify scheduling
iconllicts, allowing user over riides t

and rescheduling with appropriate
security and data integrity.

JustWare's scheduling function
takes into account ths vacation
schedules of attorneys.

JustWare's auto-scheduling
feature uses the docket
management tools to define
scheduling criteria. Our docket
scheduling tool checks calendars
of the involved parties and finds
the first available date for all

parties based on court-defined
criteria.

Beyond scheduling conflicts,
docket scheduling can also check
individual party/relationship

conflicts.

Yes

2.059

System will establish and assign
time standards at the event and
case levels for each specific case
type and measure compliance
(e.g. investigations, filling of
briefs).

L
System will include and exclude
weekends, holidays within time

060 standard calculations according to
statutes/rules.

!The County can configure time
standards dependent on event

type and/or case type using
JustWare's business rule

manager. These business rules
are unique to each agency and
your JustWare system can create
hsm.

Using the using the appropriate T-
SQL syntax when defining the
criteria for time calculations, this
requirement can be met.

Yes

Yes

I.061

2.062

System will track status of expert
witness file and payment.

System will perform rate and
service fee calculation (i.e., expert
witness bills for accident
reconstruction service plus hourly

rate plus testimony rate).

JustWare can track expert
witnesses both by case
involvement and payment status
Each expert can be tracked and

!
reported on.

Time tracking is a feature of
JustWare that allows the Coun o
record the amount of time
individuals are spending on
specific tasks or cases. The
County can set rate codes to meet
Cook County's requirements and
which can be tracked and reported
on.

Yes

Yes

063

System will allow maximum rate
cap (i.e., service hourly rate shall
not exceed dollar amount)
according to business rules.

Using the appropriate T-SQL
syntax when defining the criteria
for calculations used in business
rules, this requirement can be met.

Yes
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I System will enforce approval
Ichecklist (i.e., Expert engagement

2 064 iform must be signed prior to
approval of EW).

The County can create data
validation rules to monitor statuses
and processes. These rules can
prevent a user from saving a
record without the proper
data/status entered.

~Yes

I2.066

2.066

2.067

System will automatically
generate attachments (Expert
witness agreement, Expert
witness request) along with email
notifications.

XWRIÃ~%i!!!!
)System will have the capability to
initiate an investigafion request.

System will include notifications of
investigator assignment.

The County can use JustWare's
Document Author (JDA) to create
documents such as an expert
witness agreement either on
demand or automatically via a
business rule.

As a point or ctsrification JustWare
can trigger email notifications
manually or automatically via a
business rule. JustWare can
generate documents via business
rules and email notifications v
business rules. JustWare doe
have the ability to attach doc
through an automated notifica

t(k~
allows administrators to create
business rules around your
processes. For example, once a
trigger has been set, JustWare
can create an investigation
request notice, event, or task and

!
provide notification to the
appropriate party.

JustWare allows administrators to
set up notifications to alert and
remind investigators of changes
that have happened in JustWare,
such as a case assignment.
Administrators can set notification
as a reminder for an event,
notification emails, or notification
that a case status has been
updated or changed.

Yes

Yes

Yes
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2.068

2.069

System will include a system alert
(based on a defined number of
days) in which the investigation
has not been conducted.

System will allow uploading of
document attachment to specific 1

file (i.e.,Word, PDF, Excel,
JPEG).

JustWare's business rules
manager allows administrators to
create business rules around your
processes. For example, JustWare
can send notification to the
attorney/supervisor/investigator of
the missed deadline or incomplete
task send once a date range has
expired and the attorney hasn'

~taken an action.

JustWare can store electronic files
related to names and cases,
including images, audio, video,
end text files (Word, PDF, Excel,
JPEG). These files are stored in a
filing structure and which users
can view filing cabinet snap-in.

Yes

Yes

I.071

2.072

System will establish a checklist
and ticklers for investigation
activities.

System will allow updates and
tracking of investigation details.

System shall flag investigation
interviews es conducted and
automatically nofify the requesting
attorney.

All events, tasks, documents, an
correspondences have statuses
and associated dates. The Coun
can create business rules to inse
update and track specific events.

The County can insert, update,
and track investigation information

within each case record as
needed. New Dawn can configure

)investigation screens to display
necessary data to
investigators/case investigation

JustWare allows administrators to
set up notifications to alert and
remind users of changes that have
happened in JustWare.

Yes

Yes

Yes

(apoaltto

S
da

/2.073 dis

ystem captures case disposition
ta fields (i.e. predetermined
position fields data used for

porting purposes).

Administrators can set notifications
as a reminder for an event,
notification emails, or notification
that a case has been assigned or
a status has been updated or

JustWare includes disposition
fields in the sentence and
)udgment snap-in. JustWare can
also track and report on additional
information such as date, type,
and status of the disposition. All

values are user defined.

Yes
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racks individual attorney
position data.

poellas

r
System allows specific form
generation (i.e., medical,
psychiatric authorization, release
of information).

Using SSRS, the County can
create attorney disposition reports.

Using JustWare Document Author

(JDA), the County can create
agency-specigc templates which

pull information directly from the
database to automatically populate
portions of the document. The
County can use JDA to create
automated templates for charging
documents, subpoenas, and
simple letters. JustWare can
generate documents automatically
or on demand as needed.

Yes

System will provide the option to
.076 generate subpoenas with case

data based on case type.

2.077 S stemwilllo suby g poena service
date.

System allows form
2.078 ~attachment(s).

See response in 2.075

The County can track sll events
and documents with a status and a
status date.

The JustWare Filing Cabinet
stores generated documents and
form attachments.

Yes

Yes

Yes

System will auto generate
.079 subpoena based on field

requirements.

System links subpoena to case to
2.080 investigation request.

sing JDA, the County can create
ocument templates, including

ubpoenas. J
JustWare generates and stores
documents, including subpoenas,
in the electronic filing cabinet.
Additionally, JustWsre can link

documents to a specific event,
correspondence, or task.

Yes

Yes

3.001
'System has built-in analysis tools. JustWare comes equipped with

more than 100 standard reports,
which your administrator(s) can
customize as much or as little as
necessary to meet your specific
needs. Each of these reports is
literally the equivalent of hundreds
of reports, due to the options it

gives users to determine what

information theywant in the report
results. (e.g., a case report allows
a ussr to filter olfevents, statutes,
case status, filing agency, etc., or
any combination of those).

Yes
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I.002
System provides robust ad-hoc I
reporting capability,

The County can use SQL
Reporting Services to create ad
hoc all types of statistical
information. These reports can
include drilldown and hyperlink

functionality and interactive sorting
and filtering. The County can use
a number of different report
formats, including tabular, matrix,

graphs and charts (e.g., pie or
line). The County can export any
and all reports into the following

file formats: XML, CSV, TIFF,
PDF, MHTML, Excel, snd MS
Word. Ths County can also
schedule reports can for automatic
distribution via email on a user-
defined schedule.

Yes

3.004

and written response to provide

System allows users to run

queries and reports on any, and
all, data captured end processed
by CCPD via this system,
including performance data such
as total number of cases
processed per week/month,
process time, case complexity and
demographics.

configurable, dashboardT
3.005

System provides real-time,

ifunctionality, summanzing key
metrics.

System can automatically
3.003 generate periodic out-of-the box

reports that capture standard
metrics. Use the notes column

The County can send reports via t
email to users outside the
JustWare application either
manually or on a set schedule.

JustWare tightly integrates
Microsoft SQL Server Reporting
Services (SSRS) to allow the

I County to build snd view both
custom and ad hoc reports. Users
can create ad hoc reports,
specifically, through SSRS's
Report Builder component. This
report writer provides drag and

,drop, field and table selection, and
lean be used by administrators and
general JustWare users with

sufficient permissions. The County
can include drilldown and

hyperlink functionality snd
interactive sorting and filtering.

They also allow the County to
hyperlink to case and name results
shown in the reports.

Dashboards can contain virtually

sny type of information ths County
wants, including reports,
calendars, daily tasks, embedded
web pages, and more.

Yes

Yes

Yes
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3.007
System supports exporting report
files in multiple formats including
Portable Document Format (PDF)
Microsoft Excel, Comma
Separated Values (CSV) file(s).

ISystem can automatically track
,and report the status of any, and

3 005 all open and dosed public
defender cases in report format

Case status reports are available
that can track both open and
closed cases. These reports can

lalso be configured by the County )

)administrator(s) as needed.

1
JustWare enables the County to
export sll reports into the following
file formats: SML file with report
data; CSV (comma delimited);
TIFF file; Acmbat (PDF) file; Web
archive; Excel; snd Microsoft
Outlook.

Yes

Yes

001 ]System is commercially available,
web-based, non- proprietary
software with an open architecture
platform.

We need more detail about how
the agency defines non-

proprietary and open architecture
to sufficiently respond.

Yes

002
' '

System integrates with Microso
Active Directory. rEach user is assigned a unique

Active Directory login. Once s user
logs in, they can access
authorized funcfions, features, and
sessions.

Yes

003 System interfaces with Microsoft

j

365 JustWare is fully compatible with

Microsoft ONce 365.
Yes

t-.ooo System can interface with County
Clerk's CMS system.

l4.004 System can interface with any
ODBC compliant database. This
should include Microsoff SQL
,,Sewer, Oracle, DB2

Data imported through the
JustWare API goes through
JustWare's business layer,
ensuring that afi validation,
security, and workflow are
executed as though the JustWare
client itself was being used.
JustWare's API has the ability to
communicate vis wsb services to
any application that can share
data.

JustWare's API has the ability to
communicate vis web services to
any application that can share
data, such as the County Clerk'

CMS system.

Yes

Yes
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4.006 ',System will populate pre-
,determined data fields from Clerk
of the Circuit Court's interface
system

Data fields from the Clerk of the
Circuit Court's CMS system can
be identified and subsequently
pre-populated in JustWare vial the
AP I.

Yes

007 ISystem will provide data entry
screens with fields for designated
sections of court data with the
ability to merge data.

New Dawn can configure data
entry screens to meet the needs of
your agency. These screens can
display specific for users to quickly
and easily add information.
Additionally, the court system can
pre-populated data in JustWare
through an integration via the A

Yes

Integration with Service Oriented
Architecture (SOA) based and
point to point interfaces

5.001 System authenticates users viat
,standard authentication tools such
les Microsoft Active Directory.

JustWare has many options for
SOA-type integration and
Interfaces. The JustWare API
along with SQL Server backend
integration can be used for such
an application.

JustWare uses Microsoft's Active
Directory services to provide
central authentication and
authorization for the software. The
County can set up integrated
security so users can use a single

,password to access JustWare and
the network.

Yes

Yes

5.002

5.004

5 005

System interfaces with external
directory services for security and
authentication, such as Microsoft
Active Directory (AD).

System performs automated
system assurance routines (e.g.,
data integrity venfication reports)
as part of standard processing
cycles.

System leverages standard
access control protocols to
manage rights to edit, read,
approve, review, etc.).

JustWare uses Microsoft's Active
Directory services to provide
central authentication and
authorization for the software. The
County can set up integrated
security so users can use a single
password to access JustWare and
the network.

JustWare automatically keeps a
full audit log of afi user activity

(i.e., who added, who updated,
who deleted, who viewed the data,
as well as the date snd time of the
occurrence).

Security permissions control user
access to data. This includes
insert, update, delete and view.

Yes

Yes

Yes
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control over who can access data

laccording to user roles and/or
agency affiliation.

JustWare's robust security can
control access to any information

designated as confidential.

Data in JustWare is stored securely
in a Microsoft SQL
database, Secudity profiles are
configured to control view, edit,
insert and delete functions for all

users and user groups. Sensitive
data in the application can be

5.008a System is capable of storing all data
in a form that is compliant with

appropriate state and federal
regulations regarding the security of
sensitive data (e.g., Social Security
numbers, Medical records, and
criminal justice related data).

restricted to users according to their
profile. While data can be
partitioned from users according to
their profiles, typically sensitive data
is removed from the view that the
restricted user gmup uses to view a
name or a case.

5.006 Isystem provides security contre s Justware 8 role- and scope. basednm

d
'at multiple levels including

~ overall system 1
partitioning provides extensive

~ specific
functions (e.g., inquiry, JustWare's robust security model
update) allows data to be partitioned

~ system modules
~ specific departments

u ir e
5.007 ISystem can protect confidential

information to prevent 1

unauthorized access.

Yes

Yes

Yes

5.008b System can reproduce appropriate
riminal code sections and applicable

jury instructions based on the case
charges and store them within the
iJustWare case file so that the
attorney can access them.

Each criminal cods can have distinct
jury instructions associated with it in

JustWare. These instructions can
be called to show up in documents,
reports, or system screens in

context to the criminal code they are
associated with.

Yes

5.009 System has user security levels
for system authorization.

JustWare's role- and scope-based
security as well as database
partitioning provides extensive
control over who can access data.
JustWare's robust security model
allows data to be partitioned
according to user roles and/or
agency aftiliation.

Yes
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9. Requirements Validation and System Design/Configuration
As discussed in the section "Assessment, Change Management and Reengineering Approach," defining

processes changes and implementing them will occur in two different phases, namely planning and

executing.

Planning Phase
During the planning phase, both W4Sight and Journal Technologies will work with the County to assess
the current workflows and case types including felony, bond, capital, traffic, misdemeanors, appeals, and
more. As part of this process, we will meet with County staff during site visits. These visits give us a
foundation to build a requirements matrix, which will serve as the starting point for configuring and
reengineering processes during the executing phase. The functionality listed below corresponds to the
requirements identified by business process owners in the Uses Cases, which Journal Technologies shall
validate during the executing phase.

Executing Phase
During the executing phase, W4sight and Journal Technologies will work through workf low modeling and
reengineering workflows, using the requirements traceability matrix as a starting point. We will meet with
County staff during workf low workshops to discuss processes including initiation, notifications, document
management, scheduling, case activity, and more.

These workshops will result in a specification document which clearly outlines requirements for the future
workflow. The Journal Technologies and Cook County teams colla boratively finalize detailed specifications
for workflows, documents, screens, reports, and document templates. We then work with the County to
ensure the configuration meets the specification.

We anticipate that there will be several workf low specifications designed during each workshop and that
our project teams will be working on multiple workflows and specifications at a time to meet the County's

go live timeframe.

Cook County Responsibilities

Work with W4Sight and Journal Technologies to develop a Requirements Traceability Matrix

Provide representative case files for each case type with names redacted.
Provide samples of all current reports
Provide access for eight site visits as well as staff availability for interviews and tours.
Provide facilities, preferably off-site, for future modeling workshops. Rooms should
accommodate up to 16 participants.

Provide staff availability to participate in four full-day modeling workshops.
Work with the Journal Technologies team so make configurations
Test configurations

Create reports / documents as determined by the joint NDT/Cook implementation
teams

Test all reports and Documents

Work with Journal Technologies to discuss and update Specifications when necessary
Attend JustWare Administrator Trainings to assist in JustWare configuration
Provide signoff or feedback of finalized workflows
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9.1 Design Approval

Once the design effort is completed, we will work with PD to get the design approved and "frozen." PD

will be required to sign off on this Design, indicating your approval. If we do not have any communication

back from you within five business days, we will formally notify the Project Manager and Steering

Committee in writing. After a tota I of ten business days, five days after the initial due date and notification

we will notify the Project Manager and Steering Committee again to begin immediate discussions

regarding reasonable next steps to remedy. These steps may include stopping/pausing the project, which

may have budget implications. Any functionality not specified in the scope of this document or identified

after the design is frozen will be considered out-of-scope, and will be documented for inclusion in future

phases. Note that any items that are considered in scope, but were not documented in the design

documents by either Journal Technologies or PD will still be considered part of this contract. The PD and

Journal Technologies project team will determine when the scope item should be included (either current

phase or future phase).

Requirements Validation and System Design Deli verables

~ Business
requirements
validation

~ Technical

requirements
validation

~ System Design

Requirements
Traceability Matrix

JustWare and

Hardware and

Software Requirement

Documentation

Specifications

Journal Technologies
and Cook County

Project Team

Journ a I Technologies
Installation Architect

and Cook County

Project Team

Journal Technologies

Appropdiate specifications
created and accepted.

Verify that environment

meets the hardware and

software requirements.

Appropriate specifications
created and accepted.

10. System Implementation and Configuration
The tasks listed for System Implementation and Configuration span three project phases, namely

initiating, planning, and executing.

Initiating Phase
During the initiating phase, we will install JustWare on our own servers (hosted) or on the County's servers
(On-premise) depending on the County's preference. If you choose to host JustWare internally, we may
host your solution on our servers until your hardware is set up, if that will speed up project timelines. Our

installation architect typically sets up two separate environments, testing/staging and production. We wi

work with County to determine if any additional environments are required.

Planning Phase
During the planning phase, we work with W4Sight and with the County to establish a detailed project plan

which includes workflows and deliverables deemed necessary for go live. We will also include a detailed
work breakdown structure which includes tasks and responsibilities for all project team members. (For
more information, see also section, "Assessment, Change Management, and Reengineering Approach

and, "Requirements Validation and System Design/Configuration.")

As part of this process, we work with the County to define initial specifications for workflows and other
deliverables as well as the process for signing off on a completed specification.
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Executing Phase

During the executing phase, we work with WASight and the County to model future workflows and

configure JustWare to meet the requirements outlined in the specification. This iterative process of
defining a specification, configuring JustWare, and reviewing the deliverable functions as our checking

and checkout procedures. The finalspecifications then serve as final system configuration documentation.

10.1 Software Configuration/Customization
Journal Technologies will lead and assume responsibility for the design, build, test and implementation

of JustWare configurations. When reasonably necessary, Journal Technologies will recommend

alternatives to existing processes to more easily adapt to the application platform. During this step,

system parameters are defined and created JustWare screens are configured using the Microsoft.ND

framework and No tier architecture tool and/or application development tools. The majority of software

configurations will be handled using the Microsoft Customization Tool within the application. Journal

Technologies will also leverage .NET plugins, and Workf low as needed and reasonable to meet the

business requirements of the scope section and resulting design.

The following list provides a more detailed breakdown of activities in this phase. (Activities do not

necessarily occur in the order listed.)

Administrator Training

Administrator training teaches your JustWare administrator(s) how to manage JustWare going forward.

This training covers items like setting up code tables (options in drop-down lists); code partitioning

(different options can appear in drop-down lists based on previous options selected); security rules; and

JustWare tools and utiTities.

Business Intelligence Trainings

The Journal Technologies project staff teach you how to build business rules, develop automated

documents, and create reports. This training gives you the autonomy to create more of any of these items
after you go live, without having to go through us, as well as assist during the implementation.

Configuration

Journal Technologies project staff work with you to configure JustWare and build custom reports,
automated documents, workf low automations, custom screens, and user-specific dashboards.

Justicelitieb Training 8 Configuration

Journal Technologies project staff come onsite to train you on and configure JusticeWeb. JusticeWeb is

the piece of the solution that allows you to publish information of your choice (e.g., case and calendar

information) on a login-secured and/or publicly accessible web portal. You define what groups of people
can access information, as well as what information they can access. This training provides trainees with

the knowledge and tools necessary to manage and maintain this portal.

Data Migration g Configurations

As we are configuring JustWa re, we simultaneously work with ait Link Solutions to convert your data into

JustWare. For more information about these activities, refer to section "Data Conversion Plan."
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Train the Trainer

Journal Technologies project staff come onsite to assist with end user training using a train-'the-trainer

model. We train your trainers, who then teach your end users how to use JustWare. During our train-the-
trainer class, attendees learn by doing actual data entry. They should come to the training with any
materials they regularly use to enter cases (e g., a stack of file folders that need to be entered). Instructors
use the projector to teach JustWare functionalities and demonstrate how to enter information into
JustWare. Attendees also learn by entering information into JustWare themselves, using current case
information. Instructors provide personal assistance to attendees, answer specific questions, and
personalize teaching styles to individual attendees.

Go Live

Before you go live on JustWare, we will have you sign off on the system configurations and functionality.
We will send staff onsite to provide assistance during the initial days of go-live, to answer any questions
you have left and resolve any difficulties you may experience.

Cook County Responsibilities

Verify that JustWare is operational on either Journal Technology own or County servers

Work with Journal Technologies and W4Sight to develop a detailed project plan

Work with W4Sight and Journal Technologies to develop specifications to meet requirements
Provide signoff or feedback of finalized wor'kflows

Provide facilities, preferably off-site, for future modeling workshops. Rooms should accommodate

up to 16 participants.

Provide staff availability to participate in four full-day modeling workshops.

Attend JustWare Administrator Trainings to assist in JustWare configuration

Work with the JournalTechnologies team to make configurations

Test configurations

Create reports/documents as determined by the joint NDT/Cook implementation teams
Test all reports and Documents

Work with Journal Technologies to discuss and update Specifications when necessary
Attend J ustWare Administrator Trainings to assist in JustWare configuration

Provide signoff or feedback of finalized workflows
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System Implementation and Configuration Deliverables

Journal Technologies is responsible for developing all the Deliverables and Cook County is responsible

for reviewing and ensuring each deliverable meets the acceptance criteria with a formal approval

process.

Environment

set up

Setup technical
environments

Install base
software

Configure
modules

Unit test
Create User

Roles &

Security
Permissions

Migrate

necessary
content and

flies

Four
Environments

(Prod, Staging,

Test, Dev).

Installed base
software.
System Build

Document.

JustWare
Hardware and

Software

Requirement
Documentation

Test results

from data
conversion.

Test results

from
interfaces.

Journal Technologies
Installation Architect, Cook

County Project Team

Deliverable Acceptance
Form. The Acceptance form

must describe what is being
delivered.

~ Software
Configuration

Drop down lists

Business Rules

Document
Templates
Screens
Reports

Journal Technologies and 'ign off on configuration.

cook County Project Teams

~ Software
Custo mi za tions

N/A N/A '/A

~ Requirements Requirements

Traceability MatrixTrace ability
Matrix

Journal Technologies and Verification that
cook County Project Teams requirements are met.

~ Configuration

System
Documentation

Completed

specifications
Journal Technologies and

Cook County Project teams
Verify that specifications
are final.

11. Data Conversion and Interface Overview

11.1 Data Conversion

Journal Technologies'ata Conversion Methodology has been successfully used at numerous Public

Defender's Offices and will be the basis for migrating data from the Court's legacy systems to JustWare.
We have used this approach when converting to Journal Technologies from over 50 systems. The
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methodology is a multi-step process, resulting in a tailored data conversion approach based on the unique
circumstances of each conversion. Data conversions are typically difficult to estimate and manage given
the volumes of data involved and the fact that significant aspects of the conversion, such as historical data
type changes and old legacy conversions exacerbate the problems faced by the conversion team.

Most conversions must follow a fairly structured process. However, some phases overlap and initial
analysis may even negate some subsequent steps. In summary:

Assessment
During the Assessment phase, data models will be developed of the information in the legacy systems.
These models will assist in understanding the scope and organization of data. In addition, case type and
record counts will be verified. Court personnel familiar with these systems shall assume an important role
in determining the quality and complexity of the data in the existing systems and how and where data is
stored. This analysis will enable the team to create specific data conversion strategies for each legacy
database and preliminary conversion plans, including the required resources.

Confirmation

Periodically, it is important to review the initial objectives. We must continually ask the question: will the
anticipated complexities and the resultant costs outweigh the benefits7 (For example, the decision on
cleansing data that will seldom, if ever, be used might be no.) Senior department Court personnel must
be consulted on requirements. Then the mapping process can now begin after requirements have been
gathered. We use Excel and rely heavily on your subject matter experts to help define and explain the
data relationships, confirm our assumptions and explain data exceptions, such as the same data in

different tables and even at different times. (hiormally, early in the conversion process, we prefer to
receive a full extract of raw data from the legacy system and load it into a simplified "interim" relational
database.

~ Statement of Work. We provide updated

effort

an time estimates. The conversion and interface
process will greatly affect the overall project schedule. Senior Court personnel must be consulted.

~ Build. We will use T-SQL scripts and customized programming in our ETL (Extraction
Transformation Loading) process. These custom scripts facilitate the mapping and business rules
process and provides a foundation for error reports.

~ Iteration/Review Cycles. There will be a number of iterative development review cycles that will

be verified by the team against the requirements. These cycles will require detailed attention from
subject matter experts as they view the data inside JustWare. Converting data typically requires
a combination of file extracts and error reports, with corrections being applied by a number of
individua Is, at varying times, by a variety of means. Data resultant from legacy entry error can be
corrected in the source database with additional corrections acting upon the "interim" database
for those contextualmodifications required by JustWa re. These contextualrules are persisted and
re-applied for each conversion test run as well as for the final "go-live" transfer. As errors are
eliminated, reports are rerun to confirm the success of cleanup activities and to detect any new
errors that may have been introduced into the legacy system. An issues list will be maintained
during this step to keep the team focused on problem resolution and track any changes to the
baseline requirements. This concludes with sign-off that the team is satisfied with the data
accuracy and that it can proceed with go-live.

~ Execute Final Data Conversion. This is the final step of the data conversion methodology. For go-
live, the data in the "interim" database is further processed to production.
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Approach to data conversion, including how converted data will be moved to the production system

Data conversion begins with an analysis of the legacy system. We gather business requirements by talking

to the Court staff and producing a business requirement specification document. This document describes

scope and organization of data. Special needs for the case types are analyzed and included in this

document. This document will have number of cases by case type. The next step in the process is to know

the meaning of every piece of data. We will create a legacy system mapping document. This data

dictionary will include name and purpose of each table. We will document names, data types and meaning

of columns in each table. We will also note relationships between tables. Although the data dictionary is

described in the form of table, columns and relations, we do not make any assumption that the legacy

system uses a database management system. It can easily be a file system. Knowing the data dictionary,

we will produce an ER-diagram of the legacy system.

In a similar manner, we will provide an ER-diagram and data dictionary of the JustWare system (new

system). After having the data dictionary and ER-diagrams of legacy and JustWare system, we proceed to
create the physical design document. This document describes input record format, output record format,

table size information and how data will be transformed. At this point, we will be ready to load extracted
data from the legacy system into the "interim" database. Data Conversion involves a process whereby

Court data is first extracted from the legacy database(s) and loaded into an "interim" MSSQL database of
similar structure. Lastly, SQL based set operations populate the JustWare database from the "interim"

database. Validation queries are performed.

How the extracted data will prepared for data conversion
We require a backup of the legacy files provided in a readable format (IE — .bak, csv, flat file, etc.). This

data will then be imported into a MSSQL database will closely resemble the legacy system data structure.
The idea is to create a near identical copy of the legacy system data in a MSSQL database and have it

available for the next step in the conversion process.

How the data will be converted to the new structure
MSSQL has data type conversion capabilities that will be employed if there are any data type mismatches

between legacy and JustWare database. Further, if data type casting needs to be performed on the interim

structure, some manualintervention to remedy anomalous data may be required. This manual process is

completed using SQL queries directly on the "interim" database. Since both "interim" and JustWare

databases are MSSQL, data type mismatches between those systems are minimized. Table and column

mapping from interim MSSQL database to JustWare are all performed using SQL insert and select
statements. Data mapping fro'm input format to output format is described in the physical design

document in a previous step.

How errors and anomalies in the conversion process will be addressed

Internal testing will be completed during three separate development iterations with customer reviews

to catch transformation and loading errors, and, depending upon the consistency of the Court data, some
manual intervention to remedy anomalous legacy data may be required. This manual process should be

completed within the legacy system by the Court to guarantee non-anomalous data when additional

copies of the legacy data are sought. Since both "interim" and JustWare databases are MSSQL, errors and

anomalies between those systems are minimized. During the cleanup process, error reports are produced.
Court staff will read these error reports to verify if data cleanup is accurate and acceptable. At various

stages, actualnumber of cases will be compared against the number of cases mentioned in the business

requirement specification document. If these numbers differ, Journal Technologies staff will determine
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the reason for differences and try to remedy the problem. Finally, any errors discovered during quality

assurance and acceptance phase would be fixed in a similar manner.

How data cleanup will be addressed and expectations for Court participation

Data cleanup can be described as systemic and contextual. Systemic cleanup involves legacy data

inconsistencies with regards to data types, values and ranges. Cleaning this data involves Court domain

expertise and manual intervention within the legacy systems. Contextual cleanup involves looking at the

legacy data in the context of JustWare.

Data mapping (legacy data elements to new data elements)
During the data analysis phase, a data dictionary and physical design document is developed. The data

dictionary describes the legacy system data elements. The physical design document gives detailed

information on how input data from the legacy system is mapped to output data loaded into the JustWa re

system. T-SQL scripts are used to move data from the "interim" database to "interim" database to
JustWare database.

Input and output record layouts

Record layout describes fields in data records. We will create input record layouts for data to read from

legacy system and output record layouts for data to load to the JustWare system. Legacy system data can

come from database tables or alternatively data can come from a file system. If legacy data is stored in

database tables, we will document field name, data type, data length and meaning of each field. For data

stored in a file system, fields are described by their name, relative position, data length and meaning of
field. As noted above, the legacy system data dictionary will have input record layouts. Similarly, JustWare

data dictionary will describe output record layouts. These record layouts are used in physical design

document for mapping input to output and subsequently used in the conversion process. The feature
Attributes will allow PD the ability to add additional fields required for capturing data without limitation.

Location of source and target data
A copy of the legacy database(s) will be loaded into MSSQL and all development and testing of the

conversion process will be acting upon this copy. This MSSQL copy of the legacy database (AKA, the
"interim" database), and the conversion copy of the JustWare database will all be located on a dedicated

MSSQL database server during the conversion process. Once the conversion process has been completed
and tested, several test runs fetching an updated copy of the legacy data will be performed. Using MSSQL

export facilities the JustWare database will be periodically exported from the conversion database server

into the JustWare database server and used during acceptance testing of the JustWare product.

File/table sizing information

File/table size is calculated primarily for the purpose of determining size of data storage devices (disk

space) needed for database. As noted above the JustWare data dictionary has record layouts of all tables

in the database. Record layout has field name, data type and data length information.

To calculate size of a table, first we will add size of each field in record layout, which gives us record size.

Then multiply record size by number of expected records in that table to determine table size. In these

calculations, character string data adds another variable. Character strings are generally stored in variable

length fields. In this storage scheme, disk space taken up by fields depends on actual length of that field

in each record. To estimate size of variable length fields in a table, we use maximum length of this field

and a fill factor. Fill factor is an approximation, which tells us what percentage on the average a particular

field is filled when the table is fully populated.
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Actual size of each file/table will be determined in the analysis phase of data conversion. At that time we

will know the number of cases to load into new system. We will calculate, on average, how much data
each case adds to each table. Totalnumber of cases multiplied by average size of data added to each table
will give us table size. In doing these calculations, one has to consider growth rate of the database and the
number of years to keep data in the active database before archiving to another database.

File/table volume information

Once the database size is known, the next step is to determine where the database will be stored. We are
using the MSSQL database. This database needs two files —data file and transaction log file. We may store
these files on the same or separate disks. As described before, the conversion process first imports legacy

system data to an interim MSSQL database copy and then transforms load data into the JustWare system

database. During data conversion, we will need disk space for interim MSSQL database copy and for
JustWare database.

~ Confirm

Data to
Convert

2. Prepare

oats
Mapping

s. Assess

Data

Quality

5. Update

Timeframe and

Required Effort

Estimates

6. Data Conversion:
—import legacy

data
—Create data map
—Create error

reports

8. Final Data

Review cycles
Conversion

and Go Live

4. Write

Requirements

The interface development is similar to the Data Conversion information as cited above. For more

detailed Interface Development cycle, please see section 11.1and 11.2

Figure 2 —Field Mapping

11.2 Data Conversion and interface
As we are configuring JustWare, we simultaneously work with Bit Link Solutions to convert your data into

JustWare. We are also involving one of our trusted partners, Bit Link Solutions, to migrate the County's

legacy data, including LegalEdge and Access databases, into JustWare. Bit Link developers have more than

15 years of experience working with the JustWare. During the planning and executing phases of the
project, both Journal Technologies and Cook County will work with Bit Link to map data into JustWare.
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12.2.2 Data Conversion Development Cycle

Phase 1-Discovery & Planning

The JTI Project Manager and BLS API Development Specialist will assist the customer (subject matter and

technical experts) in completing the API Development Spreadsheet (exchange specification). This phase

is pivotal to understanding the customer's development/interface needs. A BLS API Development

Specialist will assist in clarifying requirements (IE —how will data be provided, run frequency/interval,

security requirements, data formatting, behaviors, etc.) based off of existing exchange specification

documentation.

Phase 2- Map and Model

BLS will schedule a period of time to review the system requirements and mappings with the customer.

Any issues found during the review will be documented in the API Development Spreadsheet to be

addressed in the next development phase.

Phase 3-Development: Iterate & Validate

BLS will schedule a period of time to review and validate the development plan with the customer;

including but not limited to how to parse data and iteration cycles. There will be 3 development

iterations (iteration 1, iteration 2, and iteration 3).Any issues found during iterations will be

documented in the API Development Spreadsheet to be addressed in subsequent development

iterations or Phase 4.

Phase 4- Final Testing, Documentation, Deployment

BLS will schedule a period of time for final review and testing of the API/data exchange. Phase 4 will also

consist of deployment, BLS delivery of exchange specification documentation and verification that the API

exchange code is complete according to the final specifications.

11.3 JustWare Mapping Fields

The conversion is limited by the defined target fields listed below. All source data must be mapped to a

corresponding field from the list below.

j5giiA@,ik.';:V,.;%

Party ID

Case Type*

Case Status* ':-"'"='-IS:

Defendant ID

Defendant Last Name*

Party Involvement Type Description

Party Last Name*

Party First Name

Party Middle Name

Party SSN
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Defendant First Name

Defendant Middle Name

Defendant SSN

Defendant DOB

Defendant State ID Number

Defendant Driver's License State

Defendant Driver's License Number

Defendant Race Description

Defendant Gender Description

Defendant Height

Defendant Weight

Defendant Hair Color

Defendant Eye Color

Defendant Alias(es)

Defendant Address

Defendant Address City

Defendant Address State

Defendant Address Zip

Defendant Phone Number

Defendant Email Address

Defendant Name Notes

~%Kit"::::'-:-:-':;:::::

Lead Court Description

Case Court Number

Judge lD

Judge Last Name*

Judge First Name

Party DOB

Party State ID Number

Party Driver's License State

Party Driver's License Number

Party Race Description

Party Gender Description

Party Height

Party Weight

Party Hair Color

Party Eye Color

Party Address

Party Address City

Party Address State

Party Address Zip

Party Phone Number

Party Email Address

Party Notes

-
„-;;P;-=-g

Court Event Type Description*

Court Event Date Time*

Court Event Notes

Court Event Status Description

Remaining Court Event Notes

Other Event Type Description*

Other Event Date Time"

Other Event Notes
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Judge Bar Number Other Event Status Descdption

Other Event Notes

Prosecution Agency Description

Prosecution Case Number

Prosecutor ID

Prosecutor Last Name*

Prosecutor First Name

Prosecutor Bar Number

gS';",
Defense Agency

Defense Case Number

Defense Attorney ID

Defense Attorney Last Name*

Defense Attorney First Name

Defense Attorney Bar Number

,g„.gl.

dr!:f~i5fIIiiii'~

Lead Law Agency

Charge Charge ID*

Charge Occurred Date

Charge Disposition

Charge Disposition Date

Charge Notes

Remaining Charges Note

K,!.,', „.F:"':;::;""--;:4
Sentence Type

Sentence Date

Sentence Location

Sentence Amount From

Sentence Amount To

Sentence Status

Sentence Notes

Lead Law Case Number

Officer ID

Lead Law Officer Last Name*

Lead Law Officer First Name

Officer Badge Number

jq+45iBW'"".=;"~g.".8'--4

Condition Type

Condition Status

Condition Location

Condition Notes

lac

Correspondence Type

Correspondence Date Time

Correspondence Notes

Correspondence Description
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Correspondence Notes

Case Attribute Type

Case Attribute Description

Case Attribute Value

==(+tSIP~= ==--':.-'='ase

Note

Data Migration/Conversion Plan: Bit Link Solutions, LLC. (BLS) will lead the planning effort for the data
conversion into JustWare Database. The result of this effort will include an agreed upon data conversion

plan, outlining what is to be converted, the approach, responsibilities, dependencies, etc.
Data Conversion: Bit Link Solutions, LLC. (BLS) will convert the following systems into a single JustWare
Database:

~ Lega I Edge System Data

~ AS/400 environment
~ All Access databases (HR, Labor Relations, Human Resources, Training)

~ MS Word and MS Excel Documents
~ Word Perfect Documents

During the planning and executing phases of the project, both Journal Technologies and Cook County will

work with Bit Link to map data into JustWare.

The Journal Technologies Project Manager and BLS Data Conversion/Interface specialist will assist the

County in mapping the list of fields to be converted to the appropriate location in JustWare using

Journal Technologies'ata conversion spreadsheet.

QA of Migrated Databases and Built Interfaces

Bit Link Solutions, LLC., (BLS) will convert the data from the source data list included below into a single

JustWare database by way of a standard JustWare Mapping. Any deviations from the list of constraints
will invalidate this statement of work and the quote associated with it. An amended statement of work

will need to be created by Journal Technologies which will result in additional Public Defender's Office

costs and will increase the delivery timeline.

JustWare API

The JustWare API is our tool to build integrations with JustWare. We assume that any integrations needed
for the project will be developed post go live, as a second phase. The JustWare API provides programmatic
access to JustWare features and services. Developers can build custom applications, tools, and services
that correspond to the same tools and functionality available in JustWare.

The JustWare custom application communicates with the JustWare web tier using a set of methods

exposed to the JustWare customer to query and update data based on JustWare XML screen definitions,
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as well as Public Defender's Office-specific user settings and caching mechanisms. These methods have

traditionally been JustWare XML-schema centric, pertaining specifically to the JustWare customer and its

administration; therefore, they have not been consumable by outside developers. With the JustWare API,

however, JustWare developers have an intuitive model for communicating with JustWare.

The JustWare API is object-based rather than JustWare XML screen definition-based, and learning to
develop for it merely requires becoming familiar with objects that represent entities in JustWare. The

JustWare API goes through JustWare's business layer, ensuring that all validation, security, and workf low

are executed as though the JustWare customer itself was being used. JustWare's API has the ability to
communicate via web services to any application that can share data.

The API is based on open standards, including Simple Object Access Protocol (SOAP), a specification for

exchanging structured information between remote objects). All data that enters JustWare through the
API follows the same rules and processes as data entered manually, meaning your data entry staff will not

need to fix and modify any data coming into the system through interfaces.

The JustWare API ensures that the conversation between the Public Defender's Office and server are
secure by using an HTTP connection with SSL Secure Socket Layer: cryptographic protocols that provide

secure communications over networks. Each individual Public Defender's Office request will contain the
Public Defender's Office username and password within an encrypted message. This message is received

by the API and decrypted.

Before the message is accepted, the API must ensure that the caller is who they claim to be. This is done

by using Active Directory, a Microsoft technology used to unify the management of an organization's

users, groups, passwords, security, and other information to ensure that the supplied credentials are valid.

Once the user is authenticated, the API then checks to make sure the caller is authorized to perform the
requested action. Once authorized, the API will execute the requested action. Logging and business rules

within JustWare are fully supported and used.

Data Conversion Constraints
~ A full copy of the data to be converted will be provided to BLS before work on the data conversion

begins and again directly before the final run of the conversion. No data entered into the source

system after the data has been given to BLS for the final run of the data conversion will be

converted.
~ The data schema provided for development and the final conversion run must match exactly the

data schema provided for this quote.
~ Tables, files, or fields may be removed from this statement of work but no new tables, files, or

fields may be added.
~ The data will be provided to BLS in an electric data file format in either SQL Server backup, Access

database, or flat file (.txt or.csv format) to accessed or opened by BLS. No conversions for data
contained in a paper format will be provided.

~ Any time a new set of source data is provided to BLS, it must be provided in identical format and

structure as previously received.
~ The actual fields from each table to be converted must be specified in the Data Mapping

Spreadsheet before work on the data conversion begins and no substitutions will be made after
that point.
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~ Source data will be mapped to the JustWare fields listed in this SOW. Any source data that does
not fit one of the JustWare fields can be mapped to case notes fields for historical reference.

~ This conversion does not include any financial data into accounts and obligations/bonds.
~ Removal of duplicate data existing in the source system is not included in the scope of this

conversion.
~ No merging or de-duplication of data between multiple source systems is included, although

names and cases may be linked if a connection can be established.
~ Scrubbing or cleaning of the source data is not included in the data conversion. Data will be

converted into the JustWare system as it exists in the source system.
~ No data will be reformatted with the exception of Dates (e.g.20120712 to 07/12/2012)
~ There will be one (1) baseline data conversion containing at minimum names and basic cases.
~ There will be three (3) testing iterations containing all data compiled.

~ There will be one (1) Go-Live conversion containing all data compiled.
~ Configuration data, codes, and other system data will not be converted but will be prepared

separately by Journal Technologies and Public Defender's Offices and will be provided to BLS

before each iteration of the conversion and in a final configured database before the final data

conversion run in Phase S.
~ Any specific conversion request that is determined by BLS to be above and beyond the normal

range of conversion processes will require an amended statement of work, additional costs, and

increased delivery timeline.
~ BLS and Journal Technologies (JTI) will work with the Customer during Phase 1 to determine how

existing records will be identified to avoid creation of duplicate records.

~ Interface ESB data elements are limited to 30 data elements incoming and 1Selements outgoing

(an element being like DOB, Defendant name, attorney name, court number, drug flag, etc).
~ BLS is not responsible for any data extraction from or data insertion into the CCC or ESB systems.

Public Defender's Office will provide a reasonable means (FTP or web service) used in exchanging

data for interfaces with "the bridge" and ESB.

~ Public Defender's Office will be responsible for arrangements for the FTP site where files will be

stored and made available for the Interfaces with "the bridge" and ESB.

Public Defender's Office Responsibilities

Public Defender's Office will complete the Data Mapping Spreadsheet.

Public Defender's Office will complete any code mapping necessary.

Public Defender's Office will ensure that any codes used in the code maps or other codes necessary

for the data conversion are added to the configuration database.

Public Defender's Office will provide the primary key to each source table.

Public Defender's Office will appoint a single key Data Conversion liaison from their team for project
support.
Public Defender's Office will provide support to BLS in understanding source data, answering project

questions, and business needs analysis as needed.

Source Data
The data tables or screens to be converted are:

~ LegalEdge2 database - not to exceed S00,000 cases
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~ AS400 - not to exceed 150,000 cases
~ Access - up to three databases from any division, totaling 150,000 cases between them, or they

may contain just person information (non-case)
~ Excel - total records/cases not to exceed 100,000

o Daily case log - one Excel document, one tab, will not be combined with cases coming

from any other system
o Pending Cases - one Excel document, one tab, will not be combined with cases coming

from any other system
0

Interface Constraints
~ The specific JustWare fields will be identified and mapped in the Data Mapping Spreadsheet by the

customer for each item in the Interface.
~ No data will be reformatted. Values will be imported into JustWare in same format as received in

incoming files.
~ Public Defender's Office will complete the exchange specification information/API Development

Spreadsheet prior to work on the data exchange begins.
~ Public Defender's Office will provide a sample file from the existing Cook County Circuit Clerk FTP

export during Phase 1 of Needs Discovery.

~ Scrubbing or cleaning of the source data is not included. Data elements used in the interface will be

imported and exported from individual systems into the JustWare system as it exists in the source
system.

~ Hardware - the Public Defender's Office is responsible for procuring and maintaining the hardware

that the API runs on. JTI will not support hardware issues.
~ JTI will provide Public Defender's Office with an .exe file to be placed on a server/workstation with

internet access and Windows Task Scheduler. Public Defender's Office is responsible for providing

the server/workstation where the .exe file will be located.

12, Quality Assurance (QA)
Journal Technologies'uality assurance and testing practices combine an adherence to industry

standards along with a comprehension of the flexibility necessary to successfully implement and

upgrade Public Defender's Offices with unique business requirements. Industry standard practices

include using proven development and test methodologies and management tools for tracking and

reporting of product releases and builds, executing tests, logging defects, and certifying the product is

available to Public Defender's Offices for production use. In remaining flexible, we work closely with our

Public Defender's Offices to determine the level of testing that will produce the highest level of quality

given the schedule, requirements, and available resources.

Journal Technologies believes that understanding the Public Defender's Office's unique requirements,

beginning with the requirements provided, is paramount to a successful engagement. We expect the

entire deployment process, especially configuration of the system, to produce complex scenarios that

may need special consideration during testing. We will continuously work with the Public Defendefs

Office to understand these unique requirements and propose appropriate solutions that may include

factors such as separate environments or pre-defined test data in the system.
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During User Acceptance Testing (UAT), we will work closely with the Public Defender's Office to ensure

the configuration and related interfaces are rigorously tested prior to acceptance and production

cutover. We propose some of the following approaches, processes, tools and methodologies in support

of UAT:

~ Strategy and Planning. The testing strategy shall be considered early in the engagement to
remain consistent with the overall project plan and ensure sufficient resources from the Public

Defender's Office will be available to participate in the testing effort. The test plan, developed

with the Public Defender's Office to ensure input and agreement, will include sections such as

scope, schedule, test scripts, script execution and defect resolution processes, testing tools,

resources and responsibilities, reports, and acceptance criteria.

~ Script Development. Test scripts will be developed with the Public Defender's Office to ensure

the product goes through a balanced testing program that includes end-to-end business

processes as well as targeted testing for interrelated features such as security and interfaces.

The scripts will be loaded into a central test management tool to facilitate script updates.

Functional requirements will be mapped to test scripts to ensure complete coverage during the

test execution phase. Journal Technologies will also work with the Public Defender's Office to
determine and load any test data needed in the system prior to execution of specific test
scenarios.

~ Execution and Defect Resolution. Wide Public Defender's Office participation during the test
execution phase is an opportunity to identify obscure issues as well as encourage system

adoption. Regular communication with participants, including an orientation on test

management tools and testing processes, shall be provided to the Public Defender's Office

resources who will serve as testers during this phase. Testers shall execute assigned scripts and

log defects in defined cycles, and then retest the fixed defects in subsequent cycles. Regression

testing will also be conducted to ensure the product remains stable after each build.

~ Testing Reports. Standard testing reports will be produced for the project team to track

progress, status, and highlight any issues requiring management attention.

~ Operational Readiness Testing. A detailed cutover plan shall be developed in conjunction with

the overall engagement plan, but our proposed process for Operation Readiness Testing is to

begin in parallel with UAT. While UAT is conducted in the training environment, we shall begin

addressing certain requirements in the production environment that are not dependent on the

final configuration from UAT, such as connectivity to scanners and printers; connectivity to DMS;

connectivity to 3rd party interfaces; loading users and their security profiles; and performing

realistic load, performance and failover tests on the application, network and hardware. Once

UAT is complete, the configuration from the testing environment will be migrated to the

production server where 3rd party interfaces, connectivity to peripherals, and the go-live

configuration will be retested to ensure the entire application is functioning as expected. Final

cutover activities will occur the weekend before the go-live date, when the Public Defender's

Office can make a go/no go decision.
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~ User Acceptance Entry and Exit Criteria. Journal Technologies proposes the entrance criteria for
specific test cycles should include a stable system, the appropriate test data has been pre-

loaded into the database, and communication to Public Defender's Office staff has been

delivered to discuss the schedule and objectives of the test cycle and script assignments. Exit

criteria for the cycle shall include the complete execution of assigned scripts. The Public

Defender's Office should expect a small pause between cycles to refresh the data (if needed)
and remediate issues found during the previous cycle, thereby becoming entrance criterion for
the next cycle. Finalacceptance criteria should include at least one execution of the defined test
scripts and the resolution of all issues found during testing deemed critical for go-live.

Journal Technologies shall assign a QA resource who will work with the Public Defender's Office team.
The QA role consists of:

~ Shall be accountable for project QA deliverables including setting the quality standards for the
product

~ Shall be responsible for managing QA checkpoints, performing system testing, and releasing the
application for UAT

~ Shall mentor or guide other technical staff with QA deliverables

~ Shall assist in the creation of Unit Test Plans, User Acceptance Test Plans, or a product

demonstration

~ Shall assist with User Training

~ Approves product for implementation

12.1 Promotion Process
Journal Technologies shall perform all configuration work in the Development Environment. The
promotion process will be collaboratively agreed to by the County and Journal Technologies. Our typical
process is defined below.

Journal Technologies typically promotes items as follows:
o From Development to Test once Testing is complete.
o After changes are verified and approved in Test, a plan will be reached to move to

Production.
o All releases and patches will be installed in Test before promotion to a Production

environment.

22.1.1Migration Testing

Journal Technologies shall perform all activities described in the migration/conversion Section of this
Document and upon migrating each data set, Journal Technologies shall ensure that all data migrated
successfully to the various environments according to the promotion process. Journal Technologies shall

resolve any conflicts until successful completion. The County shall review and approve all reports and
data mapping within JustWare as appropriate.

22.2.2 User Acceptance Testing

~ Journal Technologies shall convert and balance all data, from all process related

databases/applications, prior to commencing User Acceptance Testing ("UAT").Therefore, the

County shall performance UAT using real data.
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~ Journal Technologies shall document the UAT procedure including but not limited to the

required County testers per Agency and forms to capture approvals necessary to guide the UAT

process.

~ Journal Technologies shall establish a mechanism to record, track, and report testing progress

via the Cook County project's Sha re Point site.

~ Journal Technologies shall develop UAT test scripts in alignment with the Traceability

Requirements Matrix and any additional requirements captured during the project. The test

scripts shall have a place for testers to record results.

~ Journal Technologies shall capture UAT approval/signatures after each UAT session. The UAT

form must clearly advice testers to sign off only if the configuration meets functionality

requirements as qualified by JTI. The County shall review and approve the UAT form prior to

UAT.

~ Designated County staff shall test the configuration based on the QA Plan and UAT Procedure to
ensure that test scenarios/scripts are successfully executed (i.e.configuration meets process

requirements in the new system). The QA Plan and UAT Procedures acceptable to County shall

confirm that Journal Technologies deliver to County a complete, fully tested system that Users

can use for end to end testing with real data.

~ Designated County staff shall, if the test script is successfully executed, sign the UAT form.

~ Designated County staff shall, at its own discretion, conduct additional testing of functions not

specified in the test script. Any additional tests performed in this manner shall not have an

impact on the success of the UAT and whether or not exit criteria are met, unless the County

and Journal Technologies mutually agree to update the testing plan to include said tests.
~ Designated County staff shall, if the test script is not successfully executed, document in the test

script the required fixes.

~ Journal Technologies shall address bugs/discrepancies found during UAT in accordance with the

gug/Discrepancy Fixing Procedure.

~ The County shall accept the system after all testing meets exit criteria, and shall then provide

notice to proceed to the Training Phase.

22.2.3Bug/Discrepancy Fixing

Journal Technologies shall define the steps necessary to track and fix bugs and/or discrepancies during

the project. County shall configure SharePoint to track bug/discrepancies which shall be utilized during

the course of the contract. SharePoint shall be utilized to, at a minimum, enter and prioritize issues

(bugs/discrepancies), log resolution steps, track status, and issue resolution reports. Journal

Technologies shall review with the County the format to capture and address bugs and discrepancies for
mutual approval. The format to capture this information should at minimum capture the title,

summary, configuration location (where error was found), steps to reproduce, expected results, history

of the issue, verification process (to make sure defect has been fixed), prioritization schedule,

communication, and environment since some defects appear in specific environments.
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12.1.4 Regression Testing

Journal Technologies shall perform regression testing each time modifications are made to the system

as a result of a major release or as a result of the bug/discrepancy fixing procedure, to ensure that all

functionality remains the same and that the modification did not create unintended changes/errors.

Test Scenarios/Use Cases

Journal Technologies shall provide a template to create the test/use case scenarios, along with a sample

set of scenarios for guidance. This is a specific deliverable for the Public Defender's Office. These use

cases will serve as functional requirements that must be performed by the system in order to validate a

successful deployment of the application.

Pilot & System Testing

Public Defender's Office shall document user test scenarios to assist the pilot and system testing effort.

The majority of the actual tasks in the pilot and system testing shall be performed by Public Defender's

Office with Journal Technologies'uidance.

System Testing

Public Defender's Office shall document user test scenarios and lead the System Testing effort. The

majority of the actual tasks in the system testing will be performed by Public Defender's Office with

Journal Technologies'uidance. Public Defender"s Office will test of all end-to-end processes,

integrations, and migrated data. Results of the activities are compared against the expected results and

where necessary, changes are made to the system and the scenario is repeated. Journal Technologies

will work jointly with Public Defender's Office to define requirements, and develop a plan/process for

executing the system testing processes.

Journal Technologies will assist the Public Defender's Offic in developing a comprehensive testing plan

for the project. Our inethodology is based on deep collaboration with your team including end users in

order to get full engagement. Below is the description of our testing methodology for testing and

gaining system acceptance.

1. Capture business scenarios and confirm that they are documented into pilot test cases that are then

executed by the appropriate users, through the appropriate system activities, utiTizing sample d'ata,

inputs, and transactions in such a manner as to simulate use in a full production environment. We

call this the test pilot.

2. Results of the activities are compared against the expected results and, where necessary, changes

are made to the system and the scenario is repeated. This step, truly, is the crux of the

implementation effort. Comprehensive, successful completion of this step mitigates issues and

surprises on the three phased "Go Live" dates.

3. After completion of the pilot testing and updates, end-to-end processes and integ'rations with

external systems are tested. Results of the activities are compared against the expected results and,

where necessary, changes are made to the system and the scenario is repeated. A pilot and testing

sign-off document will be completed between Public Defender's Office and Journal Technologies.

This confirms that both Public Defender's Office and Journal Technologies have accepted the build

and test and are ready to move forward with each of the three "Go-Lives."

This methodology described when executed and completed will allow Public Defender's Office to

determine whether the licensed software functions operate together and meet Public Defender's
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Office's specifications and requirements. This user and system acceptance plan, when executed, will

allow Public Defender's Office to determine whether the licensed software functions operate together
and meet Public Defender's Office's specifications and requirements.

Journal Technologies has provided the tasks to be completed by responsible party which is based on our

user testing and system acceptance methodology best practices and previous projects with similar

organizations as a guide. Final plan for testing and acceptance, including the responsibilities will be

finalized during the planning phase of the project. Journal Technologies will provide sample test scripts

and Public Defender's Office will develop the required test scripts. Journal Technologies will assist Public

Defender's Office with the User Acceptance Testing. Furthermore, Public Defender's Office will work

with Journal Technologies to develop a testing schedule, assign a test lead and dedicated resources for

performing system testing, review and accept testing results, document results, and ultimate accept the
system.

System Testing

Public Defender's Office will document user test scenarios and lead the System Testing effort. The

majority of the actual tasks in the system testing will be performed by Public Defender's Office with

Journal Technologies'uidance. Journal Technologies and Public Defender's Office will test of end-to-

end processes, integrations, and migrated data. Results of the activities are compared against the

expected results and where necessary, changes are made to the system and the scenario is repeated.
Journal Technologies will work jointly with Public Defender's Office to define requirements, and develop

a plan/process for executing the system testing processes.

Quality Assurance Dellverables

'~I~,.'S~..
1. Quality 1. Quality Plan Journal Technologies Deliverable Acceptance

Plan 2. Bug & and Cook County project Form. The Acceptance form

Discrepancy teams must describe what is

Procedure being delivered.
3. Promotion

Plan (from

Development
to all other
environments)

4. Migration

Testing

Results

5. Regression

Testing
Results

6. Test Cases
and Test
Scripts

7. UAT Forms
8. Approved UAT

signoff
9. Testing Log
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Testing and

Promotion

UAT

10. UAT Log

System Configuration

Detailed specification

for each deliverable

Journal Technologies Verify configuration work

and Cook County project in new environment.
teams
Journal Technologies System acceptance
and Cook County project approved for go live.

teams

We will train what is configured. The PD staff will be involved in the configuration and workf low processes,
and from these sessions will come a jointly developed training program.

13. Knowledge Transfer/Training and Transition
Early on, Journal Technologies trains Cook County administrators and specialized users on how to
configure JustWare and develop custom reports, document templates, and reports. As we continue to
work through the executing phase together, the Cook County team will gain knowledge to administer

JustWare, implement a train-the-trainer approach.

We provide all of our trainings in the executing phase. We provide each training at the point when it most
makes sense for the project. For example, if the County's next task was to configure JusticeWeb, we would

provide JusticeWeb training shortly before beginning JusticeWeb configuration. As the Cook County team
works with us to configure JustWare, they gain the needed knowledge and skills to provide the first level

of support for their office.

Journal Technologies uses a train-the-trainer approach for end users. We have an unlimited budget for
implementation training.

The training program and documentation shall be tailored to your configured screens, processes and

procedures for each case type or group of case types.
Training will be supported by instructions tailored to your system, probably by roles. The tailoring of the
training information to your configurations will be a joint effort.

System Administration and Introduction to Workf low

~ Onsite JustWare Administrator Training: Administrator Training includes instruction on how to
setup and manage JustWare to meet the needs of the Public Defender's Office. Topics that will be
covered include Code Table Input and Maintenance, security setup, and data partitioning.

~ Onsite JusticeWeb Administrator Training will include instruction in one or more of the following

areas, as jointly determined by the CPM and JTPM:
~ Setting up and maintaining the E-Filing portal including the ability to have pro se litigants,

attorneys, claimants, and other case participants to electronically file and review cases via the
web;

~ Setting up and maintaining E-Discovery;

~ Managing the exchange of discovery packages online;
~ Setting up and maintaining E-View, including setting up a login-secured and/or publicly accessible

web portal that contains case, personnel, or calendar information;
~ Setting up and maintaining the E-Payment portal allowing partner agencies or the general public

to pay fines or fees online.
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~ Onsite Business intelligence Development Training and Configuration includes instruction in one
or more of the following areas, as jointly determined by the CPM and JTPM;

~ Business Rule Training, providing trainees with the knowledge necessary to create, modify, and
maintain business rules within JustWare;

~ Document Author Training, providing trainees with the knowledge necessary to build JDA

templates;
~ Report Author Training, providing trainees with the knowledge necessary to create, modify, and

manage reports.

End Usertraining
The training program and documentation will be tailored to your configured screens, processes and
procedures for each case type or group of case types. We need to train what was configured. The court's
staff will be deeply involved in the configuration and workf low processes, and from these sessions will

come a jointly developed training program. Journal Technologies uses a train-the-trainer approach for end
users. We have an unlimited budget for implementation training.

Capture User Training

Training and online "help" share the three components of the online documentation. All of the help
functions can also accommodate both audio and video.

Summary of Training Plan

We work to minimize future dependency on Journal Technologies through knowledge transfer and the
development of a Public Defender's Office Help Desk staffed by experienced individuals who have worked
on the project and thus have both a firm grasp of JustWare and how it was implemented. As a result, they
are able to effectively triage problem reports with hardware, network, and user errors being handled

locally in an expeditious manner with Journal Technologies standing by to provide support or to handle
problems related to software defects or functionality deficiencies.

Our training involves guiding staff in using JustWare to complete actual tasks. Instructors provide personal
assistance to attendees, answer specific questions, model examples and exercises, and personalize
teaching styles to individual attendees. This informal style helps your staff relax and feel comfortable
asking and responding to questions. Our trainings follow an outline that we anticipate will take
approximately 3 days per training. However, we can move more quickly or slowly, depending on the needs
ofyour agency.

Transition cutover Journal Technologies will provide cutover plans and onsite supervision for each system
phase following testing, debugging and data conversion.

Onsite Rollout Support
Onsite Assistance during Go-Live shall include assisting end users transition to the new system by
answering questions and providing support in learning how to perform daily tasks in the JustWare system.

13.1 Cutover and Implementation Plan

This plan will include the schedule and plan for migrating from the prior system to the new system.

I
Key Activity

I
Deliverables

~
1. Knowledge Transfer

I
Key Responsibility

I Acceptance Criteria
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Transfer

2.
3.

zk

S.

Configuration Training

JusticeWeb Training and

Configuration

Report Author Training

Business Rules Training

Journal

Technologies

Project Team

~ System

Configuration

Document
~ JusticeWeb

Training and

Configuration

Document
~ Report Author

Training Guide

and Materials
~ Business Rules

Training

Material

End user
training

Administrator

Training

Train-the-trainer training

~ Administrator
Training

~ Configuration

Training
~ JusticeWeb Training

and Configuration

Journal

Technologies and

Cook County

Project Team

Journa I

Technologies
Project Team

. End user Training

Guides

c Other Training

materials

Administration

Training Guides

Other Training

Materials

Transition ~ Administrator and

Business Intelligence

Trainings
~ Onsite Go Live

Assistance
~ Ensure all users are

ready to use the
solution have been

properly trained.
~ Refine the Transition

Plan prior to each
Go-Live event
identifying:

~ i. All critical steps
(transition checklist)
to make sure the
entire organization

knows exactly what

will occur and when.
This shall also specify
how end users
should request

Journa I

Technologies and

Cook County

Project Team

~ Transition

Plan and

Materials.
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Roll out

Support

support during Go-

Live;

ii. Support team
needed at cutover
including their
respective
responsibilities;
iii. Documentation
needed at cutover;
iv. Communications

delivered prior,
during, and after
successful cutover
and to whom.

~ Go Live Assistance
~ Hand Off to Journal

Technologies

Support
~ Determine the

specific rollout plan

during the Project
planning phase and

shall update said

plan when ready to
transition.

~ Refine the Transition

Plan prior to each
Go-Live event
identifying:

Journal

Technologies and

Cook County

Project Team

~ Rollout

Transition

Plan

Cook County Responsibilities
1. Shall provide facilities, preferably off-site, for trainings. Rooms should accommodate up to 20

participants with access to JustWare and the Internet.
2. Shall provide staff availability to participate in trainings.

14. Decision Making and Approval Process
In a large-scale project such as the Public Defender's Office CIVIS Implementation, timely and firm

decision-making is key to keeping the project on track to hit milestone dates and deliverables. The
following section describes the decision-making and approval process governing the project.

Project Decision Team

The Journal Technologies Project team shall facilitate the establishment of a governing body to approve
changes, escalate, expedite decisions, and remove obstacles. This team shall be known as the Project
Decision Team ("PDT")and shall consist of key executive stakeholders and project managers. The PDT

shall review all major concerns and issues, provide directive to address issues and remove obstacles. It

should also vet potential scope changes, and recommend, deny or defer change recommendations. All
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request for Amendments and modifications are subject to the Scope Change Management Section of
this SOW.

Executive Leadership Team

1. Provide foundational information for organizational assessment to conduct stakeholder analysis,
organizational risk assessment, and workforce impact analysis.

2. Define strategic, business objective and priority requirements.
3. Develop and execute organizational level change management and communication plan to support

strategic, business objective, and priority requirements.

Project Steering Team

~ Align with Executive Leadership and define overall project level requirements that meet
strategic, business objective and priority requirements.

~ Align with Executive Leadership to develop and execute project level change management and
communication plan.

Change Governance Board

~ Align with Executive Leadership and Project Steering Team to define change or additions
requirements.

~ Align with Executive Leadership and Project Steering Team to develop and execute change
management and communication plan for changes or additions.

Project Team

1. Align with Executive Leadership and Project Steering Team to develop ground level requirements.
2. Align with Executive Leadership and Project Steering Team to develop and execute ground level

change management and communication plan.

15. Key Personnel
Journal Technologies will assign a project team that is led by a PMP-certified project manager. Other
team members will include one or more project implementers, and one or more business intelligence

(Bl) specialists (Refer to Appendix A). In addition, we are also teaming with our partners W4Sight and Bit
Link Solutions for business process reengineering and data conversion respectively.

15.1 Project Roles and Responsibilities

25.2.2 Role Definitions

One of the most important aspects of any implementation project is identifying the roles and

responsibilities that need to be performed and assigning the right person to each role. The following

roles are commonly assigned during a JustWare implementation.

Journal Technologies

Project Manager: plans, executes, controls, and delivers contracted line items for the project. The

project manager manages and coordinates all Journal Technologies resources assigned to the project.
S/he also manages customer communication, billing notifications, change requests, and contract
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adherence, specifically in the areas of time, cost, and scope. S/he will have 20% of the portfolio

assigned to this project.

Functional lead(s): conducts training, assists JustWare Administrator(s) in mapping customer business

needs to JustWare functionality, provides configuration assistance, and consults on general

implementation strategies. S/he will have 20% of the portfolio assigned to this project.

Technical lead(s): configures JDA templates, SSRS reports, application business rules, and JWXML

(JustWare XML) screens as defined by the customer-provided specifications. The Business Intelligence

Developer also provides training on JDA and SSRS if purchased. S/he will have 20% of the portfolio

assigned to this project.

Interface Developer(s): develops adapters and exchanges through the API, as outlined in the contract.

S/he will have 20% of the portfolio assigned to this project.

Data Conversion Developer(s): converts data from legacy systems into JustWare, as outlined in the

contract. S/he will have 20% of the portfolio assigned to this project.

Installation Architect: connects to customer server(s), verifies server specifications and customer

infrastructure meet installation requirements, and installs all purchased components of JustWare. S/he

will have 20% of the portfolio assigned to this project.

Support Specialist(s): provides front line support for any technical issue encountered with JustWare and

can be contacted by phone or email. Support specialists assign each issue a unique ticket number and

escalate issues per the support agreement in the contract.

County Team Roles and Responsibilities

The County shall assign the following resources to this project. The County has the ability to reassign

roles and responsibilities to other resources and will provide Journal Technologies of notice to such

reassignment of roles and responsibilities.

Cook County

Project (or Executive) Sponsor: initiates and approves the project and its results. The Project

Sponsor is responsible for sign-off between project phases and is usually the person responsible

for approving payment.

Project Manager: plans, executes, controls, and closes the project. The project manager's main

responsibilities include: building a project plan, coordinating customer resources,

communicating with Journal Technologies and customer stakeholders, monitoring and

controlling timelines, and ensuring contract adherence. She also works with the Journal

Technologies project manager to document setup, configuration, and processes.

JustWare Administrator(s): administers JustWare on a day-to-day basis. Administration tasks

include setting up user accounts and permissions; inserting, updating, and maintaining code

values in drop-down lists; updating and maintaining office-specific configurations; using
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JustWare administration tools to simplify and error-proof processes; scheduling software

upgrades; and implementing and rolling out new features. During the implementation process,
the JustWare Administrator(s) is responsible for the initial setup and final configuration of
JustWare.

JustWare Implementation Team Members: assist the JustWare Administrator(s) in configuring

JustWare. Team members also serve as subject matter experts and as ambassadors between the
project and their respective agencies or functional groups; helping align their agency or group's

business needs with the JustWare configuration and representing configuration decisions back

to their constituents. In many instances team members also provide end user training in

preparation for go live.

Subject Matter Experts (SME): provide expert knowledge about the data and business

processes that will be tracked in JustWare. SMEs also perform specific work tasks, including

verifying and testing the accuracy of data conversions, adapters, documents, reports, and

workf laws.

Template Authors: create templates in JustWare that will be used by the office. Template

Authors receive training and become experts in the use of JustWa re Document Automation

(JDA) to create templates that are merged with information from the JustWare database at run-

time. Experience with Microsoft Word mail merge is helpful in learning JDA.

Report Authors: create and deploy JustWare reports that will be used by the office. Report

Authors should have a strong knowledge of general database concepts as well as a familiarity

with Transact-SQL (T-SQL) programming language, including the use of SELECT, JOIN, and

WHERE clauses. Report Authors receive basic training on the use of SQL Server Business

Intelligence Development Studio to create reports, existing database views to pull and filter

data, and SQL Server Reporting Services to deploy reports.

Server Admin: deploys and maintains the server hardware and software that will house

JustWare. This person should ensure adequate hardware redundancy is in place and be able to
resolve any hardware failures. The server admin also tests and deploys Microsoft Updates as
needed, ensures that servers meet JustWare requirements and monitors and troubleshoots

performance issues.

Network Admin: controls network communications between JustWare servers and clients. The

network admin should understand and execute proper security procedures to protect data on

the computer network and work with the server admin to provide JournalTechnologies support

and install staff with server access through a remote network connection. 5/he also

troubleshoots and monitors network performance.

Database Administrator (DBA): sets up recurring database backups, archives data, executes SQL

hotfix scripts, configures database security, and monitors database performance. If a data
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conversion is part of the implementation, the DBA needs to provide legacy data for conversion

as outlined in the contract.

Workstation Administrator: ensures client workstations meet minimum JustWare requirements

and installs any required software components, including Microsoft updates.
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16. Issue Resolution and Escalation Process
Cook County Government, Public Defender's Office and the Journal Technologies'roject Managers are
responsible for overseeing and managing issues identified. The purpose of this process is to mitigate

unanticipated issues, review action items, and assign tasks to appropriate resources to resolve issues in

a timely manner. The purpose of the escalation process is to raise anissue to a higher-level of
management for resolution, particularly when resolution is not possible at the project management
level. The project team should always strive to make decisions and address items at the lowest level

possible; however, when a resolution cannot be reached, the item should be escalated (and
documented in a Journal Technologies provided project team site) to enable decision making before an

issue impact the project. The issue resolution process will adhere to the following guidelines:

~ All project-related decisions will be made by the appropriate business SMEs/leads identified;
~ If an issue is identified, a resolution or approval must be given within two business days of the

issue being identified. If a decision has not been rendered within two business days, the matter
will be taken to the Project Team. If a decision cannot be reached by the Project Team via the
weekly Project Team status meetings, then the issue will be escalated to the Steering

Committee for resolution.
~ A decision must be made by the Steering Committee within five business days from the date the

issue was submitted for discussion. If a decision has not been made within five business days,
the JournalTechnologies Project Manager will send a second and final notice to the Cook

County Project Manager. If a decision has not been made within five business days of the final

notice, the issue may be submitted to the County's CPO.

~ Once a decision has been made, the matter will be documented either via a Status Memo or via

a Change Order if appropriate.
~ If at some time in the future, Journal Technologies or the Public Defender's Office desires to

change a previously made decision, the matter must be addressed with the other project
Manager. A request to change a prior decision must be submitted by the Public Defender's

Office or Journal Technologies'roject Manager and be accompanied with corresponding
documentation as to why the change is being requested and the potential impact to the project.
If the Public Defender's Office or Journal Technologies determines that the change in direction

presents a risk to the project, the matter will be escalated to the Steering Committee for final

decision making within two business days of the request being submitted.

17. Deliverable Acceptance Criteria
A signed acceptance document will be required by the Project Team for each deliverable. The following

is the acceptance process for each deliverable type, which includes but is not limited to the following:

~ Business Requirements;
~ Process Flows;

~ Data Model;

~ Prototype(s);
~ Design Document(s);
~ Individual integration or set of integrations;
~ Individual data migration or set of data migrations;
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~ Reports;

~ Dashboards;

~ Business Process(s);
~ Testing;

~ Training;

~ Go Live;

~ Deliverables outlined herein

All changes that affect the Statement of Work in the contract shall be handled using the following

process. These changes include:

~ Modifying deliverables such as data conversion development;

~ Eliminating deliverables, such as removing interface development;

~ Scope Change Management;

The Project team shall manage the scope in order to minimize amendments or modifications. In the

event of a change in scope or delay beyond the vendor's control, the Project team shall discuss the

impact with the County before proceeding. Any significant material change to the project scope or

material delay beyond the vendor's control shall be escalated to County management within five (S)

business days of a missed deadline and/or impacted deliverable. If the parties agree a scope change is

warranted the County shall then follow its amendment and modification process and shall be executed

by the County's Chief Procurement Officer. If the County requests additional work, work shall be priced

at the contractual rates.

As a basic process the following procedure outlines the steps in managing these changes:

~ A need, or opportunity, to change is recognized.

~ Create and submit a change request to the Journal Technologies and County Project Managers.

~ The Change Request should contain at minimum the following information:

o Specific item(s) to change

o Anticipated impact of the change to the timeline and cost.

o Anticipated impact of not changing

o Evaluation of Change Request

o Change Approved or Rejected

o Communicate decision(s) to affected parties

o Approved Changes Implemented

o Project Documentation Updated

o Project Implementation Methodology

18. System Solution
JustWarelDefender shall be deployed On-Premise. Journal Technologies shall provide two JustWare

environments, testing and production, but JT shall work with the County to determine if additional

environments are needed.

JustWare is designed as an all-inclusive single solution giving you features and functionality that shall be

used in the future.
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The JustWare architecture consists of various layers, which integrate and interoperate to fulfill specific

technical needs and provide a rich environment for implementing core business, infrastructure services

and business solutions. The architecture implements a layered architectural design patter to provide

solution agility, reuse, simplicity and maintainability using a Microsoft.NET Framework and N-tier

architecture.

Journal Technologies shall provide the System Architecture guide that details system architecture design
including all related logical and physical components. Journal Technologies shall at minimum include

highly detailed diagrams depicting:

~ Number of environments per location with, at minimum, development, testing, staging,
production; Cook County is requesting hardware setup at two (2) distinct data centers, with the
primary data center in the downtown campus and the secondary location at a Cook County
distant address;

~ Front end and Backend components;
~ Virtua)ization components;
~ Security components;
~ Network transmission security;
~ Redundancy components;
~ Backup and recovery components;
~ Key modules/functionality;
~ Interfaces/integration (see Integrations Section of this SOW document);
~ 3rd party tools;
~ Data partitions;
~ Specific configurations for each County Office;
~ Other key elements that would help Cook County better understand the system design (or the

system as-built after configuration).

19.1 Hardware Environment
The County will procure the required hardware via its countywide hardware contract. Journal

Technologies shall assist the County with the installation of the recommended hardware environments

consistent with Journa(Technologies recommended hardware architecture. The County shall install the
base Microsoft Server Operating System for all identified servers per the requirements provided by

Journal Technologies. The County shall install Microsoft.NET Server per the requirements provided by

Journal Technologies. The County shall ensure all Microsoft Server Operating Systems and Microsoft

.NET Servers meet Journal Technologies required Microsoft service pack and update levels. However,

Journal Technologies shall install all non-Microsoft Server Operating Systems on the virtual or physical

servers provided by Cook County. Journal Technologies shall install and configure all software on the
hardware infrastructure for the System Solution on all environments. Journal Technologies shall work

with the County and its hardware vendor to ensure a smooth delivery and setup of the required

hardware.
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19.1.1Server Requirements

JustWare server minimum requirements for a Cook County-hosted solution.

A '

Database Server
~

Mreb Server

Processor Cores (1.8+GHz ea.): 2
Ram: 4 GB

Network: TCP/IP

Required Software: Microsoft Active Directory

Processor Cores (1.+GHz ea.):8
Ram: 32+ GB

Network: TCP/IP

Required Software: Windows Server 2009 R2 64 bit, or
2012r2 64 bit and Microsoft SQL Server 2012 64 bit (and any

software it requires)
Load Balancer, internal-facing, between SQL servers

Processor Cores (1.8+GHz ea.):4
Ram: 8+GB
Network: TCP/IP

Required Software: Windows Server 2009 R2 64 bit, or
2012r2 64 bit; IIS 7.0 or later; Web Service Enhancements

3.0or later; Microsoft. NET Framework 3.5 or later; and

MDTC

SSRS Server
iLoad Balancer: external-facing, between firewall and web

servers

Processor Cores (1.8+6Hz ea.): 6
Ram: 24+ GB

Network: TCP/IP

Required Software: SSRS 2012 and Microsoft.NET
Framework

Document Server
l

Processor Cores (1.8+GHz ea.): 6
Ram: 12+ GB

Hard Disk: 500+ GB

Network: TCP/IP
~ Microsoft's Search Server Express is required to use
indexing.

Currently, Microsoft offers Search Server 2010 Express as a
'ree download.

~ Search Server 2010 requires Windows Server 2008 (64-bit
edition), a 64-bit four-core processor, 4-16 GB memory, and

at least an 80 GB hard disk.
~ The hard disk must have a NTFS file system-formatted

partition with a minimum of 3 GB of free space for indexing

services.
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29.2.2 Hardware Provisioning Responsibilities

Journal Technologies shall further define responsibilities in the project's RACI chart, and review with the
County.

~ Specify hardware needs, Cook County

Procure hardware
~ Provision hardware

~ Install ha rd ware softwa re

~ Install application software on hardware

~ Test hardware after software installation

~ Accept hardware configurations and overall

infrastructure architecture.

Cook County

Cook County (Windows) & JournalTechnologies
Microsoft .NET)

Cook County

Journa I Technologies

Journal Technologies

Cook County

29.2.3 Client Machine Requirements JE Optional 3ra Party Tools/Hardware.

The following requires are for client computers and for optional barcodes, signature pads, and

document scanners.

Client Hardware

Client Software

Barcode Scanner

Signature Pad

Document

IScanner

Processor: Intel Celeron or AMD 2.0 GHz or higher (Dual to
Quad Core recommended)
Memory: 1 GB: 2 GB for Windows Vista or later(4 GB

recommended)
Monitor Size: 19 inches or greater (strongly recommended).
Minimum supported resolution is 1024 x 768 and 120 DPI

i Windows XP with Service Pack 3 or later, Windows Vista,

Windows 7 or Windows 8
~ Any RFT-compatible word processing program (need Word
2007 to use JDA editor or electronic signatures
~ Microsoft .NET Framework 3-5 or later
~ IE 7.0 or later

IJSB or serial port compatible
~ ASCII Extended Code 3 of 9 enabled (also referred to as

extended Code 39 programmable)
~ Able to read a start character of SA as an insert key and an

end character of SZ as a F12 key
~ Must have one of the following scanner interfaces: HID,

Keyboard wedge, or RS232
~ Microsoft Word 2008
~ Any Microsoft Word compatible signature pad device

Any TWAIN compliant document scanning device

Per client

machine

Per client
machine

Optional for any

users.

Optional for any

users.

Optional for any

users.
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20. System Maintenance
Cook County will be responsible for maintaining and troubleshooting network and JustWare
infrastructure issues (such as PD internet connectivity, PC/laptop issues, PC/laptop antivirus, etc.).

21. Performance Criteria for Project Milestones and Support SLA's
The Journal Technologies team shall provide a quarterly report during implementation and after Go Live

for the life of the contract. The report shall document the JournalTechnologies team's performance
measures towards the following service level requirements.

Failure to provide this report is deemed a service level violation. In the event that the Journal
Technologies team fails to meet the service level requirement outlined below, it shall investigate the
root cause to determine if any trends exist. If any trends exist, it shall create a corrective plan of action.
The Journal Technologies team shall present the County with the data on such trends, a copy of the
corrective plan of action and regular updates on the success of the plan of action on an interval

consistent with the quarterly reporting.

For the purposes of the support SLAs a "Failure to Respond" occurs when the Journal Technologies team
is in confirmed receipt of a service ticket and the Journal Technologies team fails to respond to the
County within the timeframe defined in the SLA. The Journal Technologies team receipt of the service
ticket shall be defined as the date/time of confirmed receipt by Journal Technologies via a mutually
agreeable support submission process.

All performance and other credits due to the County shall be applied on the following yearly invoice. If

the County is entitled to two separate credits, the credits shall be independent from each other. Credits
shall be itemized in the appropriate reports to ensure full transparency. For example, if the County is

entitled to two $200.00 credits, the two credits are from the base monthly amount and thus the County
shall receive two credits in the amount of 5400.00.

In no case shall a combination of monthly credits amount to more than $400.

For each of the below SLAs; (1) measurements are quarterly after go-live, except the completion of
milestones, which shall be reported during the full lifecycle of the project. (2) the Journal Technologies
team shall affirmatively monitor for SLA compliance and notify the County of SLA violations, (3) the
Journal Technologies team shall give the County raw data to validate SLA compliance and calculation of
credits and (4) the Journal Technologies team shall provide an executive summary of raw data that
explains service level compliance, calculated credits, data trends, and emerging and ongoing issues.

The penalties listed below shall not limit the rights of the County to take further legal action, but does
exclude further performance credits, in the event of a materialbreach of

JournalTechnologies'bligations

under this Agreement. Where a credit is due under this section, the County may reasonably
withhold the amount of any pending performance credit from any pending invoice to Journal

Technologies or withhold such amount from a future invoice to Journal Technologies. Any performance
credit issues that may result in payment to the County shall be immediately escalated to the Steering
Committee for review, evaluation, and decision.

Note the following Performance Credits apply to Justware j Defender, JusticeWeb and JustWare API

solution.
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21,1 Support Service Level Agreement and
Service Requirements Response Goal

The Journal Technologies 4 business hours

team support response time
shall be at or below the
response times listed as
Critical (1) 90% of the time
in any given month.

Performance Credit

Resolution Goal

The Journal Technologies
team shall respond by

telephone or email ASAP,

but no more than 24
hours upon verification of
steps to reproduce issue.
If the issue was reported
outside of the standard

support'hotrrs; the 24
hour time span begins at
the start of the next

business day.

Credits

For any month that the
Journal Technologies
team fails to respond
and meet this service
level, it shall credit the
County's account

$200.00.

This is the maximum

monthly credit for
Critical responses.

lournal Technologies
must also provide the
Following deliverables:

~ Root Cause

Analysis
~ Plan of Action

~ Remediation Plan

Journal Technologies team 4 business hours

support response time shall

be at or below the response
times listed as High 90%of
the time in any given

month.

ASAP, but no more than

40 days upon verification

of steps to reproduce
issue.

Journal Technologies
must also provide the
following deliverables:

For any month that the
Journal Technologies
team fails to respond
and meet this service
level, it shall credit the
County's account

$150.00.

This is the maximum

~ Root Cause monthly credit for High

Analysis responses.
~ Plan of Action

~ Remediation Plan

The Journal Technologies
Team support response
time shall be at or below
the response times listed as
Medium 90% of the time in

any given month.

4 business hours. ASAP, but no more than

45 days upon verification

of steps to reproduce
issue.

For any month that the
Journal Technologies
team fails to respond
and meet this service
level, it shall credit the

94iPage



Journal Technologies
must also provide the
following deliverables:

County's account

$100.00.

This is the maximum
~ Root Cause monthly credit for

Analysis Medium responses.
~ Plan of Action

~ Remediation Plan

The Journal Technologies
Team support response
time shall be at or below

the response times listed as
Low 90% of the time in any

given month.

4 business hours. ASAP, but no more than
90 days upon verification

of steps to reproduce
issue.

lournal Technologies

must also provide the
I'ollowing deliverables:

~ Root Cause

Analysis

~ Plan of Action
~ Remediation Plan

For any month that the
Journal Technologies
team fails to respond
and meet this service
level, it shall work with

the County's team to
address correcting the
process moving

forward.

Enhancements: No SLAs N/A

General

System/Application/User

Support, Software Updates,
and other Non-yyarranty

Items (including Application

Support, Issue Resolution

,
Due to PD, etc.).

Specific SLAs can

be determined
and finalized as
part of a Post Go
Live Support
Agreement.

Note: The table outlined below may also be subject to performance credits as they are considered
within scope. JournalTechnologies will work with PD in successfully meeting the acceptance criteria.

~ General. CONTRACTOR will respond to COUNTY requests for software support services regarding
the Licensed Software in accordance with the procedures identified below. In each case, COUNTY

may describe and submit the problem by telephone, electronic mail or internet support forum
from 6:00 am to 6:00 pm Mountain time, Monday through Friday, except for federal holidays,
Christmas Eve and the day after Thanksgiving. CONTRACTOR shall use all reasonable diligence in

correcting verifiable and reproducible errors reported to CONTRACTOR. CONTRACTOR shall, after
verifying that such an error is present, initiate work in a diligent manner toward development of
a solution. CONTRACTOR shall not be responsible for correcting errors in any version of the
Licensed Software other than the current version, with the exception of Critical errors, for which
a service release will be provided for the most recent previous version as well. CONTRACTOR shall

not be responsible for errors caused by hardware limitations or failures, network infrastructure,
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operating system problems, operator errors or any errors related to processes, interfaces or other
software. CONTRACTOR does not provide hardware maintenance or support.

~ Incident. An Incident is a disruption in the normal information flow or service with the software
application. Each Incident will be classified in accordance with the below categories:

1-Critical: Product Failure/Loss of Service: A problem with all or part of a component of the
Licensed Software causing disruption to business activity preventing the use of the System.

2-High: Non-critical System failures: A fault that causes the System to not operate in accordance
with Specifications but the System remains usable with a moderate level of difficulty. Response

time degradation on non-critical system components is included in this category.

9-Medium: Non-critical System failures: A fault causing the service to not operate in accordance

with specifications but usable with a minimum level of difficulty. Will also include questions and

requests for information.

4-Low: A minor fault causing the system not to operate in accordance with specifications, with

no disruption to business activity. This category includes "Incidents" relating to environments

other than production.

~ Incident Response and Resolution. CONTRACTOR shall respond to requests for technical
support received via one of the standard methods of contact. CONTRACTOR shall provide a
response and resolution based on the category of Incident within the time frames set forth
below:

21.2 Contract Performance Review and Final Acceptance
~ JournalTechnologies shall schedule a close out session 90 days, with the possibility of an

extension to 180 days, after the last day of onsite support period ends for the final software
release. Journal Technologies shall include in this meeting representatives from each
business area and the Executive Steering Committee.

~ Journal Technologies shall establish a recurring contract performance review schedule. RSI

shall review contract performance bi-annually, after Final Acceptance, during the years of
support and maintenance.

~ Journal Technologies shall prepare an executive summary of raw data that explains service
level compliance for the determination of service credits, data trends, and emerging and

ongoing issues.
~ Journal Technologies shall confirm the Go-Live dates and system warranty expiration date

based on contract terms.
~ Journal Technologies shall abide to the following performance metrics:
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3.System functionality;

4. Critical data is available

in the new system;

S. Project transition;

6. 8udget and schedule;

System requirements traceability to
implemented functionality. Refer to
Attachment 1 - System Requirements).

Data in the existing "in scope" databases
listed in the scope and assumptions is

successfully migrated to the new system,

and seamlessly integrates with all other

system components.

Vendor submits all acceptance forms for
all deliverables-as accepted and signed

at each phase, including UAT signed

forms.

Key deliverables were executed on time

and on budget. Project costs were
contained to/or about the originally

agreed amount. A final report should be

presented for signoff.

;„NkMiNRFJ)jjg)ISRIDki@ i!Pi&Nfkitd)I@~iiiiik~
1.System reliability; System architecture supports automatic

load balancing, acceptable performance

mirroring, and automatic failover to

backup location. It is understood that

County is responsible for acquiring,

installing and testing all infrastructure to
support these features. This not a
Journal Technology Deliverable.

2. System scalability; Initial design efforts can be replicated

anywhere in the organization ("Design

once, deploy anywhere").

.'~4~',ll'v',":.:;.'.:,"Ji~4:u"i

Form signed by PM and

Project Sponsor (or emailed

approved).

Acceptance Form signed by

PM and Project Sponsor (or
emailed approved).

Acceptance Form signed by

PM and/or Project Sponsor

(or emailed approved).

Acceptance Form signed by

PM and/or Project Sponsor
(or emailed approved).

Acceptance Form signed by

PM and/or Project Sponsor.

Final Report signed by PM

and/or Project Sponsor.
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Appendix A Journal Technologies Resumes

Karl Larsen Senior Project Manager

Li~t ~ II nil aA S

I~IIIIKII I IN.~~!.'~SlSIISflll,'.III llllwl@
Senior Project Manager/Procurement Process Specialist

Project Manager

Application Support Specialist

Jan 200B - Present

June 2006 —Jan 200B

Jan 2005 —June 2006

Responsible for managing a portfolio of implementation projects for Journal Technologies.

Manages an implementation team to meet the needs of the projects assigned to us.

Project Manager for the Oklahoma District Attorneys Council managed the roll incorporation of bad

checks divisions in many offices including associated data conversions and training.

Part of the implementation team for the State of Montana Office of Public Defenders. Largest problem

encountered was bandwidth across the state. We incorporated several new software enhancements to
meet the challenge of low bandwidth.

Assisted Sales in negotiating Contracts, Including drafting and reaching agreement on the Statement of
Work, Service level agreements, etc. for hundreds of projects including: Delaware Office of Attorney

General, Kentucky Department of Public Advocacy, Bell County Texas, Connecticut Office of Chief Public

Defender, Vermont Office of Defender General, Vermont States Attorney's,

Training Specialist

Provided initial training to hundreds of new Call Center employees.

Team Lead

Lead the top performing team in the call center in my last full month of employment as a team lead.

~0 ~ ~ IRIS.11~IIIc

B.S.from Utah State University in Business Information Systems

Rsrasstl%TI EII ~ IWI ~ EIEÃti%Ikt"

PMP Certified

Mike Christensen Project Manager
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1~~g IIi~~lr I II, ~g'I I NIIQ~~ II~@p I~I
Project Manager

Perform Project Management methodologies in 4-6 projects at a time. Work daily with customers,

company resources, third party vendors, and customer resources to manage expectations, roles and

responsibilities, and risks to bring the customer to a successful implementation that they are happy with

and helped build. Design documents, reports, screens and business rules to support business processes.
Teach, and build people into self-supporting and self-managed customers.

Significant Projects at Journal Technologies

~ Kootenai County prosecutor. (Project Manager) Helped build the new dynamic charging

language process in JustWare.
~ Guilford pretrial services (Project Manager) Improved jail interview process so that information

could get to the office staff for further follow-up. Made the whole process more efficient.
~ Built some awesome JWXML screens. One for Kootenai County that is a multi-root session that

brings in probation officers clients, Lists their name info, all cases that are at a specific status

and the details of those cases.

Fii!r:-..''--::,::-':.:"':~iÃ~
Programmer Analyst

Perform systems design/analysis for requested applications; write code for complex applications. Write
programs/queries to extract required data/information from various databases; Meet with department
management and their staf to identify/determine their hardware, software, and data
processing/information services systems and/or applications needs. Evaluate commercial software for
in-house application solutions.

Design, code, modify, and debug customized in-house applications software. Troubleshoot commercial
and in-house software, determine root cause of problem determined possible program modifications or
system reconfiguration necessary to correct the problem; Train end- user staff in the procedures for
operating various commercial and in-house software applications.

Instructor

Developed Curriculum for Microsoft Office courses and instructed 10-20 students to prepare them for
MOUSE (Microsoft Office User Specialist) certification.

RFill%BrIit Tet ~IrII ~II~

I'achelorsof Science degree Utah State University in MIS

Reazzl IRAQI B1 ILW I II tWii%I LI

PMP Certified
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~ Project Management
~ Technical Training

~ Strategic Planning

~ Process Development and Implementation
~ Data Conversion
~ Visual Basic
~ T-SQL

~ I IS

~ Web Servers
~ Microsoft SQL Server 2012
~ Relational Databases
~ Data Conversion

~ XML

~ Dreamweaver
~ Photoshop
~ Coldfusion

Brian Decaria

~BI [ttl I'nc ~ I~ 'al IH a

Business Intelligence Developer

a ~ '~w--:.--: --:,-.ii":-ii:-::=::-:-:--:.i!i~::::i":-e"
Business Intelligence Developer

Brian works closely with agencies preparing to use JustWare in their offices. He assists in configuration

services including, document development, report creation, and business rule logic.

The biggest project he's worked on with Journal Technologies thus far is the Utah County configuration.

In a new configuration the agency starts with a "blank slate" meaning that they start from nothing and

JTI builds everything for them. The implementation team was able to create everything required for
their go-live in a few months, which can sometimes take years.

Brian started at JTI as a Business Intelligence intern, then moved to part time before moving to a full

time position. His responsibilities were similar to his current position, but working with existing

customers instead of new customers.

Logistics Specialist

Specialized in shipping products via land, ground, air, and ocean to Canada and Europe.

Harris Research began moving products into Canada, and Brian was charged the duty of making sure

everything went perfectly. This included sticking to strict deadlines, learning and setting up new

software, and abiding by the DOT's rules and regulations for moving hazardous materials over the
border.

RfirnFiiriii. IBRIa>saIIIc

Attended Salt Lake Community College from 96-97

Currently attending Utah State University, majoring in MIS

Chris Bitner Project Manager

~i Co jwsa zm~ 8'reueia~R
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Project Manager

Chris works with customers to implement case management software. This includes custom work to
tailor the product to their specific needs. Daily activities are: document template creation, report

building, screen building, and coordinating any other tasks that need to be completed with other Journal

Tech employees or other subcontractors.

Significant Projects at Journal Technologies

~ Federal Way Municipal Court JustWare implementation —Project Manager

~ Vermont States Attorneys and Sheriffs JustWare Implementation —Project Manager

~ Created 2 next-gen transient transfection cell culture media for high protein expression and

viable cell densities across multiple cell lines.

~ Programmed a liquid handling robot to do very large numbers of cell culture experiments (eg.
10x the number a person could do)

~ Collaborated with customers from around the world to create custom cell culture media to help

them improve protein expression and quality.

~ Discovered method for producing soluble recombinant Air1 and Trf4 proteins.

~ Completed inutagenesis on protein complex that was published in peer reviewed literature.

&Wi Ilianiliis. ~ e ~ Ieman u

BS from Utah State University in Biochemistry

In order to minimize your costs for the project, we are not proposing a dedicated project team.
Dedicated teams are far more expensive because you are paying for not only the time they are working

on your tasks, but also for the time they are waiting for you to complete assignments so that they can

move on to other tasks. (Many tasks must be performed consecutively rather than concurrently.) As a

result, our project teams work on multiple projects at the same time. Our project teams move forward

when our Public Defender's Offices are ready. In order to start on your project as soon as possible, we

do not finalize project management team assignments until after we sign an agreement. However, each

of our project teams has significant experience in implementing Journal Technologies projects.
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Appendix B Sample Project Management Artifacts/Documents

Change Management Plan

SUMMARY
The change management plan exists to define the process to handle

the many various problems and opportunities that require changes
to the original Contract and Timeline. The process for handling

each type of change is outlined in this document.

ORGANIZATION
Cook Conner Puhiic Defender's Once

CONTACT

PHONE

TITLE

Profess Manager

EMAIL

ORGANIZATION
Jousna/ Tech nokgi es

CONTACT

PHONE

TITLE
Prjoec's Manager

EMAIL

PUBLISHED
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Purpose

The change management plan exists to define the manner in which changes to scope or timeline

are requested and approved or rejected. The process for handling each type of change is outlined

below:

Change Management Roles And Responsibilities

Project Sponsors

„RQ1ki~'4 s".,','.', i ..:,,'!."...,.,',."" ';>'„"";"..i«$c~g:,',,'I 4„;:"', '.~818jllties',; i"-',;'.'i'4 i'!:.'„,.' c "'-„-'-.;;~',,ii,, ';,- i'; 'Q";,' .urpg@;,,'..

Journal Technologies Project Manager ~ Develop change management plan
Cook County Public Defender's Office ~ Evaluate change requests and estimate impact
Project Manager to scope, schedule, and budget

~ Approve/reject schedule changes
~ Monitor change requests
~ Log change nxiuests

Project Team ~ Assist in the review of change requests
~ Estimate impact to scope, schedule, and budget

as requested by Project Managers
~ Approve change management plan
~ Approve/Reject change requests that

o require contract amendments

o require additional contracts
o agreement is unable to be reached by

the project managers

Changes To Scope

All changes that affect the Statement of Work in the contract need to be handled using a
formal documented process. A couple of examples of such changes are:

~ Trading one line item deliverable to another line item deliverable such as

converting Business Intelligence hours to training hours.
~ Trading a service line item such as Justice Broker development for a licensing

line item such as the JustWare API.
The following procedure outlines the steps in managing these changes.

1) A need, or opportunity, to change is recognized.

a) Create and submit a change request to the Journal Technologies and Cook

County Public Defender's Office Project Managers. The Change Request should

contain the following information at minimum:

a. Specific item(s) to change

b. Anticipated impact of the change to the timeline and cost.
c, Anticipated impact of not changing

Sl Evaluation of Change Request

4j Change Approved or Rejected
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6) Communicate decision(s) to affected parties

6) Approved Changes Implemented

y) Project Documentation Updated

Additions To Cost

All changes that require additional cost to Cook County Public Defender's Office wiH be
handled through negotiating an add-on contract with the Journal Technologies Account
Executive. Some examples of this are:

~ The purchasing of additional services such as additional onsite training, or
additional Business Intelligence (BI)hours

~ Purchasing additional Licenses for JustWare, Document Scanning, or JustWare
Document Automation Developer tool.

The following procedure outlines the steps in managing these changes.

i) The need for more services or licenses is identiifiied

2) Journal Technologies Project Team will notify the Journal Technologies Account

Executive for the Customer

S) Account Executive and Customer will negotiate a contract

4) The contract is approved or rejected

6) Contracted changes implemented

6) Project Documentation Updated

Changes To Timeline

All changes to the Implementation timeline will be handled as part of the status meetings
held between the Cook County Public Defender's Office Project Manager and the Journal
Technologies Project Manager. Some examples of this are:

~ Changing training dates.
~ Chanip'ng iteration delivery dates
~ Changing the development priority of reports and teinplates

The following procedure outlines the anticipated steps in managing these changes,

i) The need (or opportunity) to change is recognized.

2) The suggested change is submitted for discussion in an upcoming status meeting.

S) The change is defined and discussed in the status meeting

4) The change is approved or rejected

S) Communicate decision(s) to affected parties

6) Approved changes are implemented

7) Project Documentation is updated
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Change Control Documents

'gbnl@jj'el@" '"i '.-";;*.;:';::e't'(/l5@',„",i'".;»*';,:!,i'$,'lse$ $J'ti +t'g/i '„'spa"Q",i': (y"@w: i!i~'::.:i'+4('"

Change Request ~ Documents desired changes as

requested or discovered
~ Documents the details of the

requested change
~ Documents the rationale and benefit

of the change
~ Documents the impact of not changing

Change Log ~ Summarizes change requests received
~ Tracks status of change requests

submitted
~ Documents change decisions made,

when, and by whom

Signatures:

Cook County Public Defender's Office Date Journal Technologies Date

Printed Name and Title Printed Name and Title
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Change Request Form

Project Change Request Form

COOK COUNTY PUBLIC DEFENDER'S OFFICE $~
Ill'()Ii,

'KR:

it is proposed that the contract between Journal Technologies and Cook County Public Defender's

Office identified by contract number and entered into on January a7,aotS be amended as follows:

'' '-"~V~A" ~t " W ' " -. @a'-'ri < ISS' ~ JJ~~-"'><~~'4 .'" w "a:"-l--'-f'jfa Q5"
Journal Technologies will update any and all project documentation to reflect said change

.JIfj"

Cook County Public Defender's Office will update any all project documentation to reflect said change.

This change is considered complete once signed below by authorized representatives from both

Journal Technologies and Cook County Public Defender's Office. Each page should also be dated and

initialed.

Payment milestone in the amount of will be billed upon completion of this criteria. The

estimated completion date is

Signatures:

Cook County Public Defender's Office Date Journal Technologies Date

Printed Name and Title Printed Name and Title
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Deliverable Acceptance Form

Deliverable Acceptance Form

Project Information

';: ',.;,""!;":,":,'",,;mojo'cttIL - Cook County Public Defender's Office

Deliverable Information

.ID»s ..'~Prablg9sseeyjlon 4o.;p;;, .'"~:Dyggkydg '~pommel']%.';..'.-;:...:::;.',ui,';@~":i:;"';":, ':.<.~

Terms:

This document serves to acknowledge that Journal Technologies has completed the above stated project
deliverable to the satisfaction of the statement of work outlined in the contract identified by contract
number XXXand executed between Journal Technologies and Cook County Public Defender's Office on

dd/mm/yy. Furthermore, this document authorizes Journal Technologies to invoice any and all funds

due pertaining to the above stated deliverable, as outlined by the contract.

Deliverable Feedback:

Please take a moment and give us some feedback on this deliverable by going to the link below:

htto: //www.newdawmcom/CustonterSurvev

Signatures:

Cook County Public Defender's Office Date New Dawn Date

Printed Name and Title Printed Name and Title
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Communication Management Plan

SUMMARY
The purpose of the communication management plan is to
establish how communications with project team members and

project stakeholders will be handled throughout the project life
cycle.

ORGANIZATION
Cook Couap Prrbli" fneferrgere OPee

CONTACT

PHONE

TITLE
Prjjere Manager

EMAIL

ORGANIZATION
Journal Technologies

CONTACT TITLE
Prjoeer Manager

EMAIL

PUBLISHED
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Purpose

The purpose of the communication management plan is to establish how communications with
project team members and project stakeholders will be handled throughout the project life cycle.

The communication management plan defines how team members and other project
stakeholders will share and distribute information. The communication management plan
defines the following:

~ Roles and responsibilities
~ Expected and accepted methods of communication
~ Methods of distributing project information to and soliciting input and buy-in from the

primary Project Sponsor and other stakeholders

Communication Roles and Responsibilities

Project Sponsor

Journal Technologies Project Manager

Cook County Public Defender's Office Project
Manager

Project Team Members

Other Stakeholders

~ Initiates and approves the project and the
results

~ Develop communication management plan
~ Update changes in the communication

management plan, as necessary
~ Facilitate project meetings
~ Distribute status meeting agenda
~ Distribute status meeting summary

(progress report)
~ Review and provide feedback on

communication plan
~ Approve communication management plan
~ Submit topics for discussion in scheduled

status meetings to the Journal Technologies
project manager

~ Attend project meetings
~ Distribute progress reports to stakeholders
~ Provide timely reports to the Project

managers
~ Participate in meetings as necessary
~ Relay information and requests in clear and

concise language, using appropriate
methods (see defined communication
methods below)

~ 'Participate in meetings as necessary
~ Review all appropriate communications
~ Provide feedback and guidance as required
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Key Meetings

Kick Off Meeting
2. Status meetings

a. Held at minimum every two weeks, but can be held more frequently if necessary
b. The meeting agenda should be distri>uted at minimum two hours prior to the

meeting.
c. A summary of what decisions and what was discussed at the meeting should be

distributed following each meeting
d. Necessary updates should be made to the project documentation

Check Point Meetings
a, Used to distribute information to Project Stakeholders. Especially the Project

Sponsor.
b. Held as frequently as necessary to ensure executive buy in.
c. Anticipated to take 3o Min or less and include
d. Should include an overview of the project up to the date of the meeting

4. Support Hand off meeting
a. This meeting is held 9o days after system go-live, after all contract line item

deliverables have been completed or upon mutual agreement, whichever occurs
first.

b. Review of contract deliverables and payments
c. Plans for completion of any outstanding line items
d. Hand-off to Journal Technologies customer support.

At this point all correspondence should be directed to the Journal
Technologies support team

suooort@iournaltech.corn
877.587.8927ext, 2
Hours of Operation
7:oo am to fnoo pm MT Monday through Friday

Methods of communication

Email
During your JustWarc implementation, please use the provided group
team email address on all email correspondence with Journal
Technologies resources.

Informal Collaboration calls
3, Conference calls

The NDT project Manager may at their sole discretion record any and all project meetings, for the purpose of quality

control and darification. These recordings will not modify the contract or Statement of Work. Ifsuch a modification

is necessary that modification will be handled by the stated change management process.

Onsite Training and Consultation
All changes to scheduled onsite visits must be handled via the change management plan and must be requested two

weeks prior to the date of travel
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Hours of Operation

The Journal Technologies Project Management team is typically available from 8;oo am
to 5:oo pm MT (Monday through Friday, excluding holidays).

2. Project Management will handle non-scheduled communication during operating hours
on a first come first serve basis.

3. If the Project Manager is out of the office, a notice will be sent out to all project
customers with information on contacting the project implementation specialists for that
project. The project implementation specialists will help the customer and, if necessary,
contact the Project Manager for assistance.

Journal Technologies Implementation team

Customer Implementation team

Signatures:

Cook County Public Defender's Office Date Journal Technologies Date

Printed Name and Title Printed Name and Title

113~Page



Appendix A: Key Role Definitions

This document specifies key roles for the Cook County Public Defender's Office JustWare

Implementation Project and will be included as part of the Communication Management Plan.

Executive Sponsor

For the Cook County Public Defender's Office JustWare Implementation Project, the following
individual will be designated as the Executive Sponsor. The Executive Sponsor initiates and
approves the project and its results. This is usually the person responsible for approving
payment. The Project Sponsor may delegate much of the responsibility to the Project Manager,
but is ultimately responsible for the project.

Project Manager

For the Cook County Public Defender's Office JustWare Implementation Project, the following individual

will be designated as the Project Manager. The Project Manager is responsible for planning, executing,
controlling, aud closing the project. The main responsibilities of the project manager include: building a
project plan, coordinating customer resources, communicating with Journal Technologies and other
customer stakehoiders, monitoring and controlling timelines, and ensuring contract adherence.
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Appendix B:Notice to Proceed Signatures

As Cook County Public Defender's Office JustWare Implementation Project Sponsor, I

hereby delegate the authority to sign project phase plans

and notice to proceed authorization to

manager.

as the project

Signatures:

Cook County Public Defender's Office Date Journal Technologies Date

Printed Name and Title Printed Name and Title
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INITIATING PHASE

Support Manager

PMO Manager
Sales Account Executive

PMO Manager

t Hour 'Provide Installation Files

t Hour Attend Sales Hand-Off/Implementation Kick-Off Meeting

t Hour Attend Sales Hand-Off/Implementation Kick-Off Meeting

t Hour, Provide Workbooks and Implementation Questionnaire

Remote Connection
Installation Architect
Installation Architect

3 Hours ~Establish the Remote Connection W/Customer IT

4 Hours IVerifP Remote Connection and Server Access

Installation(s)
Installation Architect

Installation Architect
Installation Architect
Installation Architect
Installation Architect
Installation Architect
PMO Manager

7 Hours
t Hour

8 Hours

8 Hours
8 Hours

8 Hours

8 Hours

JustWare Installation on Servers

Test JustWare Installation (Log in with Admin Account)
Justicegroker installation

JusticeWeb installation

JustWare API installation

Document Author Software installation

Import Data From Workbooks

Phase Planning
PM 8 Hours .Prepare Planning PhasePlan

Signature/Sign-Off Items
PMO Manager L t Hour JPlanning Phase Plan —Notice to Proceed
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Sponsor
PM

rt Hour attend Sales Hand-Off/Implementation Kick-Off Meeting
t Hour attend Sales Hand-Off/Implementation Kick-Off Meeting

Server Acquisition and Setup
Server Admin a4 Hours Make Hardware Purchases (IfNecessary)
Server Admin

Server Admin

DBA

a4 Hours
t6 Hours
t6 Hours

Installation of Operating System and Basic Software
Setup Servers (Connect to Domain, Configure Security)
SQL Server Installation

Setup Active Directory Groups and Accounts
Server Admin t Hour ~JustWare Impersonation Account
Server Admin t Hour )Journal Technologies Support AD Account
Server Admin t Hour LJustWare User AD Groups

Remote Connection
Network Admin

Network Admin

Network Admin 4 hours Test Remote Connection with NDT Support

t hour Identify the Remote Connection Method

3 hours Establish the Remote Connection with NDT Support

Workbooks

Complete Installation Questionnaire

Deliver Implementation Questionnaire
4 to 4o Hours

4 to 4o Hours
Complete Drop-Down Code Lists Workbook
Deliver Completed Workbooks

SME 4 Hours Complete Implementation Questionnaire
Server Admin t Hour
PM t Hours
SME Complete Agency and Persons Workbook
SME Complete Statute Workbook

SME 4 to 4o Hours
PM t Hour

SME(s) 4o to t6o Hours Create Workflow Diagrams

Phase Planning
PM a Hours jReview Planning Phase Plan

Signature/Sign-Off Items
PM
PM

PM
PM
PM

PM

)PM

t Hour
t Hour
t Hour

t Hour
t Hour
t Hour
t Hour

JustWare Installation Signoff
Document Author Installation Signoif
JusticeWeb Installation Signoff
JusticeWeb E-View Installation Signoff
API instafiation Signoff
Setup and Installations Signoff (Milestone)
(Planning Phase Plan - Notice to Proceed
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PLANNING PHASE

PMO Manager x Hour
PMO Manager t Hour
PM x Hour
Implementer(sl x Hour

PM 4 Hours

PM t Hour
PM 32 Hour's

Implementer Sa Hours

Assign Implementation Team
Attend Team Introduction Meeting

Attend Team Introduction Meeting

Attend Team Introduction Meeting

Prepare Start Meeting Documents

Deliver Start Meeting Agenda

Facilitate Project Start Meeting

Attend Project Start Meeting

Create Project Management Plans
PM
PM
PM

PM
PM

1 Hour

z Hour
8 Hours
8 Hours

IDeliver Draft Change Management Plan
IDeliver Draft Communications Management Plan

Deliver Initial Risk Register
Create and Deliver Draft Work Break Down

~Provide Input on Project Plan Versions

Phase Planning
PM I 8 Hours ]prepare Training Phase Plan

Signature/Sign-Off Items
PM t Hour

PM x Hour
~Sign Project PlansP'l PPh Pl —Nti t P
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L t Hour jAttend Team Introduction Meeting

z4 Hours JAttend Pmject Start Meeting

Create Project Management Plans
PM

PM

PM

PM

t Hour
t Hour
t Hour

J 8 Hours

IFinalize and Deliver Change Management Plan
Finalize and Deliver Communications Management Plan

Finalize and Deliver Initial Risk Register
Finalize and Deliver Work Break Down

Organizational Change Management Plan
PM 8 Hours ~identify Internal Marketing Strategy
PM 8 Hours IPlan Buy-In Activities

Identify and Document Office Processes
JW Admin 8 Hours lReview and Document Inputs (Intake, Case Info, etc.)
SME 8 Hours IReview and Document Inputs (Intake, Case Info, etc.)
JW Admin

SME
JW Admin

SME

z4 Hours

z4 Hours

4 Hours

4 Hours

Review and Document Data Flow within the Office
Review and Document Data Flow within the Office
Review Outputs (Documents, Reports, etc.)

JReview Outputs (Documents, Reports, etc.)

Phase Planning
PM ~z Hours 'Review Training Phase Plan

+PM t Hour

Signature/Sign-0Ã Items
PM Bo Hours
PM t Hour

IFinalize Project Plans
'Sign Project Plans

ITraining Phase Plan —Notice to Proceed
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TRAINING PHASE

~wv"-~ll '.""-"*'~v'p '"""~'p~grI aunts, ~p%T~c p@ve taw. 'o,l" w''~~ +2 '",„de,"„

PM

PM

t Hour Schedule JustWare Administrator Training(s)

Administrator Training
Implementer
Implementer
Implementer

Implementer(s)
Implementer(s)
Implementer(s)
Implementer(s)

32 Hours:Facilitate JustWare Administrator Training

r6 Hours 'Facilitate JustWare Financial Administrator Training

8 Hours Facilitate Docket Management Training

4 Hours Facilitate JusticeWeb E-Filing Training

4 Hours Facilitate JusticeWeb E-Discovery Training

4 Hours Facilitate JusticeWeb E-Payments Training

4 Hours IFacilitate JusticeWeb E-View Training

Business Intelligence Development Training
PM tH
Implementer 8 H

Implementer 8 H

Implementer BH

our Schedule Training(s)
ours Facilitate Document Author Training

ours Facilitate JustWare Report Author Training

ours Facilitate JustWare Business Rule Development Training

Phase Planning
PM 8 Hours ;"Prepare Configuration Phase Plan

Signature/Sign-OII Items
PM t Hour T

~Configuration Phase Plan —Notice to Proceed
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PM
Workstation Admin

T t Hour

] 8 Hours

~Schedule JustWare Administrator Training(s)

~Training Room Setup

JW Admin

JW Admin

JW Admin

JW Admin

JW Admin

JW Admin

r6 Hours
8 Hours

4 Hours

4 Hours

4 Hours

4 Hours

Administrator Training
JW Admin Sa Hours Attend JustWare Administrator Training

Attend JustWare Financial Administrator Training

Attend Docket Management Training

Attend JusticeWeb E-Filing Training

Attend JusticeWeb E-Discovery Training

Attend JusticeWeb E-Payments Training

+trend JusticeWeb E-View Training

Business Intelligence Development Training
Template Author(s) 8 Hours Attend Document Author Training

Report Author(s) 8 Hours attend JustWare Report Author Training

JW Admin 8 Hours Attend JustWare Business Rule Development Training

Phase Planning
8 Hours ~Review Configuration Phase Plan

Signature/Sign-Off Items
t Hour ~Configuration Phase Plan —Notice to Proceed
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CONFIGURATION PHASE~~$Qlsasr ~SI

PM

Implementer(s) !
i Hour ~Deliver Configuration Training Agenda

z~ Hours ~Facilitate Configuration Training

Implementer(s) 25 Hours

Journal Technologies Configuration
BI Developer(s) ioo Hours

,BI Devef oper(s) ioo Hours
Implementer(s) ioo Hours
Implementer(s) 100 Houi's

Implementer(s) z5 Hours
Implementer(s) z5 Hours

Implementer(s) 25 Hours

Services
Develop Reports
Develop Documents
Develop Business Rules

Assist in Configuring Workflows

JusticeWeb E-Filing Configuration Assistance
JusticeWeb E-Discovery Configuration Assistance
JusticeWeb Payment Portal Setup Assistance

~JusticeWeb E-View Configuration Assistance

Configuration Training
Implementer(s) !i6Hours Facilitate Configuration Training

Phase Planning
PM 8 Hours .'Prepare Go Live Phase Plan

Signature/Sign-Ofif Items
PM ! i Hour iGoLivePhasePlan —Noticeto Proceed
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PM

PM

JW Admin

JW Admin

JW Admin

SME
JW Admin

SME

JW Admin

JW Admin

JW Admin

JWAdmin

PM

JW Admin

JW Admin

JW Admin

JW Admin

SME

Oversee All Configuration Efforts
Review Users and Security Requirements

Setup Users and Security Profiles

ttend Configuration Training

Define and Design User Interface(s)
Define and Design User interface(s)
Define Data En Policies

i6o Hours

8 Hours
8 Hours

a4 Hours

8 Hours
8 Hours

ao Hours
zo Hours

iooo Hours jReview All Documents, Reports and Configurations

try
Define Data Entry Policies

jAdd Options to System Drop Down Lists
j(Configure Code Tables)

4o Hours Configure Security Profiles

8 Hours Configure Tools and Utilities

jAdd Automation Options8 Hours
'(Default Involvements, Number Generation, Notifications)

ioo Hours
Submit Work Orders and Notices to Proceed to Journal
Technologies

So Hours E-Filing Configuration

So Hours E-Discovery Configuration

So Hours jE-Payments Configuration

ao Hours IE-View Configuration

.Configuration Training
PM i6 Hours Attend Configuration Training

Phase Planning
PM t 8 Hours ]Review Go Live Phase Plan

Signature/Sign-Off Items
PM i Hour 'Go Live Phase Plan —Notice to Proceed
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GO-LIVE PHASE

~4%~
PM

PM

t Hour IProvide End User Training Plan Template
z Hour JProvide Input for End User Training Plan

End User Training
Implementer(s)
Implementer(s)

t Hour .Provide Sample Training Agenda/Responsibilities
x6 Hours ,'Facilitate End User Training

Justice Broker Setup
Interface Developer
Implementer
Interface Developer

Implementer

Interface Developer

z Hours

z Hours

Load JusticeBroker Mappings
Load JusticeBroker DLLs

Load JusticeBroker DLLs

s Hour Start JusticeBroker Services

a Hours ILoad JusticeBroker Mappiugs

System Go Live
Implementer(s) t6 Hours tGo Live Assistance

Signature/Sign-Off Items

,PM

lEnd User Training Completion
'Closing Phase Plan —Notice To Proceed
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PM

PM

PM
PM
JustWare Trainer
Server Admin

JustWare Trainer

4o Hours IFinalize Go Live Plan

8 Hours iPlan End User Training
8 Hours 'Create/Finalize End User Training Schedule

8 Hours Finalize Go Live Schedule

4o Hours Create and Gather Materials

8 Hours Training Room Setup
t6 Hours ~Provide End User Training and Training Assistance

System Go Live
t Hour !Discontinue Entry into Legacy System

Complete Live Data Conversion
DBA ~8Hours
Data Conversion
Developer

t6 Hours

Data Conversion
Developer

a Hours

DBA J a Hours

Provide Conversion Data for Go Live from Legacy System

Convert Data for Go Live

Load Converted Data to Production Server

Load Converted Data to Production Server

Signature/Sign-Off Items
PM
PM !

t Hour
t Hour 1

End User Training Completion
Closing Phase Plan —Notice to Proceed
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CLOSING PHASE

1~
PM
PM

Post Go Live Review and Project Closure Meeting
PM x Hour ISchedule Project Post Go Live Review and Closure Meeting

PM a4 Hours ~Facilitate Post Go Live Review and Project Closure Meeting

Signature/Sign-Off Items
PM j t Hour~Project Complete

Post Go Live Review and Project Closure Meeting
PM a4 Hours IAttend Post Go Live Review and Project Closure Meeting

Signature/Sign-Off Items
PM J t Hour:;Project Complete (Checkpoint)
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EXHIBIT 2

Cook County Information Technology Special Conditions (ITSC)



Exhibit 2

Cook Countv Information Technoloev Soecial Conditions IITSCs)

1. DEFINITIONS FOR SPECIAL CONDITIONS

"Agreement" means collectively the Software License and Support Agreement and
Professional Services Agreement of even date herewith.

2.2. "Assets means Equipment, Software, Intellectual Property, IP Materials and other assets
used in providing the Services. Assets are considered in use as of the date of deployment.

1.3. "Business Associate Agreement" or "BAA" means an agreement that meets the
requirements of 45 C.F.R. 164.504(e).

1.4. "Business Continuity Plan" means the planned process, and related activities, required

to maintain continuity of business operations between the period of time following declaration of a
Disaster until such time an IT environment is returned to an acceptable condition of normal business
operation.

1.5. "Cardholder Data" means data that meets the definition of "Cardholder Data" in the most
recent versions of the Payment Card Industry's Data Security Standard.

1.6. "Change" means, in an operational context, an addition, modification or deletion to any
Equipment, Software, IT environment, IT systems, network, device, infrastructure, circuit,
documentation or other items related to Services. Changes may arise reactively in response to
Incidents/Problems or externally imposed requirements (e.g., legislative changes), or proactively from
attempts to (a) seek greater efficiency or effectiveness in the provision or delivery of Services; (b) reflect
business initiatives; or (c) implement programs, projects or Service improvement initiatives.

1.7L "Change Management" means, in an operational context, the Using Agency approved
processes and procedures necessary to manage Changes with the goal of enabling Using Agency-

approved Changes with minimum disruption.

1.8. "Change Order" means a document that authorizes a Change to the Services or
Deliverables under the Agreement, whether in time frames, costs, orscope.

1.9. "Change Request" means one Party's request to the other Party for a Change Order.

1.10. eContractorn has the same meaning as either: (a) both "Contractor" and "Consultant" as
such terms are defined, and may be interchangeably used in the County's Professional Services
Agreement, if such document forms the basis of this Agreement or (b) "Contractor" as defined in the
County's Instruction to Bidders and General Conditions, if such document forms the basis of this
Agreement.

"Contractor Confidential Information" m ea ns a II non-public pro prieta ry information of
Contractor that is marked confidential, restricted, proprietary, or with a similar designation; provided
that Contractor Confidential Information excludes: (a) Using Agency Confidential Information, (b) Using

Agency Data; (c) information that may be subject to disclosure under illinois Freedom of Information
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Act, 5 ILCS 140/1 et seq. or under the Cook County Code of Ordinances; and (d) the terms of this

Agreement, regardless of whether marked with a confidential designation or not.

1.12. nContractor Facilities" means locations owned, leased or otherwise utilized by
Contractor and its Subcontractors from which it or they may provide Services.

1.13. "Contractor Intellectual Property" means all Intellectual Property owned or licensed by
Contractor in connection with the Agreement.

1.14. "Contractor IP Materials" means all IP Materials owned or licensed by Contractor in

connection with the Agreement.

2.1s. "Contractor Personnel" means any individuals that are employees, representatives,
Subcontractors or agents of Contractor, or of a direct or indirect Subcontractor of Contractor.

t.te. "Contractor-Provided Equipment" means Equipment provided by or on behalf of
Contractor."

"Contractor-Provided Software" means Software provided by or on behalf of Contractor.

1.18. "Criminal Justice Information" means data that meets the definition of "Criminal Justice
Information" in the most recent version of FBI's CIIS Security Policy and also data that meets the
definition of "Criminal History Record Information" at 28 C.F.R.20.

1.19. "Critical Mllestonen means those milestones critical to the completion of the Services as
identified in this Agreement, in any work plan, project plan, statement of work, or other document
approved in advance by the Using Agency.

1.2o. "Data Protection Laws" means laws, regulations, regulatory requirements, industry self-

regulatory standards, and codes of practice in connection with the processing of Personal Information,

including those provisions of the Health Insurance Portability and Accountability Act of 1996 (42 U.S.C.

H 1320(d) et seq ) as amended by the Health Information Technology for Economic and Clinical Health

Act of 2009 (42 U.S.C. ()l) 17921 et seq.) and the Payment Card Industry standards.

1 21. "Data Security Breach" means (a) the loss or misuse (by any means) of any Using Agency
Data or other Using Agency Confidential Information; (b) the unauthorized or unlawful access, use, or
disclosure of any Using Agency Data or other Using Agency Confidentiallnformation; or (c) any other act
or omission that materially compromises the security, confidentiality, integrity or availability of any Using

Agency Data or other Using Agency Confidential Information.

1.22. "Deliverable" has the same meaning as either: (a) "Deliverable" as defined in the County's

Professional Services Agreement, if such document forms the basis of this Agreement; or (b)
"Deliverable" as defined in the County's Instruction to Bidders and GeneralConditions, if such document
forms the basis of this Agreement. In either case, Deliverables includes without limitation Contractor-

Provided Equipment, Contractor-Provided Software, Developed Intellectual Property.

1.23. "Developed Intellectual Property" means InteliectualProperty as well as any IP Materials
conceived, developed, authored or reduced to practice in the course of or in connection with the
provision of the Services performed specifically for the County, including, but not limited to: (a)

Cook County IT Speaal Conditions, p. 2of 16
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modifications to, or enhancements (derivative works) of, the Using Agency Intellectual Property or the

Using Agency IP Materials; (b) Developed Software; (c) documentation, training materials, or other IP

Materials that do not modify or enhance then existing Using Agency IP Materials; and (d) modifications

to or enhancements (derivative works) of, Third Party Intellectual Property or related IP Materials to the
extent not owned by the licensor of the Third Party Intellectual Property under the terms of the

applicable license.

1.24. "Developed Software" any Software conceived, developed, authored or reduced to
practice in the course of or in connection with the provision of the Services (including any modifications,

enhancements, patches, upgrades or similar developments).

1.25. nDisaster" means a sudden, unplanned, calamitous event causing substantial damage or
loss as defined or determined by a risk assessment and business impact analysis, and which creates an

inability or substantial impairment on the organization's part to provide critical business functions for a

material period of time. This also includes any period when the Using Agency management decides to
divert resources from normal production responses and exercises its Disaster Recovery Plan.

1.26. "Disaster Recovery Plan" means the planned process, and related activities, required to
return an IT environment to an acceptable condition of normal business operation following declaration

of a Disaster.

1.27. "Equipment" means the computer, telecommunications, network, storage, and related

hardware and peripherals owned or leased by the Using Agency or its Third Party Contractors, or by

Contractor or its Subcontractors, and used or supported by Contractor or its Subcontractors, or by the

Using Agency or its agents, in connection with the Services.

1.28. "Illicit Code" means any hidden files, automatically replicating, transmitting or activating

computer program, virus (or other harmful or malicious computer program) or any Equipment-limiting,

Software-limiting or Services-limiting function (including, but not limited to, any key, node lock, time-out

or similar function), whether implemented by electronic or other means.

1.29. "Incident" means any event that is not part of the standard operation of a service in the

Using Agency IT environment (including an event in respect of the Services or any Equipment or Software)

and that causes, or may cause, an interruption to, or a reduction in the quality of, that service. The Using

Agency will determine the severity level of each reported Incident.

1.30. "Intellectual Property" means any inventions, discoveries, designs, processes, software,

documentation, reports, and works of authorship, drawings, specifications, formulae, databases,

algorithms, models, methods, techniques, technical data, discover'ies, know how, trade secrets, and

other technical proprietary information and all patents, copyrights, mask works, trademarks, service

marks, trade names, service names, industrial designs, brand names, brand marks, trade dress rights,

Internet domain name registrations, Internet web sites and corporate names, and applications for the
registration or recordation of any of the foregoing.

1.31. nIP Materials" means works of authorship, software, documentation, processes, designs,

drawings, specifications, formulae, databases, algorithms, models, methods, processes and techniques,

technical data, inventions, discoveries, know how, the general format, organization, or structure of any

report, document or database, and other technical proprietary information.
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1.32. "Laws" means all United States federal, state and local laws or foreign laws, constitutions,
statutes, codes, rules, regulations, ordinances, executive orders, decrees, edicts of or by any
governmenta I authority having the force of law or any other legal requirement (including common law),
including Data Protection Laws and the Cook County Code of Ordinances.

1.33. "Open Source Materials" means any Software that: (a) contains, or is derived in any
manner {in whole or in part) from, any Software that is distributed as free Software, open source
Software, shareware (e gv Linux), or similar licensing or distribution models; and (b) is subject to any
agreement with terms requiring that such Software be (i) disclosed or distributed in source code or
object code form, (ii) licensed for the purpose of making derivative works, and/or (iii) redistributable.
Open Source Materials includes without limitation "open source" code (as defined by the Open Source
Initiative) and "free" code (as defined by the Free Software Foundation).

1.34. nParty" meanS either COunty, On behalf Of COunty and itS USing AgenCieS, Or COntraCtar.

135. "Parties" means both County, on behalf of County and its Using Agencies, and Contractor.

1.36. "Personal Information" means personal data or information that relates to a specific,
identifiable, individual person, including Using Agency personnel and individuals about whom the Using

Agency, Contractor, Contractor's Subcontractors or affiliates has or collects financial and other
information. For the avoidance of doubt, Personal Information includes the following: (a) any
government-issued identification numbers (e.g., Social Security, driver's license, passport); (b) any
financial account information, including account numbers, credit card numbers, debit card numbers, and
other Cardholder Data; (c) Criminal lustice Information; (d) Protected Health Information; (e) user name
or email address, in combination with a password or security question and answer that would permit
access to an account; and (f) any other personal data defined as personally identifiable information under
the breach notification laws of the fifty states.

1.37. "Problem" means the underlying cause of one or more Incidents, including where such
cause is unknown or where it is, known and a temporary work-around or permanent alternative has been
identified.

1.38. "Protected Health Information" or PHI shall have the same meaning as the term
"Protected Health Information" in 45 C.F.R. 160.103.

1.39. "Public Record" shall have the same meaning as the term "public record" in the illinois

Local Records Act, 50 ILCS 205/1 et seq.

1.40. "Required Consent" means that consent required to secure any rights of use of or access
to any of Using Agency-Provided Equipment, Using Agency-Provided Software, Using Agency Intellectual

Property, Using Agency IP Materials, any other Equipment, any other Software whether Third Party
Software or otherwise, any other Intellectual Property whether Third Party Intellectual Property or
otherwise, any other IP Material, any of which are required by, requested by, used by or accessed by
Contractor, its Subcontractors, employees or other agents in connection with the Services.

1.41. "Services" either: (a) has the same meaning as "Services" as defined in Article 3 of the
County's Professional Services Agreement, if such document forms the basis of this Agreement or (b)
collectively means all of Contractor's services and other acts required in preparing, developing, and
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tendering the Using Agency's Deliverables as "Deliverables" is defined in the County's Instruction to
Bidders and General Conditions, if such document forms the basis of this Agreement.

1.42. "Service Level Agreements" or "SLAn means service level requirement and is a standard

for performance of Services, which sets Contractor and Using Agency expectations, and specifies the
metrics by which the effectiveness of service activities, functions and processes will be measured,
examined, changed and controlled.

143. "Software" means computer software, including source code, object, executable or
binary code, comments, screens, user interfaces, data structures, data libraries, definition libraries,

templates, menus, buttons and icons, and all files, data, materials, manuals, design notes and other items
and documentation related thereto or associated therewith.

1A4. nThird Ptrrty" means a legal entity, company or person that is not a Party to the
Agreement and is not a Using Agency, Subcontractor, affiliate of a Party, or other entity, company or
person controlled by a Party.

1.45. "Third Party Intellectual Property" means all Intellectual Property owned by a Third

Party, including Third Party Software.

1.45. "Third Party Contractor" means a Third Party that provides the Using Agency with

products or services that are related to, or in support of, the Services. Subcontractors of Contractor are
not "Third Party Contractors."

1 47. "Third Party Software" means a commercial Software product developed by a Third Party
not specifically for or on behalf of the Using Agency. For clarity, custom or proprietary Software,
including customizations to Third Party Software, developed by or on behalf of the Using Agency to the
Using Agency's specifications shall not be considered Third Party Software.

1.4s. nUslng Agency" has the same meaning as the term "Using Agency" in the Cook County
Procurement Code, located at Chapter 34, Article IV in the Cook County Code of Ordinances as amended,
as applied to each department or agency receiving goods, Services or other Deliverables under this
Agreement and includes Cook County, a body politic and corporate of the State of illinois, on behalf of
such Using Agency.

1.49. "Using Agency Confidential Information" means: (a) all non-public proprietary
information of Using Agency that is marked confidential, restricted, proprietary, or with a similar

designation; (b) Using Agency Data; and (c) any information that is exempt from public disclosure under
the illinois Freedom of Information Act, 5 ILCS 140/1 et seq. or under the Cook County Code of
Ordinances.

1.50. "Using Agency Data" means all data, whether Personal Information or other data,
provided by the Using Agency to Contractor, provided by Third Parties to Contractor for purposes relating

to this Agreement, or otherwise encountered by Contractor for purposes relating to this Agreement,
including all data sent to Contractor by the Using Agency and/or stored by Contractor on any media

relating to the Agreement, including metadata about such data. To the extent there is any uncertainty as
to whether any data constitutes Using Agency Data, except for data related to the source code underlying

the software, the data in question shall be treated as Using Agency Data. Using Agency Data further
includes information that is: (a) input, processed or stored by the Using Agency's IT systems, including
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any Using Agency-Provided Software; (b) submitted to Contractor or its Subcontractors by any
employees, agents, the Using Agency, Third Parties, business partners, and customers in connection with
the Services or otherwise; (c) Incident records containing information relating to the Services; (d) Using

Agency Intellectual Property and Using Agency IP Materials; (e) any raw data used to generate reports
under this Agreement and any data included therein; and (f) Using Agency Confidential Information.

1.51. "Using Agency Intellectual Property" means all Intellectual Property owned or licensed

by the Using Agency (excluding, for the avoidance of doubt, Intellectual Property licensed by the
Contractor pursuant to the Agreement), including Developed Intellectual Property.

1.52. "Using Agency IP Materials" means all IP Materials owned or licensed by the Using

Agency.

1 53. "Using Agency Provided Equipment" means Equipment provided by or on behalf of Using

Agency.

Agency.

1.54. "Using Agency-Provided Softwarff'eans Software provided by or on behalf of Using

1.55. "WISP" means written information security program.

2. SERVICES AND DELIVERABLES

2.1. Aooroved Facilities. Contractor will perform Services only within the continental United

States and only from locations owned, leased or otherwise utilized by Contractor and its Subcontractors
or by the County.

2.2. Licenses and Export Controls. Contractor will be responsible for obtaining all necessary
export authorizations and licenses for export of technical information or data relating to Using Agency
Data, Software, Intellectual Property, IP Materials, or otherwise under this Agreement.

2.3. Reauired Consents for Assets in Use and Third Partv Contracts as of the Effective Date.
Contractor shall be responsible for obtaining all Required Consents relating to this Agreement. If

Contractor is unable to obtain a Required Consent, Contractor shall implement, subject to the Using

Agency's prior approval, alternative approaches as necessary to perform the Services. Contractor shall

be responsible for and shall pay all costs associated with this section, including any fees or other charges

imposed by the applicable Third Parties as a condition or consequence of their consent (e g., any transfer,
upgrade or similar fees). The Using Agency shall cooperate with Contractor and provide Contractor such
assistance in this regard as the Contractor may reasonably request.

2.4. SLAs and Critical Milestones. Commencing on the Effective Date or as otherwise
specified in this Agreement, Contractor shall, as set forth in this Agreement: (a) perform the Services in

accordance with SLAs and Critical Milestones; and (b) regularly measure and report on its performance
against SLAs and Critical Milestones. Contractor shall maintain all data relating to and supporting the
measurement of its performance, including performance against SLAs and Critical Milestones, in

sufficient detail to permit a "bottom up" calculation, analysis and reconstruction of performance
reports (including all inclusion and exclusion calculations) throughout the term of this Agreement. Such
data shall be made available to the Using Agency in an electronic format reasonably acceptable to the
Using Agency upon reasonable request and upon the expiration or termination of this Agreement.
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2.S. Proiect Manaeement Methodoloey. Contractor shall perform the Services in accordance
with an industry-recognized project management methodology and procedures, subject to Using Agency

approval. Contractor shall comply with the Using Agency's procedures for tracking progress and
documents for the duration of the Agreement, including the submission of weekly or monthly status
reports to the Using Agency as the Using Agency may require.

2.6. Chance Manaeement Procedures. Contractor shall utilize Change Management
procedures, subject to Using Agency approval, that conform to PMP to manage, track and report on
Changes relating to the Services, including procedures for scheduling maintenance, patching,
replacement of assets, and other matters required for proper management of the Services. No Change

will be made without the Using Agency's prior written consent (which may be given or withheld in the
Using Agency's sole discretion), unless such Change: (a) has no impact on the Services being provided by

Contractor; (b) has no impact on the security of the Using Agency Data and the Using Agency systems;
and (c) causes no increase in any fees under this Agreement or the Using Agency's retained costs.

2.7. Resources Necessarv for Services. Except as set forth in this Agreement, Contractor shall

provide and be financially responsible for a II Equipment, Software, materials, facilities, systems and other
resources, excluding hardware, needed to perform the Services in accordance with the Agreement.

2.8. Usine Aeencv Resources. Except as explicitly allowed under this Agreement, Contractor
shall not use, nor permit any Subcontractor, employee, agent, or other Third Party to use any Using

Agency-Provided Equipment, Using Agency-Provided Software, Using Agency facilities, or any other
Equipment, Software, materials, facilities, systems or other resources that the Using Agency provides or
otherwise makes available under this Agreement for any purpose other than the performance of the
Services; and Contractor shall do so only upon disclosure to the Using Agency. Contractor shall not
purport to, pledge or charge by way of security any of the aforementioned. Contractor shall keep any

Equipment owned or leased by the Using Agency that is under Contractor's or a Contractor
Subcontractor's control, secure and, for any such Equipment that is not located at the Using Agency
facilities, such Equipment shall be clearly identified as the Using Agency's and separable from
Contractor's and Third Parties'roperty.

2.9. Maintenance of Assets. Contractor shall maintain all Equipment, Software, materials,

systems, and other resources utilized predominately or exclusively for performing Services in good

condition, less ordinary wear and tear, and in such locations and configurations as to be readily

identifiable.

2.20. Service Comoatibilitv. To the extent necessary to provide the Services, Contractor shall

ensure that the Services, Contractor-Provided Equipment and Contractor-Provided Software
(collectively, the "Contractor Resources" ) are interoperable with the Using Agency-Provided Equipment,

Using Agency-Provided Software and with the Using Agency's other Assets, at no cost beyond that
specified in this Agreement and without adversely affecting any systems or services retained by the Using

Agency or its Third Party Contractors. In the event of any Problem related to service compatibility where
it is not known whether the Problem is caused by Contractor's Assets or by Using Agency's Assets,

Contractor shall be responsible for correcting the Problem except to the extent that Contractor can

demonstrate, to the Using Agency's reasonable satisfaction, that the cause was not due to Contractor
Resources or to Contractor's action or inaction.

2 11. Coooeration with UsineAeencv's Third Partv Contractors. Contractorshall cooperate with
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all Third Party Contractors to coordinate its performance of the Services with the services and systems

of such Third Party Contractors. Subject to reasonable confidentiality requirements, such cooperation

shall include providing: (a) applicable written information, standards and policies concerning any or all

of the systems, data, computing environment, and technology direction used in performing the Services

so that the goods and services provided by the Third Party Contractor may work in conjunction with or

be integrated with the Services as set forth in the Agreement (b) applicable written requirements of any

necessary modifications to the systems or computing environment; and (c) access to and use of the
Contractor's Assets as mutually agreed upon by the Using Agency and Contractor (such agreement not

to be unreasonably withheld or delayed) and subject to the Third Party Contractor's agreement to comply

with Contractor's applicable standard security policies.

2.12. Procurement Assistance. At any time during the Agreement, Contractor shall, as

requested by the Using Agency and at the Using Agency's sole cost and expense, reasonably cooperate

and assist the Using Agency with any Using Agency procurement relating to any of the Services,

including: (a) providing information, reports and data for use in the Using Agency's procurement; (b)

allowing Third Parties participating in the Using Agency's procurement to perform reasonable, non-

disruptive due diligence activities in respect of the relevant Services, including providing reasonable

access to Key Personnel.

3. WARRANTIES

32L Comoliance with Law and Reeulations. Contractor represents and warrants that it shall

perform its obligations under this Agreement in accordance with all Laws applicable to Contractor and

its business, including Laws applicable to the manner in which the Services are performed, including any

changes in such Laws. With respect to laws governing data security and privacy, the term 'Contractor

Laws'hall include any Laws that would be applicable to Contractor if it, rather than the Using Agency,

were the owner or data controller of any of the Using Agency Data in its possession or under its control

in connection with the Services. Contractor also represents and warrants that it shall identify, obtain,

keep current, and provide for Contractor's inspection, all necessary licenses, approvals, permits,

authorizations, visas and the like as may be required from time to time under Contractor Laws for

Contractor to perform the Services.

3.2. Non-Infrineement. Contractor represents and warrants that it shall perform its

responsibilities under this Agreement in a manner that does not infringe any patent, copyright,

trademark, trade secret or other proprietary rights of any Third Party.

3.3. Contractor Materials and Third Partv Intellectual Prooertv. Contractor represents and

warrants that it owns, or is authorized to use, all Contractor Intellectual Property, Contractor IP Materials

and Contractor-provided Third Party Intellectual Property.

3.4. Access to Usine Aaencv Data. Contractor represents and warrants that Contractor has

not and will not prevent, or reasonably fail to allow, for any reason including without limitation late

payment or otherwise, the Using Agency's access to and retrieval of Using Agency Data. Contractor

acknowledges that Using Agency Data may be Public Records and that any person who knowingly,

without lawful authority and with the intent to defraud any party, public officer, or entity, alters,

destroys, defaces, removes, or conceals any Public Record commits a Class 4 felony.

3.3. Viruses. Contractor represents and warrants that it has not knowingly provided, and will

not knowingly provide, to the Using Agency in connection with the Services, any Software that uses Illicit

Cook County IT Special Conditions, p. Sof 16
v1.0, rev. Apdii 3, 2015



Code. Contractor represents and warrants that it has not and will not introduce, invoke or cause to be
invoked such illicit Code in any Using Agency IT environment at any time, including upon expiration or
termination of this Agreement for any reason, without the Using Agency's prior written consent. If

Contractor discovers that illicit Code has been introduced into Software residing on Equipment hosted

or supported by Contractor, Contractor shall, at no additional charge (unless such illicit Code was

introduced by the County, in which case the cost shall be covered by the County), (a) immediately

undertake to remove such illicit Code, (b) promptly notify the Using Agency in writing of the introduction,

and (c) use reasonable efforts to correct and repair any damage to Using Agency Data or Software caused

by such Illicit Code and otherwise assist the Using Agency in mitigating such damage and restoring any

affected Service, Software or Equipment.

3.6. Resale of Eauioment and Software. If Contractor resells to the Using Agency any

Equipment or Software that Contractor purchased from a Third Party, then Contractor, to the extent it is

legally able to do so, shall pass through any such Third Party warranties to the Using Agency and

reasonably cooperate in enforcing them. Such warranty pass-through will not relieve Contractor from its

warranty obligations set forth in this Section.

3.7. Data Securitv. Contractor warrants and represents that (i) the performance of the
Services shall not permit any unauthorized access to or cause any loss or damage to Using Agency Data,

Using Agency Intellectual Property, or other Using Agency Confidential information; and (ii) it complies

and shall comply with all Using Agency reasonable security policies in place from time to time which are
disclosed to the Contractor during the term of this Agreement.

4. INTELLECTUAL PROPERTY

4.1. Usina Aaencv Intellectual Prooertv. The Using Agency retains all right, title and interest

in and to all Using Agency Intellectual Property and Using Agency IP Materials. To the extent the Using

Agency may grant such license, Contractor is granted a worldwide, fully paid-up, nonexclusive license

during the term of this Agreement to use, copy, maintain, modify, enhance and create derivative works

of the Using Agency Intellectual Property and Using Agency IP Materials that are necessary for
performing the Services, and that are explicitly identified in writing by the Using Agency's Chief

Information Officer, for the sole purpose of performing the Services pursuant to this Agreement.

Contractor shall not be permitted to use any of the Using Agency Intellectual Property or Using Agency

IP Materials for the benefit of any entities other than the Using Agency. Contractor shall cease all use of
the Using Agency Intellectual Property and Using Agency IP Materials upon expiration or termination of
this Agreement. Upon expiration or termination of this Agreement or relevant Services under this

Agreement, Contractor shall return to the Using Agency all the Using Agency Intellectual Property, Using

Agency IP Materials and copies thereof possessed by Contractor.

4.2. Contractor Intellectual Prooertv. Contractor retains all right, title and interest in and to
Contractor Intellectual Property and Contractor IP Materials that Contractor developed before or
independently of this Agreement.

4.3. Third Partv Intellectual Prooertv. Contractor shall not introduce into the Using Agency's

environment any Third Party lntellectualProperty or otherwise use such Third Party Intellectual Property

to perform the Services without first obtaining the prior written consent from the Using Agency's Chief

Information Officer, which the Using Agency may give or withhold in its sole discretion. A decision by

the Using Agency to withhold its consent shall not relieve Contractor of any obligation to perform the
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Services.

6.4. Residual Knowledee. Nothing contained in this Agreement shall restrict either Contractor
or Using Agency from the use of any ideas, concepts, know-how, methodologies, processes,
technologies, algorithms or techniques relating to the Services which either Contractor or Using Agency,
individually or jointly, develops or discloses under this Agreement, provided that in doing so Contractor
or Using Agency does not breach its respective obligations under Section 5 relating to confidentiality and
non-disclosure and does not infringe the Intellectual Property rights of the other or Third Parties who
have licensed or provided materials to the other, Except for the license rights contained under Section
4, neither this Agreement nor any disclosure made hereunder grants any license to either Contractor or
Using Agency under any intellectual Property rights of the other.

4S. Software Licenses. These terms and conditions and the Agreement(including all appendix
and attachments) contain all terms and conditions relating to all licenses in Contractor-Provided Software
and Contractor IP Materials. Except as explicitly set forth elsewhere in these terms and conditions and

the Agreement, all licenses that Contractor grants in Contractor-Provided Software include the right of
use by Third Party Contractors for the benefit of the Using Agency, the right to make backup copies for
backup purposes or as may be required by the Using Agency's Business Continuity Plan or Disaster
Recovery Plan, in each case during the Term of the Agreement, the right to reasonably approve the
procedures by which Contractor may audit the use of license entitlements, and the right to give

reasonable approval before Contractor changes Contractor-Provided Software in a manner that
materially and negatively impacts the Using Agency.

5. USING AGENCY DATA AND CONFIDENTIALITY

S.t. Prooertv of UsinR ARencv. All Using Agency Confidential Information, including without
limitation Using Agency Data, shall be and remain the sole property of the Using Agency. Contractor
shall not utilize the Using Agency Data or any other Using Agency Confidential Information for any

purpose other than that of performing the Services under this Agreement. Contractor shall not, and
Contractor shall ensure that its Subcontractors, its employees, or agents do not, possess or assert any
lien or other right against or to the Using Agency Data or any other Using Agency Confidential

Information. Without the Using Agency's express written permission, which the Using Agency may give

or withhold in its sole discretion, no Using Agency Data nor any other Using Agency Confidential

Information, or any part thereof, shall be disclosed, shared, sold, assigned, leased, destroyed, altered,
withheld, or otherwise restricted of by Contractor or commercially exploited by or on behalf of
Contractor, its employees, Subcontractors or agents.

5.2. Acknowledement of Imoortance of UsinR ARencv Confidential Information. Contractor
acknowledges the importance of Using Agency Confidential Information, including without limitation

Using Agency Data, to the Using Agency and, where applicable, Third Party proprietors of such
information, and recognizes that the Using Agency and/or Third Party proprietors may suffer irreparable
harm or loss in the event of such information being disclosed or used otherwise than in accordance with

.this Agreement.

S.3. Return of Usine ARencv Data and Other UsinR ARencv Confidential information. Upon the
Using Agency's request, at any time during this Agreement or at termination or expiration of this
Agreement, Contractor shall promptly return any and all requested Using Agency Data and all other
requested Using Agency Confidential Information to the Using Agency or its designee in such a format as
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the Using Agency may reasonably request. Contractor shall also provide sufficient information requested

by the Using Agency about the format and structure of the Using Agency Data to enable such data to be

used in substantially the manner in which Contractor utilized such data. Also upon Using Agency's

request, in lieu of return or in addition to return, Contractor shall destroy Using Agency Data and other

Using Agency Confidentiallnformation, sanitize any media upon which such the aforementioned resided

using a process that meets or exceeds DoD 5220.28-M 3-pass specifications, and provide documentation

of same within 10 days of completion, all in compliance with Using Agency's reasonable policies and

procedures as updated. All other materials which contain Using Agency Data and other Using Agency

Confidential Information shall be physically destroyed and shredded in accordance to NIST Special

Publication 800-88; and upon Using Agency request, Contractor shall provide Using Agency with a

certificate of destruction in compliance with NIST Special Publication 800-88. Contractor shall be relieved

from its obligation to perform any Service to the extent the return of any Using Agency Data or other

Using Agency Confidential Information at the Using Agency's request under this Section materially

impacts Contractor's ability to perform such Service; provided, that Contractor gives the Using Agency

notice of the impact of the return and continues to use reasonable efforts to perform.

5.4. Disclosure Reauired bv Law. Reeulation or Court Order. In the event that Contractor is

required to disclose Using Agency Data or other Using Agency Confidentiallnformation in accordance

with a requirement or request by operation of Law, regulation or court order, Contractor shall, except to
the extent prohibited by law: (a) advise the Using Agency thereof prior to disclosure; (b) take such steps

to limit the extent of the disclosure to the extent lawful and reasonably practical; (c) afford the Using

Agency a reasonable opportunity to intervene in the proceedings; and (d) comply with the Using Agency's

reasonable requests as to the manner and terms of any such disclosure, in each case in clauses (a)

through (d) at Using Agency's sole cost and expense.

S.S. Loss of Usine Apencv Confidential Information. Without limiting any rights and

responsibilities under Section 7 of these IT Special Conditions, in the event of any disclosure or loss of,

or inability to account for, any Using Agency Confidential Information, Contractor shall promptly (at its

own expense to the extent caused by the Contractor): (a) notify the Using Agency in writing; (b) take such

actions as may be necessary or reasonably requested by the Using Agency to minimize the violation; and

(c) cooperate in all reasonable respects with the Using Agency to minimize the violation and any damage

resulting therefrom.

S.e. Undertakines With Resoect To Personnel. Contractor acknowledges and agrees that it is

responsible for the maintenance of the confidentiality of Using Agency Data and other Using Agency

Confidential Information by Contractor Personnel. Without limiting the generality of the foregoing,

Contractor shall undertake to inform all Contractor Personnel of Contractor's obligations with respect to
Using Agency Data and other Using Agency Confidential Information and shall undertake to ensure that

all Contractor Personnel comply with Contractor's obligations with respect to same.

s.z. Backfzround Checks of Contractor Personnel. Whenever the Using Agency deems it

reasonably necessary for security reasons, the Using Agency or its designee may conduct, at its expense,

criminal and driver history background checks of Contractor Personnel. Contractor and its Subcontractors

shall immediately reassign any individual who, in the opinion of the Using Agency, does not pass the

background check.

S.g Contractor Confidential Information. Using Agency shall use at least the same degree of
care to prevent disclosing Contractor Confidential Information to Third Parties as Using Agency employs
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to avoid unauthorized disclosure, publication or dissemination of its Using Agency Confidential

Information of like character.

6. DATA SECURITY AND PRIVACY

6.1. General Reouirement of Confidentialitv and Securitv. It shall be Contractor's obligation

to maintain the confidentiality and security of all Using Agency Confidential Information, including

without limitation Using Agency Data, in connection with the performance of the Services. Without

limiting Contractor's other obligations under this Agreement, Contractor shall implement and/or use
network management and maintenance applications and tools and appropriate fraud prevention and

detection and encryption technologies to protect the aforementioned; provided that Contractor shall, at
a minimum, encrypt all Personal Information in-transit and at-rest except when personal information is

in the database on Using Agency hardware. Contractor shall perform all Services utilizing security

technologies and techniques and in accordance with industry leading practices and the Using Agency's

security policies, procedures and other requirements made available to Contractor in writing, including

those relating to the prevention and detection of fraud or other inappropriate use or access of systems

and networks.

6.2. General Comoliance. Contractor shall comply with all applicable Laws, regulatory

requirements and codes of practice in connection with all capturing, processing, storing and disposing of
Personal Information by Contractor pursuant to its obligations under this Agreement and applicable Data

Protection Laws and shall not do, or cause or permit to be done, anything that may cause or otherwise

result in a breach by the Using Agency of the same. Contractor and all Contractor Personnel shall comply
with all the Using Agency policies and procedures regarding data access, privacy and security.

6vk Securitv. Contractor shall establish and maintain reasonable and appropriate physical,

logical, and administrative safeguards to preserve the security and confidentiality of the Using Agency

Data and other Using Agency Confidential Information and to protect same against unauthorized or

unlawful disclosure, access or processing, accidental loss, destruction or damage. Such safeguards shall

be deemed reasonable and appropriate if established and maintained with the more rigorous of: (a) the
Using Agency's reasonable Policies as updated as mutually agreed by the parties; (b) the security

standards employed by Contractor with respect to the protection of its confidential information and

trade secrets as updated; (c) security standards provided by Contractor to its other customers at no

additional cost to such customers, as updated; or (d) compliance with the then-current NIST 800-series
standards and successors thereto or an equivalent, generally accepted, industry-standard security

standards series.

6.4. Written Information Securitv Proeram. Contractor shall establish and maintain a WISP

designed to preserve the security and confidentiality of the Using Agency Data and other Using Agency

Confidential information. Contractor's WISP shall include Data Breach procedures and annual Data

Breach response exercises. Contractor's WISP shall be reasonably detailed and shall be subject to the
Using Agency's reasonable approval.

6.6. Contractor Personnel. Contractor will oblige its Contractor Personnel to comply with

applicable Data Protection Laws and to undertake only to collect, process or use any Using Agency Data,

Using Agency Intellectual Property, Using Agency Confidential Information, or Personal Information

received from or on behalf of the Using Agency for purposes of and necessary to, performing the Services
and not to make the aforementioned available to any Third Parties except as specifically authorized
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hereunder. Contractor shall ensure that, prior to performing any Services or accessing any Using Agency

Data or other Using Agency Confidential Information, all Contractor Personnel who may have access to
the aforementioned shall have executed agreements concerning access protection and data/software

security consistent with this Agreement.

6.6. Information Access. Contractor shall not attempt to or permit access to any Using Agency

Data or other Using Agency Confidential Information by any unauthorized individual or entity. Contractor

shall provide each of the Contractor Personnel, Subcontractors and agents only such access as is

minimally necessary for such persons/entities to perform the tasks and functions for which they are

responsible. Contractor shall, upon request from the Using Agency, provide the Using Agency with an

updated list of those Contractor Personnel, Subcontractors and agents having access to Using Agency

Data and other Using Agency Confidential Information and the level of such access. Contractor shall

maintain written policies that include auditing access levels and terminating access rights for off-boarded

Contractor Personnel, Subcontractors and agents.

6.7. Protected Health Information. If Contractor will have access to Personal Health

Information in connection with the performance of the Services, Contractor shall execute a Business

Associate Agreement in a reasonable form provided by the Using Agency.

6.8. Criminal Justice information. If Contractor will have access to Criminal Justice Information

in connection with the performance of the Services, Contractor shall execute a reasonable addendum to
this Agreement governing the Contractor's access to such Criminal Justice Information in a form provided

by the Using Agency.

B.B. Cardholder Data. If Contractor will have access to Cardholder Data in connection with the

performance of the Services, no less than annually, Contractor shall tender to Using Agency a current

attestation of compliance signed by a Qualified Security Assessor certified by the Payment Card Industry.

6.10. Encrvotion Requirement. Contractor shall encrypt all Personal Information and all other

Using Agency Confidential Information the disclosure of which would reasonably threaten the
confidentiality and security of Using Agency Data. Contractor shall encrypt the aforementioned in

motion, and in use in a manner that, at a minimum, adheres to NIST SP 800-111,NIST SP 80052, NIST SP

800-77 and NIST SP 800-113 encryption standards. Contractor shall not deviate from this encryption

requirement without the advance, written approval of the Using Agency's Information Security Office.

6.11. Usine Aaencv Securitv. Contractor shall notify the Using Agency if it becomes aware of
any Using Agency security practices or procedures (or any lack thereof) that Contractor believes do not

comport with generally accepted security policies or procedures.

6.12. Contr'actor as a Data Processor. Contractor understands and acknowledges that, to the
extent that performance of its obligations hereunder involves or necessitates the processing of Personal

Information, it shall act only on instructions and directions from the Using Agency; pi ovided, however,

that Contractor shall notify the Using Agency if it receives instructions or directions from the Using

Agency that Contractor believes do not comport with generally accepted security polices or procedures

and the Using Agency shall determine whether to modify such instructions or have Contractor comply

with such instructions unchanged.

e.13. Data Subiect Rieht of Access and Rectification. If the Using Agency is required to provide

or rectify information regarding an individual's Personal Information, Contractor will reasonably
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cooperate with the Using Agency to the full extent necessary to comply with Data Protection Laws. If a

request by a data subject is made directly to Contractor, Contractor shall notify the Using Agency of such
request as soon as reasonably practicable.

6.14. Securitv. Privacv and Data Minimization in Software Development Life Cvcle. Contractor
shall implement an industry-recognized procedure that addresses the security and privacy of Personal
Information as part of the software development life cycle in connection with the performance of the
Services. Contractor shall implement procedures to minimize the collection of Personal Information and

shall, subject to Using Agency's written request to the contrary, minimize the collection of Personal
Information,

6.25. Advertisina and Sale of Usine Aeencv Data. Nothing in this Agreement shall be construed
to limit or prohibit a Using Agency's right to advertise, sell or otherwise distribute Using Agency Data as
permitted by the Cook County Code of Ordinances.

7. DATA SECURITY BREACH

Notice to Usina Agency. Contractor shall provide to the Using Agency written notice of
such Data Security Breach promptly following, and in no event later than one (1) business day following,
the discovery or suspicion of the occurrence of a Data Security Breach. Such notice shall summarize in

reasonable detail the nature of the Using Agency Data that may have been exposed, and, if applicable,

any persons whose Personal Information may have been affected, or exposed by such Data Security
Breach. Contractor shall not make any public announcements relating to such Data Security Breach
without the Using Agency's prior written approval.

7.2. Data Breach Responsibilities. If Contractor knows or has reason to know that a Data

Security Breach has occurred (or potentially has occurred), Contractor shall: (a) reasonably cooperate
with the Using Agency in connection with the investigation of known and suspected Data Security

Breaches; (b) perform any corrective actions that are within the scope of the Services; and (c) at the
request and under the direction of the Using Agency, take any all other reasonable remedial actions that
the Using Agency deems necessary or appropriate, including without limitation, providing notice to all

persons whose Personal Information may have been affected or exposed by such Data Security Breach,
whether or not such notice is required by Law.

7.3. Data Breach Exercises. Contractor shall conduct annual Data Breach exercises. Upon Using

Agency request, Contractor shall coordinate its exercises with the Using Agency.

7.4. Costs. The costs incurred in connection with Contractor's obligations set forth in Section
7 or Using Agency's obligations under relevant Data Security Laws shall be the responsibility of the Party
whose acts or omissions caused or resulted in the Data Security Beach and may include without
limitation: (a) the development and delivery of legal notices or reports required by Law, including

research and analysis to determine whether such notices or reports may be required; (b) examination
and repair of Using Agency Data that may have been altered or damaged in connection with the Data

Security Breach, (c) containment, elimination and remediation of the Data Security Breach, and (d)

implementation of new or additionalsecurity measures reasonably necessary to prevent additional Data

Security Breaches; (e) providing notice to all persons whose Personal Information may have been
affected or exposed by such Data Security Breach, whether or required by Law; (f) the establishment of
a toll-free telephone number, email address, and staffing of corresponding communications center
where affected persons may receive information relating to the Data Security Breach; (g) the provision
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of one (1) year of credit monitoring/repair and/or identity restoration/insurance for affected persons.

8. AUDIT RIGHTS

B.t. Generallv. Contractor and its Subcontractors shall provide access to any records, facilities,

personnel, and systems relating to the Services, at any time during standard business hours, to the Using

Agency and its internal or external auditors, inspectors and regulators in order to audit, inspect, examine,
test, and verify: (a) the availability, integrity and confidentiality of Using Agency Data and examine the
systems that process, store, support and transmit Using Agency Data; (b) controls placed in operation by
Contractor and its Subcontractors relating to Using Agency Data and any Services; (c) Contractor's
disaster recovery and backup/recovery processes and procedures; and (d) Contractor's performance of
the Services in accordance with the Agreement. The aforementioned Using Agency audit rights include

the Using Agency's right to verify or conduct its own SOC 2 audits.

B.2. Audits Conducted bv Contractor. Contractor promptly shall make available to the Using

Agency the results of any reviews or audits conducted by Contractor and its Subcontractors, agents or
representatives (including internal and external auditors), including SOC 2 audits, relating to Contractor's

and its Subcontractors'perating practices and procedures to the extent relevant to the Services or any
of Contractor's obligations under the Agreement. To the extent that the results of any such audits reveal

deficiencies or issues that impact the Using Agency or the Services, Contractor shall provide the Using

Agency with such results promptly following completion thereof.

B.3. Internal Controls. Contractor shall notify the Using Agency prior to modifying any of its
internal controls that impact the Using Agency, the Services and/or Using Agency Data and shall

demonstrate compliance with this Agreement.

B.4. Subcontractor Aereements. Contractor shall ensure that all agreements with its

Subcontractors performing Services under this Agreement contain terms and conditions consistent with

the Using Agency's audit rights.

9. MISCELLANEOUS

9.1. Survival. Sections 1 (Defiinitions for Special Conditions), 4 (Intellectual Property), 7 (Data
Security Breach), and 8 (Audit Rights) shall survive the expiration or termination of this Agreement for a

period of five (S) years (and Sections S (Using Agency Data and Confidentiality) and 10 (Miscellaneous)
shall survive for a period of ten [10] years) from the later of (a) the expiration or termination of this
Agreement, or (b) the return or destruction of Using Agency Confidential Information as required by this
Agreement.

9.2. No Limitation. The rights and obligations set forth in these IT special conditions exhibit do
not limit the rights and obligations set forth in any Articles of the Professional Services Agreement. For
the avoidance of doubt, the use of County in the PSA or GC shall expressly include Using Agency and vice

versa.

9.3. No Waiver of Tort lmmunitv. Nothing in this Agreement waives immunity available to the
Using Agency under Law, including under the illinois Local Governmental and Governmental Employees
Tort Immunity Act, 745 ILCS 10/1-101 et seq.
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9xk No Click-Wrap or Incorporated Terms. The Using Agency is not bound by any content on

the Contractor's website, in any click-wrap, shrink-wrap, browse-wrap or other similar document, even

if the Contractor's documentation specifically referenced that content and attempts to incorporate it

into any other communication, unless the Using Agency has actual knowledge of the content and has

expressly agreed to be bound by it in a writing that has been manually signed by the County's Chief

Procurement Officer.

9.5. Chanae Reauests. Except as otherwise set forth in this Agreement, this Section 10.5shall

govern all Change Requests and Change Orders. If either Party believes that a Change Order is necessary

or desirable, such Party shall submit a Change Request to the other. Contractor represents to Using

Agency that it has factored into Contractor's fees adequate contingencies for de minimis Change Orders.

Accordingly, if Change Requests are made, they will be presumed not to impact the fees under this

Agreement; provided, however, that if the Change Request consists of other than a de mi nimis deviation

from the scope of the Services and/or Deliverables, Contractor shall provide Using Agency with written

notification of such other deviation within five (5) business days after receipt of the Change Request. In

the event of a Using Agency-initiated Change Request, within five (5) business days of Contractor's

receipt of such Change Request, Contractor shall provide to Using Agency a written statement describing

in detail: (a) the reasonably anticipated impact on any Services and Deliverables as a result of the Change

Request including, without limitation, Changes in Software and Equipment, and (b) the fixed cost or cost
estimate for the Change Request. If Licensor submits a Change Request to Customer, such Change

Request shall include the information required for a Change Response.

9.6. Chance Orders. Any Change Order that increases the cost or scope of the Agreement, or

that materially affects the rights or duties of the Parties as set forth the Agreement, must be agreed upon

by the Using Agency in a writing executed by the County's Chief Procurement Officer. In all cases, the

approvalof all Change Requests and issuance of corresponding Change Orders must corn ply the County's

Procurement Code. If either Party rejects the other's Change Request, Contractor shall proceed to fulfill

its obligations under this Agreement.
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EXHIBIT 3

Schedule of Compensation



Contract No. 1418-13332
Public Defender Business Process Reengiueeriug

k Case Management System Implementation

Exhibit 3

Schedule of Comnensation

One Time Annual
Services

Implementation Services
Data Conversions
The Bridge Interface
ESB Interface

Annual License & Maintenance Fees
License & Maintenance Fees

Figure I

$389,600
104,500
19,000
30,000

$329,250
$543,100 $329,250

Years License &
Maintenance

Fee

Implementation

Services

Data Conversion Total

& Interfaces

5yrTOTAL

$329,250

$342,420

$356,117

$370,362

$385,176

$1,783,325

$389,600 $153,500 $872,350

$342,420

$356,117

$370,362

$385,176

$2,326,425



Contract No. 1418-13332
Public Defender Business Process Reengineering

& Case Management System Implementation

Cost Proposal Notes

The Consultant shall lease its system to Cook County, and the lease shall consist of licenses and
maintenance. The County shall pay an annual fee based on the number of users, all accessing the
software on the same central system. The above chart (figure I) calculates annual license fees
based on an estimate of 750 users. That fee will be adjusted based on the actual number of users
determined prior to rollout and then on an annual basis thereafter as set forth below. The annual

license and maintenance fees include support, maintenance and upgrades. The continuing

licenses are subject to the payment of the annual fees. This approach also spreads costs over the
life of the project. JustWare shall remain under continuous warranty.

The annual JustWare subscription and maintenance fees are due when County approves the
system ready for rollout. There will be no implementation progress payments except to third

party providers for data conversions, interfaces and M/WBE, which will be invoiced and paid as
the deliverables are met, and approved by County, as noted in the chart below. The professional
service fees to date shall be due when JustWare system is ready for rollout as approved by
County. Because JustWare is configurable, there should be no customization required.

Deliverable Payment Schedule for 3" Party & NI/WBK

Deliverable

I Initiation & Planning
~ Org Change Management Plan Delivered

for Review

~ Kickoff Preparation and Support

2 Assessment
~ Site Visits Complete
~ Current State Process Diagrams &

Summary

Proposed
Invoice Amount

$25,000

$65,000

Proposed
Invoice Month

3 Re-engineering
~ 4 Workshops
~ Requirements traceability matrix
~ Future Workflow Models
~ Process, Configuration, and Data

Recommendations

4 Data Conversions and Interfaces

Data Conversion Mapping Document

Data Conversion First Iteration

Data Conversion Final Acceptance

,
Bridge Interface Mapping Document

Bridge Interface First Iteration

$46,800

$47,500

$19,000

$28,500

$8,000

$3,200

7

8

10

8



Deliverable

Contract No. 1418-13332
Public Defender Business Process Reengineering

& Case Management System Implementation

Proposed Proposed
Invoice Amount Invoice Month

Bridge Interface Final Acceptance
l ESB Interface Mapping Document

$7,800

$11,500

10

ESB Interface First Iteration

ESB Interface Final Acceptance

$4,600

$8,900 10

System Acceptance Prior to Go-Live $14,500

$290,300
Total

10

e Note: Software Maintenance to be billed annually, in advance.

The number of users will be determined by Cook County at the time of approval for system
rollout. The number ofusers will determine the annual license and maintenance amount, which
must be paid prior to Go-Live. The pricing for each JustWare user including unlimited use of the
Public Portal, and JustWare's API is $425. Pricing for each additional JustWare user is an
additional annual license and maintenance fee of $425. The pricing also includes 250 Document
Imaging and Barcoding users. Pricing for each additional Document Imaging and Barcoding user
is an additional annual license and maintenance fee of $42.

The total number of users shall be determined by Cook County each year. 60 days prior to
invoice for license and support, Cook County shall determine and submit the total users count for
the upcoming and year which will determine the annual license and support amount for the
upcoming year,

Annual Licenses and Maintenance shall be governed by a five-year agreement with a 4% annual

increase cap on those fees.

Training will be integrated into all facets of configuration and implementation. The training
begins on the Effective Date of the Agreement. Consultant will provide unlimited training to the
County during implementation.

Maximum Comnensation: Compensation under this Contract shall not exceed $2,326,425.00
without proper authorization per Section 10.c.Contract Amendments except for any change
requests caused by the County after the Effective Date of this Agreement (and such changes
must be approved by the County's Chief Procurement Officer), Journal Technologies shall bear
all cost and responsibility for tendering all Deliverables at the fixed fee set forth in this
Agreement.



EXHIBIT 4
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Journal Technologies, Inc.

A Daily Journal Company

SOFTWARE LICENSE AND SUPPORT AGREEMENT

THIS SOFTWARE LICENSE AND SUPPORT AGREEMENT (this
"Agreement" ), by and between Journal Technologies, Inc., a Utah corporation
(hereinafter "Licensor" ), and the County of Cook, a public body corporate of the State of
Illinois, on behalf of Office of the Chief Procurement Officer (hereinafter "Licensee"), is
made as of the date executed by both Licensor and Licensee (the "Effective Date"). In
consideration for the representations and agreements contained herein, the parties hereby

covenant and agree as follows:

1. DEFINITIONS

1.1 Application Administrator is a designated employee or contractor of
Licensee responsible for managing the case management system. This role includes

communicating with Licensor staff for support, troubleshooting problems, and

coordinating maintenance tasks.

1.2 Documentation includes user, administrative and technical electronic
guides which facilitate the use of and relate to the Licensed Software, together with any
written product information, instructions, specifications or use guidelines made available

by Licensor.

1.3 Go Live means that the Licensed Software is being Used (as defined

below) in an operational capacity with operational data in Licensee's production

environment.

1.4 Licensed Software means the proprietary computer software program or
programs identified in Exhibit A ("LICENSE AND MAINTENANCE FEES"),together
with all related Documentation.

1.5 License and Maintenance Fees means the fees to be paid by Licensee to
Licensor annually in advance of each year of the License Term pursuant to Section 2.2.2
("License and Maintenance Fees").

1.6 Maintenance means enhancements, upgrades and new releases of the
Licensed Software, which includes only those additions and/or modifications to the

Licensed Software which (A) enhance functionality and/or performance without

fundamentally altering the nature or manner in which the Licensed Software operates,
and (B) are made generally available without additional or increased charges to other

persons entitled to receive maintenance from Licensor.
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1.7 Professional Services Agreement means that certain Professional

Services Agreement between Licensor and Licensee, of even date herewith.

1.8 Support means access to technical assistance for the Licensed Software,

including support for questions about functionality and installation, the resolution of error

messages, bug fixes and troubleshooting.

1.9 Use or Using means (i) transferring any portion of the Licensed Software

from storage units or media into computer or terminal equipment for utilization or

processing; (ii) accessing any portion of the Licensed Software for any purpose
(including, without limitation, viewing information already in the Licensed Software); or
(iii) merging any Licensed Software in machine readable form into another program.

1.10 User means (a) any individual person, computer terminal or computer

system (including, without limitation, any workstation, pc/cpu, laptop and wireless or
network node) that has been authorized by the Licensee (through a username and

password) to use the Licensed Soliware, (b) any other non-court government employees
and contractors who are performing their jobs, or a computer terminal or computer

systein used by such a person, or (c) any individual person who is a member of the

general public (including litigants and their attorneys, reporters and interested citizens,
but not government employees or contractors who are performing their jobs), or a
computer terminal or computer system used by such a person, accessing the Licensed
Software at any given time for any reason (including to file documents electronically or

to view information already in or accessible through the Licensed Software).

2. LICENSE

2.1 Grant of License. Upon commencement of the License Term, Licensor

grants to Licensee and Licensee hereby accepts from Licensor a non-exclusive, non-

transferable, personal license to install and Use the Licensed Software; nrovided,
however, that Licensee's rights with respect to the Licensed Software are at all times and

in all respects subject to the terms and conditions of this Agreement. Licensee's
authorized Users may Use the Licensed Sollware only during the License Term and only

so long as Licensee has paid the required License and Maintenance Fees and is not

otherwise in default under this Agreement. This license includes the right to make one

copy of the Licensed Software in machine-readable form solely for Licensee's back-up

purposes. The Licensed Software is the proprietary information and a trade secret of
Licensor and this Agreement grants Licensee no title or rights of ownership in the

Licensed Solbvare. The Licensed Software is being licensed and not sold to the

Licensee. The Licensed Sofhvare is protected by United States copyright laws and

international copyright treaties, as well as other intellectual property laws.

2.2 License Term and License and Maintenance Fees.

2.2.1 License Term. The License Term shall commence on the date of
Go Live; provided that the License and Maintenance Fees for the first year of the License
Term and any unpaid fees for implementation services under the Professional Services
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Agreement must have been received prior to such date (and the license file shall not be
delivered, and the License Term shall not begin, until such License and Maintenance

Fees and fees for implementation services have been received by Licensor). The License
Term shall continue until the fifth anniversary of the date ofGo Live (the "License
Term*'), and the parties shall thereafter have the option to extend the Agreement for two
successive one-year periods (cExtension Terms" ) by giving written notice of its decision

to extend prior to the end of the then-current License Term and prior to the end of the

first, one-year Extension Term.

2.2.2 License and Maintenance Fees. Licensee shall make payment of
the License and Maintenance Fees to Licensor based on the number of Users and

calculated in accordance with Exhibit A, in advance of each applicable year of the

License Term, including each year of the original License Term and each one-year

extension; nrovided that the License and Maintenance Fees for the first year of the

License Term and any unpaid fees for implementation services under the Professional

Services Agreement must be paid prior to Go Live. Annual License and Maintenance

Fees are subject to increase in accordance with Exhibit A. Licensee may increase the

number of Users at any time upon written notice to Licensor, which shall be promptly
followed by payment reflecting the increased License and Maintenance Fees, calculated

according to Exhibit A, and pro-rated for any partial year of the License Term. Licensee

may also reduce the number ofUsers of the Licensed Software, and the commensurate

fee payable, but such reduction shall only become effective at the beginning of the

following year of the License Term, and the written reduction notice must be given at
least thirty (30) days before the next anniversary of the start of the License Term. All

sales taxes or similar fees levied on account of payments to Licensor are the

responsibility of Licensee.

2.2.3 Certain Snecific Limitations. Licensee shall not, and shall not

permit any User or other party to, (a) copy or otherwise reproduce, reverse engineer or
decompile all or any part of the Licensed Software, (b) make alterations to or modify the

Licensed Sotlware, (c) grant sublicenses, leases or other rights in or to the Licensed
Software, or (d) permit any party access to the Licensed Software for purposes of
programming against it. Licensee is solely responsible for all data entered, contained in

and modified while using the Licensed Software, including, without limitation, the

accuracy, responsibility for archival, loss of, use and misuse of all such data.

2.2.4 E-Commerce Functionalitv Fees. If JusticeWeb is included in the

Licensed Software and the e-commerce functionality of JusticeWeb is utilized, Licensor
shall provide a 3~ party PCI compliant payment gateway and payment processing
functionality, A merchant services agreement will be provided to Licensee upon request.
If Licensee requires an alternate payment processor provider, Licensee is responsible for
all additional development costs to connect JusticeWeb with the payment processor
provider.

2.2.5 Escrow of Source Code Renresentations and Warranties.

The Licensor represents and warrants that:
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(i) The Licensor has entered into the Software Source Code Escrow
Agreement, as amended from time to time (the "Escrow Agreement" )
with InnovaSafe, Inc. (the "Escrow Agent" );

(ii) All of the Licensed Software in source code form, including all

documentation and instructions necessary to maintain, duplicate, compile,
interpret and install the source code for the Licensed Software

(collectively, the "Source Code") is deposited in escrow pursuant to said
Escrow Agreement; and

(iii) The Licensor shall maintain the Escrow Agreement until either (I) the
termination or expiration of this Agreement or (2) the Licensor or Escrow
Agent provides the Source Code to the Licensee.

2.2.6 Escrow Beneficiarv Enrollment. The Licensor shall provide to the
Licensee all information necessary for the Licensee to comply with beneficiary
registration requirements, if any, of the Escrow Agent. Licensee may be added as a
beneficiary to the Escrow Agreement by completing the beneficiary enrollment form

provided by Licensor and paying the annual beneficiary fee (currently $200) directly to
the Escrow Agent. Licensee will be responsible for maintaining its ongoing status as a
beneficiary, including payment of the then-current annual beneficiary fees. Licensor shall

provide sixty (60) days prior written notice to Licensee ofa change of Licensor's Escrow
Agent.

2.2.7 Source Code Escrow Reauirements. The Escrow Agreement shall

provide that:

(i) Source Code must be held in escrow by the Escrow Agent for enrolled
beneficiaries of the Licensor;

(ii) Source Code for all updates to the Licensed Sofiware must be escrowed
within thirty (30) days of the date of issue;

(iii) The Escrow Agent must notify enrolled beneficiaries of receipt of each
deposit related to the Licensed Software; and

(iv) The Licensee is permitted, at its sole cost and expense, to require periodic
verification (but in any event not more than once per year) by Escrow
Agent of all Source Code held in escrow.

2.2.8 Release of Source Code. If the Licensor, its assignee or
successor becomes insolvent and does not cure such insolvency with 30
days or ceases to exist as a business entity, the Licensee shall have the

right to so certify to the Escrow Agent and to direct the Escrow Agent to
provide the Licensee with a copy of the Source Code for the installed

release level of the Licensed Software used by Licensee. For the
avoidance of doubt, the Licensee can only exercise its rights under this
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Section 2.2.8, if the License and Maintenance Fees for the Licensed
Software have been paid in full to the Licensor.

2.2.9 Source Code Undates. Source Code, as well as any
corrections or enhancements to such Source Code, must be updated for
each new release, patch, service pack or upgrade of the Licensed Software
and placed in escrow as required by Section 2.2.7(ii).

2.2.10 Notice. Licensor shall certify in writing, upon request from
the County, that it has deposited, and thereafter will maintain, a current

copy of all Source Code related to the Licensed Software, including
current commentary, with the Escrow Agent and agrees to comply with

the obligations set forth in the Escrow Agreement as required hereby.
Licensor shall certify in writing annually, upon request from the County,
that the Source Code escrow remains in effect with the Escrow Agent in

compliance with the terms of this section, and that the Source Code is up
to date.

3. MAINTENANCE AND SUPPORT

3.2 Maintenance. Maintenance will be provided for the Licensed Software
provided that Licensee has paid the applicable License and Maintenance Fees described
in Section 2.2.2, and subject to all of the terms and conditions of this Agreement.
Maintenance for the Licensed Sofhvare will be available when the applicable
enhancement, upgmde or release is first made generally available to persons entitled to
receive maintenance from Licensor.

3.3 Sunnort. Support for JustWare and JusticeWeb is available by telephone,
e-mail, or internet support forum &om 6:00 am to 6:00pm Mountain time, Monday
through Friday, except for federal holidays. Licensor shall generally provide an initial

response within one (I) hour of first contact for critical incidents, if first contact is made
via phone. Otherwise, Licensor shall generally provide an initial response within 4 hours

of first contact. Support for the JustWare API is provided via the API Support Internet
Forum htto://coimnunitv.newdawn.corn/, or as site URL is updated with notice thereof to
Licensee. Licensor shall generally provide an initial response to a forum request within

4 hours. Licensor shall use all reasonable diligence in correcting verifiable and

reproducible errors reported to Licensor. Licensor shall, after verifying that such an error
is present, initiate work in a diligent manner toward development of a solution. If the
error is categorized as "Critical" (meaning an error for which there is no workaround and
which causes data loss, affects a mission critical task or poses a possible security risk that

could compromise the system), Licensor shall provide a solution through a service
release as soon as possible. Licensor shall not be responsible for correcting errors in any
version of the Licensed Software other than the current version, with the exception of
Critical errors, for which a service release will be provided for the most recent previous
version as welL Licensor shall not be responsible for errors caused by Licensee's
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hardware limitations or failures, network infrastructure, operating system problems,
operator errors or any errors related to processes, interfaces or other software.

3.4 Conditions to Receive Sunnort.

3.4.1 Licensee must designate one or more Application Administrators,
each of whom shall be an employee or contractor of Licensee. Only a designated

Application Administrator may request Support. It is the responsibility of Licensee to
instruct Users to route Support requests through the Application Administrator. Requests

by others are subject to additional fees described in Section 3.4.

3.4.2 Licensee must maintain a dedicated connection, approved by
Licensor, to the Licensed Soltware's database and/or application server, with full screen
access to the server and full administrative rights to publish information and make
changes.

3.4.3 Licensee must maintain all related hardware and solbvare systems
required for the operation of the Licensed Sollware. Minimum System requirements are
attached as Exhibit B ("SYSTEMREQUIREMENTS" ), Licensor shall have no
responsibility for configuring, maintaining or upgrading Licensee's operating system,
hardware, network or any other software not provided by Licensor. Licensor is not
responsible for creating or maintaining database or storage backup files.

3.4.4 Licensee must keep current and have installed the latest generally
available version of the Licensed Software or the most recent previous version.

3.5 Other Sunnort. Services that go beyond routine Support may be provided
under the terms of a professional services agreement upon agreement of the parties.

4. WARRANTY

4.1 Licensed Software.Warrantv. Licensor warrants that the Licensed
Software will perform in all material respects during the License Term in accordance
with the applicable user, administrative, and technical electronic guides.
Notwithstanding the foregoing, this warranty shall not apply and Licensor will incur no
liability whatsoever if there is or has been (a) the use of any non-current version (or the
most recent previous version) of the Licensed Software, (b) the combination of the
Licensed Software with any other software not recommended, provided or authorized by
Licensor, (c) modification of the Licensed Software, (d) any use of the Licensed Software
in breach of this Agreement or (e) any failure to satisfy the conditions to receive Support
under Section 3.4 above. If at any time during the License Term the Licensed Software
fails to perform according to this warranty, Licensee shall promptly notify Licensor in

writing of such alleged nonconformance, and Licensor shall provide bug fixes and other

Support, but only so long as the alleged nonconformance is not caused by an act of
Licensee or any third party not under the control of or authorized by Licensor. After the

bug fixes and Support have been provided, if any such non-performance materially
impairs the ability of Licensee to utilize the Licensed Software, Licensee shall have the

right, on thirty (30) days'otice, to terminate the license and this Agreement (with a
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credit for License and Maintenance Fees paid with respect to the period in which

utilization was materially impaired).

4.2 Warrantv of Law. Licensor represents and warrants that to the best of
Licensor's knowledge: (i) there is no claim, litigation or proceeding pending or
threatened against Licensor with respect to the Licensed Software or any component

thereof alleging Infringement of any patent or copyright or any trade secret or any

proprietary right of any person; (ii) the Licensed Software complies in all material

respects with applicable laws, rules and regulations; (iii) Licensor has full authority to
enter into this Agreement and to consummate the transactions contemplated hereby; and

(iv) this Agreement is not prohibited by any other agreement to which Licensor is a party
or by which it may be bound (the "Legal Warranty" ). In the event of a breach of the

Legal Warranty, Licensor shall indemnify and hold harmless Licensee from and against

any and all losses, liabilities, damages, causes of action, claims, demands, and expenses
(including reasonable legal fees and expenses) incurred by Licensee, arising out of or
resulting from said breach.

4.3 Warrantv of Title. Licensor further warrants that (i) it has good title to the
Licensed Software; (ii) it has the absolute right to license the Licensed Software; (iii) as

long as Licensee is not in material default hereunder, Licensee shall be able to quietly and

peacefully possess and Use the Licensed Software provided hereunder subject to and in

accordance with the provisions of this Agreement; and (iv) Licensor shall be responsible
for and have full authority to license all proprietary and/or third party software modules,

algorithms and protocols that are incorporated into the Licensed Software (the "Title
Warranty" ). In the event of a breach of the Title Warranty, Licensor shall indemnify and

hold harmless Licensee from and against any and all losses, liabilities, damages, causes
of action, claims, demands, and expenses (including reasonable legal fees and expenses)
incurred by Licensee, arising out of or resulting from said breach.

4.4 No Other Warranties. THE WARRANTIES AND REPRESENTATIONS
STATED WITHIN THIS AGREEMENT ARE EXCLUSIVE, AND IN LIEU OF ALL
OTHER WARRANTIES, EXPRESS OR IMPLIED, INCLUDING, BUT NOT
LIMITED TO, THE IMPLIED WARRANTIES OF MERCHANTABILITY AND
FITNESS FOR A PARTICULAR PURPOSE.

5. LIMITATIONS ON LIABILITY.

NEITHER PARTY SHALL BELIABLE TO THE OTHER FOR ANY INDIRECT,
SPECIAL OR CONSEQUENTIAL DAMAGES OR LOSS OF ANTICIPATED
PROFITS IN CONNECTION WITH OR ARISING OUT OF THE SUBJECT MATTER
OF THIS AGREEMENT. FURTHERMORE, IN NO EVENT SHALL EITHER PARTY
BE CUMULATIVELY LIABLE TO THE OTHER IN CONNECTION WITH THIS
AGREEMENT (INCLUDING, WITHOUT LIMITIATION, THE PROFESSIONAL
SERVICES AGREEMENT AND ANY STATEMENTS OF WORK) FOR ANY
AMOUNT IN EXCESS OF THE AMOUNT OF LICENSE AND MAINTENANCE
FEES DUE AND PAYABLE OR ALREADY RECEIVED BYLICENSOR UNDER
THIS AGREEMENT. THE FOREGOING LIMITATION OF LIABILITY SHALL NOT
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APPLY TO CONSULTANT'S WILLFUL MISCONDUCT, GROSS NEGLIGENCE,
FRAUD, OR CONFIDENTIALITY OBLIGATIONS,

6. CONFIDENTIALITY

6.1 Licensee's Resnonsibilities. Licensee hereby agrees that (a) the Licensed
SoRware and other materials received from Licensor under this Agreement are the

confidential and proprietary information of Licensor, (b) Licensee shall take all

commercially reasonable steps to protect the confidentiality of the Licensed Software and

other materials, and (c) except as permitted by the terms of Section 2.1 ("Grant of
License" ), neither the Licensed Software nor any of the other materials shall be in any

way disclosed by Licensee to any third party, in whole or in part, without the prior
written consent of Licensor, which may be granted or withheld in its sole discretion. If
Licensee becomes aware of the unauthorized possession of the Licensed Software or any
of the other materials, it shall promptly notify Licensor. Licensee shall also assist
Licensor with preventing the recurrence of such unauthorized possession and with any
litigation against the third parties deemed necessary by Licensor to protect its proprietary
rights.

6.2 Licensor's Resnonsibilities. Licensor hereby agrees that (a) any
information related to the official business of Licensee that Licensor obtains from
Licensee in the course of the performance of this Agreement is the confidential and

proprietary information of Licensee, (b) Licensor shall take all commercially reasonable

steps to protect the confidentiality of such information, and (c) such information shall not
be in any way disclosed by Licensor to any third party, in whole or in part, without the

prior written consent of Licensee, which may be granted or withheld in its sole discretion.
If Licensor becomes aware of the unauthorized possession of such information, it shall

promptly notify Licensee. Licensor shall also assist Licensee with preventing the
recurrence of such unauthorized possession and with any litigation against the third

parties deemed necessary by Licensee to protect its proprietary rights.

6.3 Confidentialitv Breach. n the event a party breaches any of its
obligations under this Section 6 ("Confidentiality" ), in addition to all other rights
and remedies under this Agreement, in law and/or in equity, the non-breaching

party will be entitled to obtain injunctive relief against the breaching party.

6.4 Exclusions. The provisions of this Section 6 ("Confidentiality") shall not

apply to any information (a) that is in the public domain prior to the disclosure or that

that becomes part of the public domain other than by way of a breach of this Agreement,

(b) that was in the lawful possession of the Licensor or Licensee, as the case may be,
prior to the disclosure without a confidentiality obligation to any person, (c) that was
disclosed to the Licensor or Licensee, as the case may be, by a third party who was in

lawful possession of the information without a confidentiality obligation to any person,

(d) that was independently developed by Licensor or Licensee, as the case may be,
outside the scope of this Agreement or (e) that Licensor or Licensee, as the case may be,
is required to disclose by law or legal process.
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7. TERM AND TERMINATION

7.1 Term. The term of this Agreement shall expire at the end of the License
Term or, if earlier, upon termination of this Agreement in accordance with the terms of
this Section 7 ("Term and Termination" ).

7.2 Termination bv Licensor.

7.2.1 Pavment Default. Licensor shall have the right to terminate the
license granted in Section 2.2 ("License Term and License and Maintenance Fees"), and
this Agreement (but reserving cumulatively all other rights and remedies under this
Agreement, in law and/or in equity), for any failure of Licensee to make payments of
moneys due when the same are due, and such failure continues for a period of thirty (30)
days after written notice thereof by Licensor to Licensee.

7.2.2 Other Licensee Defaults. Licensor may terminate the license
granted in Section 2.2 ("License Term and License and Maintenance Fees"), and this
Agreement (but reserving cumulatively all other rights and remedies under this
Agreement, in law and/or in equity), for any other material breach by Licensee which
breach continues for a period of thirty (30) days after written notice thereof by Licensor
to Licensee.

7.3 Termination bv Licensee. Licensee shall have the right to terminate this
Agreement (reserving cumulatively all other rights and remedies under this Agreement,
in law and/or in equity) without further obligation or liability to Licensor (except as
specified herein) if Licensor commits any material violation or breach of this Agreement
and fails to remedy such breach within thirty (30) days after written notice by Licensee to
Licensor of such breach. Licensee shall have the right to terminate this Agreement
effective immediately and without prior notice if Licensor goes into liquidation or
bankruptcy, or if Licensor permanently discontinues Maintenance and Support for the
Licensed Software.

7.4 Termination for Convenience. The Licensee may terminate this Agreement at any
time by a notice in writing from the Licensee to Licensor. The Licensee will give 30

days'otice

to Licensor in accordance with the notice provisions of Section 8.2. The effective
date of termination will be the date stated in the notice.

Licensor must include in its contracts with Subcontractors an early termination provision
in form and substance equivalent to this termination for convenience provision to prevent
claims against Licensee arising from termination of subcontracts after the early termination.
Licensor will not be entitled to make any early termination claims against Licensee
resulting from any Subcontractor's claims against Licensor or Licensee to the extent
inconsistent with this provision.

If the Licensee's election to terminate this Agreement for breach under Section 7.2 is
determined in a court of competent jurisdiction to have been wrongful, then in that case
the termination is to be considered to be an early termination under this Section 7.4.
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7.5 Actions Unon and Followina Termination. Termination of this Agreement
shall not affect any rights and/or obligations of the parties which arose prior to any such

termination and such rights and/or obligations shall survive any such termination.

Licensee must cease use of the Licensed Software immediately upon termination, and

must remove and return the Licensed Software and all other products and information

received by Licensee from Licensor within thirty (30) days after termination. Ifnot
removed and returned within such thirty (30) day period, Licensee hereby grants Licensor
the right to remove the Licensed Software. In addition, the confidentiality obligations of
the parties in Section 6 ("Confidentiality" ) shall survive the termination of this

Agreement.

8. GENERAL

8.1 Waiver. Amendment or Modification, The waiver, amendment or
modification of any provision of this Agreement or any right, power or remedy hereunder

shall not be effective unless made in writing and signed by both parties. No failure or
delay by either party in exercising any right, power or remedy with respect to any of its

rights hereunder shall operate as a waiver thereof.

8.2 Notice. All notices under this Agreement shall be in writing and shall be
deemed to have been duly given if delivered in person, by commercial overnight courier
or by registered or certified mail, postage prepaid, return receipt requested, and addressed

as follows:

To Licensor: Journal Technologies, Inc.
843 South 100 West
Logan, Utah 84321
Attention: Chief Operating Officer
Phone: 877-587-8927

Munger, Tolles & Olson LLP
355 South Grand Avenue, 36 Floor
Los Angeles, CA 90071
Attention: Brett Rodda
Phone: 213-683-9161

To Licensee: Name
Address
Address
Attention:
Phone:

8.3 No Third Partv Beneficiaries. This Agreement is not intended to create

any right in or for the public, or any member of the public, any subcontractor, supplier or
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any other third party, or to authorize anyone not a party to this Agreement to maintain a
suit to enforce or take advantage of its terms.

8.4 Successors and Assiuns. Neither party may assign this Agreement in

whole or part without the prior written consent of the other party. Any attempt to assign

this Agreement without the prior written consent of the other party is void and without

legal effect, and such an attempt constitutes grounds for termination by the other party.

Subject to the foregoing, all of the terms, conditions, covenants, and agreements

contained herein shall inure to the benefit of, and be binding upon, any successor and any

permitted assignees of the respective parties hereto. It is furlher understood and agreed

that consent by either party to such assignment in one instance shall not constitute

consent by the party to any other assignment. A transfer of corporate control, merger, sale

of substantially all of a party's assets and the like, even though including this Agreement

as an assigned asset or contract, shall not be considered an assignment for these purposes.

8.5 Disnute Resolution. The parties shall attempt to resolve amicably any dispute

arising out of or relating to this Agreement by meeting with each other within thirty (30)
calendar days after written notice of a dispute is delivered Irom one party to the other

party. If the dispute is not resolved within thirty (30) calendar days of commencement of
such meetings, the parties may exercise their contractual remedies, if any. Dispute

resolution as provided herein shaU be a condition precedent to any other action at law or

in equity.

Notwithstanding a dispute, the parties shall continue to discharge all of their

obligations, duties and responsibilities set forth in the Agreement during any dispute

resolution proceeding unless otherwise agreed to by the parties in writing.

8.6 Control of Defense. All indemnification obligations under this Agreement

are conditioned upon (i) written notice by the indemnified party to the

indemnifying party within thirty (30) days of the indemnified party's receipt of
any claim for which indemnification is sought, (ii) tender of control over the

defense snd settlement to the indemnifying party and (iii) such reasonable

cooperation by the indemnified party in the defense as the indemnifying party

may request; orovided, however, the indemnifying party shall not, without the

prior written consent of the indemnified party, settle, compromise or consent to
the entry of any judgment with respect to any pending or threatened claim unless

the settlement, compromise or consent provides for and includes an express,
unconditional release of such claim against the indemnified party.

8.7 Goveminu Law. The validity, construction and performance of this

Agreement and the legal relations among the parties to this Agreement shall be governed
by and construed in accordance with the laws of the State of Illinois without giving effect
to its conflict of law principles.

8.8 Severabilitv. In the event any one or more of the provisions of the

Agreement shall for any reason be held to be invalid, illegal or unenforceable, the

remaining provisions of this Agreement shall be unimpaired, and the invalid, illegal or
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unenforceable provision shall be replaced by a provision, which, being valid, legal and

enforceable, comes closest to the intention of the parties underlying the invalid, illegal or
unenforceable provision.

8.9 Press release. Licensor shall be permitted to issue a press release

announcing the execution of this Agreement and describing the products and services to
be provided, but without disclosure of the expected number of users or any of the
financial terms of this Agreement.

/Continued on Next Pagej
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IN WITNESS WHEREOF, the parties have caused this instrument to be duly

executed as of the date last written below.

JOURNAL TECHNOLOGIES, INC:

By: Date:

Printed Name and Title: Jon Peek. Chief Oneratinu Officer

Cook Countv Public Defender's Office:

By: Date:

Printed Name and Title:
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CONTRACT NO.

Cook County
Office of the Chief Procurement Officer

Identification of Subcontractor/Supplier/Subconsultant Form

OCPD
DNLYl'lncnnll/lcntlcn

A Check Ccmclnte

The Bidder/Proposer/Respondent ("the Contractor" ) will fully complete and execute snd submit an Identificatian of
Subcontractor/Supplier/Subconsultant Form ("ISF")with each Bid, Request for Proposal, and Request for

Qusliffcatian. The Contractor must complete the ISF for each Suboontractor, Supplier or Subconsultant which

shall be used on the Contract, In ths event that there are any changes in the utilization of Subcontractors,
Suppliers or Subconsultants, the Contractor must file an updated ISF.

Bid/RFP/RFQ No.: 1418-1332

Total Bid or Proposal Amount'$ 2,326,425

Contractar.
Journal Technologies, Inc.

Authorized Contact
far Contractor: Jon Peek

Email Address
(Contractor): )peek(6)iournaltach.corn

August 26, 2015

'ublican/ender Cnm Mnrmsnmnni System Implnmnnlnvcn

Subcontractor/Supplier/
Subcansultant to be
added or substitute: Bltlink Solutions
Aulhonzed Contact for
Subcontractor/Supplier/
Subconsultant: Dane Ing

Email Address
(Subcontractor): dane(6)bitllnksolutians.corn

Company Address
(Contractor):

843 S 100 W
City, State and
Zip (Contractork Logan, Utah 84321
Telephone and Fax
(Contractor) 435-713-2100
Estimated Start snd
COmP tian Damn september 3Q, 2Q15
(Contractor)

Company Address
(Subcontractor):

2800 Waodlawn Drive Suite 100
City, State and Zip
(Subcontractor) Honolulu, Hl 96822
Telephone and Fax
(Subcontractor) 801.691-2733
Estimated Start and
Completion Dates December 1 2015
(Subcontractor)

Note: Upon request, a copy of all written subcontractor agreements must be provided to the OCPO.

Caser)ation of Services or Suuolies

Bitlink will be doing data conversion and interface work for the county.

Total Price of
Subcontract for

Services ol'uuolles
$153,500

The subcontract documents will incorporate all requirements of the Contract awarded to the Contractor as applicable.
The subcontract will in no way hinder ths Subcontractor/Supplier/Subconsultant fram maintaining its progress on any

other contract on which it is either a Subcontractor/Supplier/Subconsultant or prindpal contractor. This disclosure is
made with the understanding that the Contractor is not under any circumstances relieved of Its abilities and

obligations, and is responsible for the organization, performance, snd quality of work. This form doss not approve
any proposed changes, revisions or modifications to the contract approved MBE/WBE Ufiqization Plan. Any
changes to the contract's approved MBE/WBE/Utilization Plan must be submitted to the Office of the
Contract Compliance.

Contractor
Journal Technologies, Inc.

Name
Jon Peek

Title
COO

Prime Contractor Signature Date August 25, 2015

ISF-1



CONTRACT NO.

Cook County
Office of the Chief Procurement Officer

Identification of Subcontractor/Supplier/Subconsultant Form

OCPO ONLY:
A Dinaunllilnetlan

A Check Camolete

The Bidder/Proposer/Respondent ("the Contractor") will fully complete and execute and submit an Idsntifiication of
Subcontractor/Supplier/Subconsultant Form ("ISF")with each Bid, Request for Proposal, and Request far
Quafificetion. The Contractor must complete the ISF for each Subcontractor, Supplier or Subconsultant which
shall be used on the Contract. In the event that there sre any changes In ths utfilzatlon of Subcontractors,
Suppfiers or Subconsullants, ths Contractor must file an updated ISF.

Bid/RFP/RFQ Nod 1418-13332

Total Bid or Proposal Amount: S

'ontmctor'ournalTechnologies, inc.

Authorized Contact
for Cantractor: Jon Peek, COO

Email Address
(Contractor): igeek@iournsltech.corn

August 26, 2015
Colltl'act Tltlm publio Defender casa Management system implemenlagon

Subcontractor/Suppfier/
Subconsultant to be W4S)ght
added or substitute:
Authorized Contact for
Subcontractor/SuPPfier/ Mo)iy Msngsn
Subconsultanti'mail

Address
(Subcontractor): mmangan@w4sight.corn

Company Address
(Contractor):

843 S 100 W
City, State and
Zip(pontractork Logan, Utah 84321
Telephone and Fax
(Contractor) 435-713-2100
Estimated Start and
ComPI tion Dates September 3p, 2p15
(Coneactor)

Company Address
(Subcontractor):

73 W Monroe Stfset, Suite 310
City, State and Zip
(Subcontractor): Chicago, illinois 60603
Telephone and Fax
(Subcontractor) 888-765-2893
Estimated Stat( snd
ComPletion Dates September 3p 2015
(Subcontractor)

Note: Upon request, a copy of all written subcontractor agreements must be provided ta the OCPO.

Dsscrlotlon of Services or Suoolies
Total Price of

Subcontract for
Services or Suoofiss

Wcegm eel bs doing en org. change management plan, s cunent elate process diagrwn mal summery and rewnghaarhn They s II

be domg workshops, e renulramanm traceeblilily matrix, future workgow models snd pmcess, corlgguretlon and dele rscsmsndetior ~. NNNN sag

The subcontract documents will incorporate afi requirements of the Contract awarded to the Contractor as applicable.
Ths subcontract will in no way hinder the Subcontractor/Suppfier/Subconsultant from maintaining its pragress on any
other contract on which it ls either a Subcontractor/Suppfisr/Subconsultant or principal contractor. This disclosure is
made with the understanding that the Contractor Is not under any circumstances refisved of its abfilties and

obligations, and is responsible for the organization, performance, and quality of work. This form does not approve
any proposed changes, revisions or modifications to the contract approved IINBE/WBE Utilization Plan. Any
changes to the contract's approved IifiBE/WBE/Uttfization Plan must be submitted to the Office of the
Contract Compliance.

Contractor
Journal Technoioltfes, Inc. &
Jon Peek I I I /

3, Ik~
Prime Contractor Signature g 08/26/2015



EXHIBIT 6

Minority and Women Owned Business Enterprise Commitment



POLKCV AND GOALS

It is the policy of the County of Coak to prevent discrimination in the sward of or
participation iu Coucxy Contracts and to ehminste arbitrary barriers for psrlicipstion m

such~by local businesses certi6ed as a Muumty Business ~se (MBE) and

Women-owned Business ~se (WBE) as both prime sud sub-c~ In~e of this policy. the Cook County Boanl of Camisissianers bas adopted a
Minority- and Women-owned Business Enterprise Ordiinsnce (the "Ordinance" ) which
establishes mmual gods for MBE and WBEparticipation as outlined beimv

Contract Type

Goods and Services
Constructian
Professional Services

Goals
MBE WBE
25% IP/o
24% 10%
35%Overall

The County shsH sst contract-speci6c goals, based on the svsilsbiTity of MBEs and
WBEs that are earb&d tu pravide commodi5as or issvicas spsci6sd ln this
solicits6on document. The MBE/%BE participation goals for this Agreement is SS%
of professional services. A Bid, Quotation, or Proposal shall be rejected if the Coixny
determines that it fails to comply with this General Conditian in any wsy, includmg but
not limited to: (0 6uhng to state: an ~ie commitmeat to achieve for this contract
the identi6ed MBE/WBE Contiscx goals; or (ii) Ming to include a Petition for
Reduction/Waiver, which states that the goals for MBE/WBE participation are not
attainable despite the Bidder ar Propaser Good Fcrith EFfocts, snd explains why. Ifa Bid,
Quotation. ar Proposal is rejected, then a new Bid. Quotatios, or Proposal may be solicited
if the public interest is served thereby.

To the extent that a Bid, Quotation, or Proposal mcludes a Petiticm far Reduction/Waiver
that is appmved by the Of5ce of Contract Compliance, the Contract speciFic MBE and

WBE psrticipstian goals may be achieved by the pmposed Bidder ar Propcner*s status as
an MBE or WBE; by the Bidder or Proposer's enforceable joint-venture agreement with

one or more MBEs and/or WBEs; by the Bidder or Proposer entering into one or mare~ie subc~ agreements with ane or more MBE sud WBE; by the Bidder or
Proposer establishing and canying out an enforceable mentor/protdgd agreement with one
or more MBE and WBE by the Bidder or Proposer actively engaging the Indirect
Parricipation af one or mare MBK sud WBE in other aspects of its business; ar by any

combination of the foregoing, so long as the Utilizstian Plan evidences s oomnntment ta
meet the MBE mul WBE Ccmn'act goals set 6xth in (8) above, as approval by tbe Ofgce
of Contract Compliance.

A single Persan, as de6ned in the Procurement Code, msy not be utilized as both sa MBE
and a WBE cm the same Contract, whether as a Consultant„Subcontractor or supplier.

Unless speci6caHy waived m the Bid or Proposal Documents, this Exhibit; the Ordinance;
and the policies and pmcedures pramu1gsted thereunder shaH govern. If there is a con6ict



between this Exhibit and the Ordinance or the policies and procedures, the Ordinance shall

control.

A Consultant's failure to carry out its commitment regarding MBE and WBE participation

in the course of the Contract's performance may constitute a material breach of the

Contract. If such breach is not appropriately cured, it may result in contractual penalties,

disqualification and any other remedy pmvided for in Division 4 of the Procurement Code

at law or in equity.

RKOUIRED BID OR PROPOSAL SUBMITTALS

A Bidder or Proposer shall document its commitment to meeting the Contract specific MBE and

WBE participation goals by submitting a Utilization Plan with the Bid or Proposal. The Utilization

Plan shall include (I) one or more Letter(s) of Intent from the relevant MBE and WBE firms; and

(2) current Letters ofCertification as an MBE or WBE. Alternatively, the Bidder or Proposer shall

submit (I) a written Petition foi Reduction/Waiver with the Bid, Quotation or Proposal, which

documents its preceding Good Faith Efforts and an explanation of its inability to meet the goals

for MBE and WBE participation, The Utilization Plan shall be submitted at the time that the bid

or proposal is due. Failure to include a Utilization Plan will render the submission not
Responsive and shall be cause for the CPO to reject the Bid or Proposal.

MBE/WBE Utilization Plan

Each Bid or Proposal shall include a complete Utilization Plan, as set forth on Form I of
the M/WBE Compliance Forms. The Utilization Plan shall include the name(s), mailing

address, email address, and telephone number ofthe principal contact person of the relevant

MBE and WBE firms. If the Bidder or Proposer submits a Bid or Proposal, and any of
their subconsultants, suppliers or consultants, are certified MBE or WBE firms, they shall

be identified as an MBE or WBE within the Utilization Plan.

1. Letter(s) of Intent

Except as set forth below, a Bid or Proposal shall include, as part of the Utilization Plan,

one or more Letter(s) of Intent, as set forth on Form 2 of the M/WBE Coinpliance Forms,

executed by each MBE and WBE and the Bidder or Proposer. The Letter(s) of Intent will

be used to confirm that each MBE and WBE shall perform work as a Subcontractor,

supplier, joint venture, or consultant on the Contract. Each Letter of Intent shall indicate

whether and the degree to which the MBE or WBE will provide goods or services directly

or indirectly during the term of the Contract. The box for direct participation shall be
marked if the proposed MBE or WBE will provide goods or services directly related to the

scope of the Contract. The box for Indirect participation shall be marked if the proposed

MBE or WBE will not be directly involved in the Contract but will be utilized by the Bidder

or Proposer for other services not related to the Contract. Indirect Participation shall not

be counted toward the participation goal. Each Letter of Intent shall accurately detail the

work to be performed by the relevant MBE or WBE firm, the agreed dollar amount, the

percentage of work, and the terms of payment.



Failure to include Letter(s) of Intent will render the submission not Responsive and
shall be cause for the CPO to reject the Bid or Proposal.

All Bids and Proposals must conform to the commitments made in the corresponding

Letter(s) of Intent, as may be amended through change orders.

The Contract Compliance Director may at any time request supplemental information

regarding Letter(s) of Intent, and such information shall be furnished if the corresponding

Bid or Proposal is to be deemed responsive.

2. Letter(s) of Certification

Only current Letter(s) of Certification from one of the following entities may be accepted
as proof of certification for MBE/WBE status, provided that Cook County's requirements

for certification are met:

County of Cook
City of Chicago

Persons that are currently certified by the City of Chicago in any area other than

Construction/Public Works shall also complete and submit a MBE/WBE Reciprocal
Certification Affidavit along with a current letter of certification from the City of Chicago.
This Affidavit form can be downloaded from www.cookcountyil.gov/contractcompliance.

The Contract Compliance Director may reject the certification of any MBE or WBE on the

ground that it does not meet the requirements of the Ordinance, or the policies and rules

promulgated thereunder.

3. Joint Venture Affidavit

In the event a Bid or Proposal achieves MBE and/or WBE participation through a Joint
Venture, the Bid or Proposal shall include the required Joint Venture Affidavit, which can
be downloaded from www.cookcountyil.gov/contractcompliance. The Joint Venture

Affidavit shall be submitted with the Bid or Proposal, along with current Letter(s) of
Certification.

Petition for Reduction/Waiver

In the event a Bid or Proposal does not meet the Contract specific goals for MBE and WBE
participation, the Bid or Proposal shall include a Petition for Reduction/Waiver, as set forth

on Form 3. The Petition for Reduction/Waiver shall be supported by sufficient evidence

and documentation to demonstrate the Bidder or Proposer's Good Faith Efforts in

attempting to achieve the applicable MBE and WBE goals, and its inability to do so despite
its Good Faith Efforts,



Failure to include Petition for Reduction/Waiver will render the submission not
Responsive and shall be cause for the CPO to reject the Bid or Proposal

III. REDUCTION/WAIVER OF MBE/WBE GOALS

A. Grantinz or Denvinz a Reduction/Waiver Reauest.

1. The adequacy of the Good Faith Efforts to utilize MBE snd WBE firms in a Bid or
Proposal will be evaluated by the CCD under such conditions as are set forth in the

Ordinance, the policies and rules promulgated thereunder, and in the "Petition for
Reduction/Waiver of MBE/WBE Participation Goals" —Form 3 of the M/WBE

Compliance Forms.

2. With respect to a Petition for Reduction/Waiver, the sufficiency or insufficiency of a
Bidder or Proposer's Good Faith Efforts shall be evaluated by the CCD as of the date

upon which the corresponding Bid or Proposal was due.

3. The Contract Compliance Director or his or her duly authorized Waiver Committee

may grant or deny the Petition for Reduction/Waiver based upon factors including but

not limited to: (a) whether sufficient qualified MBE and WBE firms are unavailable

despite good faith efforts on the part of the Bidder or Proposer; (b) the degree to which

specifications and the reasonable and necessary requirements for perforining the

Contract make it impossible or economically infeasible to divide the Contract into

sufficiently small tasks or quantities so as to enable the Bidder or Proposer to utilize

MBE and WBE firms in accordance with the applicable goals; (c) the degree to which

the prices or prices required by any potential MBE or WBE are more that 10'10 above

competitive levels; and (d) such other factors as are deterinined relevant by the Contract

Compliance Director or the duly authorized Waiver Committee.

4. If the Contract Compliance Director or the duly authorized Waiver Committee

determines that the Bidder or Proposer has not demonstrated sufficient Good Faith

Efforts to meet the applicable MBE and WBE goals, the Contract Compliance Director

or the duly authorized Waiver Committee may deny a Petition for Reduction/Waiver,

declare the Bid or Proposal non-responsive, and recoinmend rejection of the Bid,
Quotation, or ProposaL

IV. CHANGES IN CONSULTANT'S UTILIZATION PLAN

A. A Consultant, during its performance of the Contract, may not change the original MBE
or WBE commitments specified in the relevant Utilization Plan, including but not

limited to, terminating a MBE or WBE Contract, reducing the scope of the work to be

performed by a MBE/WBE, or decreasing the price to a MBE/WBE, except as

otherwise provided by the Ordinance and according to the policies and procedures

promulgated thereunder.



B. Where a Person listed under the Contract was previously considered to be a MBE or
WBE but is later found not to be, or work is found not to be creditable toward the MBE
or WBE goals as stated in the Utilization Plan, the Consultant shall seek to discharge
the disqualified enterprise, upon proper written notification to the Contract Compliance
Director, and make every effort to identify and engage a qualified MBE or WBE as its
replacement. Failure to obtain an MBE or WBE replacement within 30 business days
of the Contract Compliance Director's written approval of the removal of a purported
MBE or WBE may result in the termination of the Contract or the imposition of such
remedy authorized by the Ordinance, unless a written Petition for Reduction/Waiver is
granted allowing the Consultant to award the work to a Person that is not certified as
an MBE or WBE.

V. NON-COMPLIANCE

If the CCD determines that the Consultant has failed to comply with its contractual commitments
or any portion of the Ordinance, the policies and procedures promulgated thereunder, or this
Exhibit, the Contract Compliance Director shall notify the Consultant of such determination and
may take any and all appropriate actions as set forth in the Ordinance or the policies and procedures
promulgated thereunder which includes but is not limited to disqualification, penalties, or other
remedies in law or equity.

VI. REPORTING/RECORD-KEEPING REOUIRKMENTS

The Consultant shall comply with the reporting and record-keeping requirements in the manner
and time established by the Ordinance, the policies and procedure promulgated thereunder, and
the Contmct Compliance Director. Failure to comply with such reporting and record-keeping
requirements may result in a declaration of Contract default. Upon award of a Contract, a
Consultant shall acquire and utilize all Cook County reporting and record-keeping forms and
methods which are made available by the Office of Contract Compliance. MBE and WBE firms
shall be required to verify payments made by and received from the prime Consultant.

VII. EOUAL EMPLOYMENT OPPORTUNITY

Compliance with MBE and WBE requirements will not diminish or supplant other legal Equal
Employment Opportunity and Civil Rights requirements that relate to Consultant and
Subcontractor obligations.

Any questions regarding this section should be directed to:
Contract Compliance Director
Cook County
118North Clark Street, Room 1020
Chicago, Illinois 60602
(312)'603-5502



OFFICE OF CONTRACT COMPLIANCE

JACQUEUtttE 60hn EZ

OIRECIOR

118N. Clerk, County Building, Room 1020 ~ Chicago, Illinois 60602 ~ (312) 603-5502

Octobsr6,2015

TOEEI PRECKVVIREKLE

PRESIDENT

Cook Chtrhty Bomtl

hf Commlssionnrs

RICHARD R. BOYEIN

1st District

ROBERT STEELE

2nd District

Ms. Shannon E. Andrews

Chief Pmcurement OIcer
County Building-Room 1018

Chicago, IL 60602

Re: Contract No. 1418-13332

Case Management System

JERRY BUTLER

3rd District

STANLEY MOORE

4th District

DEBORAH SIMS

Sth District

JOAN PATlllCIA MURPHY

6th Dlrtrid

Dear Ms. Andrews:

The following bid for lhe above-referenced contract has been reviewed for compliance with the General

Condigons regarding the Minority- and Women- owned Business Enterprises (MBE/WBE) Ordinance and have

been found to be responsive to the goals of 35% MBE/WBE ovsrall participation.

Bidder: Journal Technologies, Inc.

Bid Amount: $2,326,425.00

JESUS G, GAROA

7th District

MBE/WBE

W4Sight, LLC

Certifvina Aaencv Commitment

WBE (7) Cook County 25% (Direct)*

LUIS ARROYO, JR

lith District

PETER N. SILVESTRI

6th District

BRIDGET GAINER

10th District

JOHN P. DALEY

11th District

JOHN A. FRITCHEY

12th Distiict

lARRY SUFFREDIN

13th District

"Commitment is based on ths total value of professional ssndces of $543,100.00.

Waiver Granted: The specifications and necessary requiremsrds for pelforming the contract make it

Impossible to divide the contract to enable the utilize MBEs and/or WBEs In accoldance with the applicable

participalion.

The 0%ca of Contract Compliance has been advised by the Requesting Deparknent that no other bkl dere are

being itscommended for award. Additional MBE/WBE Forms were used in the determination of the

responsiveness of this contract.

Sincerely,

GREGG GO5UN

14th District

TIMOTHY O. SCHNRDER

13th District

JEFFREY R. TOBOLSKI

16th Distiict

Sean M. Morrhon

17th District

Jacqueline Gomez

Contract Compliance Director

JG/ate

Cc: Richard Sanchez, Oflice of the Chief Procurement Oflicer

Regina Nazaire, Bureau of Technology

$ Fiscal Responsibility f Innovative leadership Transparency St Accountability IIJ Improved SBTVices



ggBE/WBE UTILIZATION PLAN - FOR)M 1

BIDDER/pRoposER HEREBY sTATEs that et MBE/wBE arms Included In this plan are oertilisd MBEs/wsEa by at least one of the sntiges listed in Ihe General
Conditions-Secgon 19.

BIDDER/PROPOSER MBE/WBE STATUS: (chech are appropriate line)

Bidder/Proposer h s certified M BE or WBE firm. (If so, attach copy of current Letter of thnttcation)

Bdder/Proposer ic a Joint Venture and ons or more Joint Venture parlriers are csrlacd MBEs or WBEs, gf so, attach copies of Legw(s) of
cerggcation, e ocpy of Joint ventum Agreement clearly descdMng tile role of the MBF/wBE grm(s) and ils ownemhlp Interest in the Joint
Ventum anile completed Jclnl Venwre Afgdsvit- sveilabls online at www.cookcounmlaov/ccntrsdccmctsrwai

X Bidder/Proposer ls nct a cerliTiad IMBE or WBE firm, nor a Joint Venture wgh MBE/WBE partners, but riig ugiba MBE and WBE firms either
directly or indtsdly in ths performance of Ihe Contract. (If so, complete Sections g halos and the Letter(s) cf Irdent —Form 2),

a Direct Paiticlpafion of MBE/WBE Firms Indirect Pargcipsganof MBE/WBE Fines

NOTE. Where goals have not been achieved through direct paitlrdpadon, Bidder/Proposer shag Include documentation outgnlng eEorls to
achieve Direct Participation at the time of Bid/Proposal submission. Indirect Participation wig anly be considered afler ag efforts to
achieve Dlmct Participation tunm been exhauslad. Only after wdtten documentatlan of Goad Faith ENods ls received wBI Indirect
Participation be considered.

MBEs/WBEs that will perform as subcon Vectors/suppgsrs/consugnnls include the following:

MBEIWBE Fcm W4S)ght LLC

Address: 203 N LaSage SL Suite 2100 Chicago, IL 60601

E-mail:MMangan@VV4Sight.corn

Contact person: Molly Mangan

Dollar Amount Participation: 9

Percent Amount cfParticipation:

*Letter of Intent sgsch ed? Yec
'Current Letter of Cergf/cation atiached7 Yas X

868-765-2SBS

MBE/WBE Finn

Address:

E-mnih

Contact Penmn:

Dogar Amount P@gdpaticn: $

Percent Amountcf Participation:

Phone:

'Letter of Intent etuched7 Yes
'Current Letterof Certification Mushed? Yes

No

No

A Sech add//iona/ ches/s cs needed.

* Letter(s) of intent and current Leasrs of Card fication must be submitted at the time of bid.

M/WBE Utilization Plan —Farm 1 Revised.'1/29/201e



MBE/WBE LETTER OF INTENT ~ FORM 2

M/WBE Firm; VY48ight LLC

Contact Person, Molly Mangan

Addmss: 203 N LRSalle St. Suite 2100

fyty/Stats Chicago, IL Elp 80601

Certifying Agency; Cook County

Certification ExPlrsllon Dakm APril 22, 21018

Ethnicity:

Bid/Proposal/Contraclri: RFP No. 1418-1333'2

Phone: 888-765-2883 Fax; 888-785-2893 FEIN 8

MMangan@IA/48rght. corn

Participation: [x) Dksct [ ] Indirect

Will Ihe M/WBE ilrm be subcontracting any of the goods or ssnricss of this contract to another Srmf

[ xj No [
' Yss- Please attach explanation. Proposed Subcontrscer(s):

Tbe undersigned Iri/WBE is prepared to prorids ths following Commodities/Services for the above named Pm)act/ Contract: (i/

msm space is needed to ririrydsscdhs ItrrBE Firm's pmpcsed scape c/acrh and/cr psymenr ahmhds, saerh eddgcssi shee/sj

W4Sight will be involved in 3 aspects ol'he implementation. During the Initiation and Planning they will

provkle an Org. Change Management Plan and Kickoff Preparation/SupporL During the Assement portion they

will do site visits and do state process diagrams and summary. During the Re-engineering they will do 4
workshops, requimments traceabilily matrix, future worksow models and process, congigurafion and data recommendations.

Indicate the Doser Amount. Psrcsntsue, snd Ihs Terms of Psvmsm for the abovodescribed Commodities/Services:
25.1S%

Subcontractor remalnin corn liant with sll rehrvsnt crsdentlsh, codes, ordln ces and statutes re viral by Contractor, Cook0 P q
Cowly, and the State rtici as a MBE/WBE lirm for ths above work, e Unde

dido/ sgx their 0 td umsnt ung all areas under Descdption of rvics/(~
d Parties do aho certify that they

p ly d Fee/Cost were completed.

THE UNDERSIGNED PARTIES AGREE Ihst Eris Letter of Intent will become a blading Subcontract Agnmment for the above
work, conditioned upon (1) the Bidder/Pmpossr's receipt of a signed contract fiom the Couniy of Cook; (2) Undsrsignml

Signature (Af/FVBEI I

(llRI)7- N A/fr~ 8/c'.7./Ut-R.
PrintNams

Lul >I~A, L-LK
Fsm Nsm U

/o trr/ 2or~
Drris

Signature Pr/ Bhfriscpropossr)

Jon Peek, COO

Print Name

Journal Technologies, Inc.

Firm Name

10/7/2015

Subscribed and sworn before me

ttris~dayof 0C4~r, 20&.

Noiary Public

[I
oc IL

OFFICIAL SEAL
JAIME HERRERA r

Notary Public - State of lalncls

My Commission Expires Sep IS, 2017
~mrivkAAIINirhrslk

Subscribed snd sworn before ms

this~dayof PP~r,20
Ilk' bll LD



PETITION FOR WAIVER OF MBE/WBE PARTICIPATION- FORM 3

A. BIDDER/PROPOSER HEREBY REQUESTS:

FULL NIBE WAIVER FULL WBE WAIVER

X REDUCTION (PARTIAL MBE and/or WBE PARTICIPATION}

% of Reduction for MBE Participation

~1%of Reduction for WBE Partlclpagon

B.REASON FOR FULUREDUCTION WAIVER REQUEST

Bidder/Proposer shall check each item applicable to its reason for a waiver request. Addi5onally, supporting

documentation shall bs submitted with this request.

(1) Lack of sullicient qualified MBEs and/or WBEs capable of providing the goods or servitxw required

by the contract. (Please expbdn)

(2) The spetSIcations and necessary requirements for performing the. contract make it impossible or

sconomhally infeasible to divide the contract to enable the contractor to utilize MBEs and/or WBEs In

accordance with the applicable parllcipatlon. (Please explain)

'3)

Price(s) quoted by potential MBEs and/or WBEs are above competitive levels end incmase cost of
doing business and would make acceptance of such MBE and/or WBE bid econoinically impracticable,

taking into consideration Ihe percentage of total contract price represented by such MBE and/or WBE
bid, (Please explain)

(4) There are other relevant factors making it impossible or economhdiy infeasible to utilize MBE and/or

WBE grms. (Please explain)

C. GOOD FAITH EFFORTS TO OBTAIN SEIE/WBE PARllCIPATION

(t) Made timely written solicgstlon to idenbTied MBEs and WBEs for ulilizatlon of goods and/or services;
and provided MBEs and WSEs with a timely opportunity to review and obtain relevant spedficstions,

terms and conditions of the proposal to enabe MBEs and WBEs to prepare an informed response to

solicitalhn. (Attach of ctqry written sollcltsSons made)

(2} Used the services and assistance of the ONoe of Contract Compliance staff. {Please «xplaln)

(3) Timely notiTrsd and used the services and assistance of community, minority and women business

organizations. {Attach of copy written solicMions made)

(4) Followed up on initial solicitation of MBEs and WBEs to determine if grms are interested in doing

business. (Attach supporthg documentation)

X (3) Engaged MBEs & WBEs for direct/Indirect participation. (Please explain)

D. OTHER RELEVANT INFORMATION

Attach any other documentation relative to Good Faith Efforkr In complying with M BE/WBE participation.

M/vvaE Utilization plan - Form 3 Revised: 01/29/14
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Evidence of Insurance



ACORN CERTIFICATE OF LIABILITY INSURANCE
DATE (MMIOO)YYYY)

9/2/2015

FAX
I fafC. Not (626) 583-2117

THIS CERTIFICATE IS ISSUED AS A MATTER OF INFORMATION ONLY ANO CONFERS NO RIGHTS UPON THE CERTIFICATE HOLDER. THIS

CERTIFICATE DOES NOT AFFIRMATIVELY OR NEGAllVELY AMEND, EXTEND OR ALTER THE COVERAGE AFFORDED BY THE POLICIES

BELOW. THIS CERTIFICATE OF INSURANCE DOES NOT CONSTITUTE A CONTRACT BElWEEN THE ISSUING INSURER(S), AUTHORIZED

REPRESENTATIVE OR PRODUCER, AND THE CERTIFICATE HOLDER.

IIEPORTANT: If the certificate holder ls an ADDITIONAL INSURED, the pogcy(lee) must be endorsed. If SUBROGATION IS WAIVED, subJect to
the terms and condNlons of the policy, certain policies may require an endorsement. A statement on this certmcate does not confer rights to the

certificate holder In lieu of such endossement(s).
paocucan BO(tan & COmpany

3475 E. Foothill Blvd., Suite 100 (626) 799-7000
Pasadena, CA 91107 EJBAIL

nbcBEBB

www.bcltonco.corn

wsuaEO
Journal Technologies, Inc.
0/0 Daily Journal Corporation
915 E. First Street
Los Angeles CA 90012

0008309
IBSGBER(sl AFFGRBING CGYEBBGE

wsunaa a: Hsrfford Fire Insurance Comcanv

INsURER s: Trumbus Insurance Comcanv

wsunER c: Twin Citv Fire Insurance Correanv

INSURER C:

INSURER E:
INSURER F:

MAIC P

19682
27120
29459

1,000,000
300,000

10,000
1,000,000
2,000,000

2,000,000
GENEBALAGGBEGATE $GEM L AGGREGATE LIMIT APFL) ES PER

POLICY ~ JECT ~ LGC
~ pna

OTHER:

8 AUTGMosILE L)XBIUTY

ANY AUTO
ALL OWNED SCHEDULED
AUTOS AUTOS

NON-OWNEO
~IBEGAUTOS AUTOS

J'ed $0
A ~ uus«LLAUAB ~ occuR

EXCESS LIAS
I CLAIMS-MADE

GEG J I RETEMr)GN$ 10,000
c wonxans coMFCMBAnch

Ago EMPLOY EBB UBBILITY Yle
ANY

PROP

B�I

ETC

BIPARTNE�BIEXEC�U�T�

)VE
OFFICER/MEMBER EXCLUOEU'I
fMandatofy in Nn)
If yes desatba unttef
DESCRIPTION OF OPERATIONS below

A Software Errors & Omissions & Cyber
Liability CLAIMS MADE FORM

PROOUCYS-CGMFIGFAGG $

GGMBtNEG SINGLE LIMIT
fEa sCadmtt)

BODILY INJURY (Pel person)

72UUNZD0574 1/I/2015 I/I/2016 1.000.0X

BODILY INJURY (Pef acadent) $
PROPERTY oaMAGE
fpef awenlt

$

1/I/2015 I/I/2016 B/tctfoccunndnca72RHUZD0574 10.000.000
10,000,000AGGREGATE

srnyuyF I I Vv

E L EACHACC)DENT $ 1,000,000

E L GISEASE-EA EMPLOYEE $ 1,000,000

E.L. CISEllSE ~ POLICY LIMIT $ 1,000,000
Limit $3 000 000 per Glitch / Aggregate
Retention $250,000

1/I/2015 1/I/201672WEGH2790

1/1/2015 1/I/201872TE0227631-15

COVERAGES CERTIFICATE NUMBER: 26266553 REVISION NUIEBER:

THIS IS To CERTIFY THAT THE POLICIES OF INSURANCE LISTED BELOW HAVE BEEN ISSUED TO THE INSURED NAMED ABOVE FOR THE POLICY PERIOD

INDICATED NOTWITHSTANDING ANY REQUIREMENT, TERM OR CONDITION OF ANY CONTRACT OR OTHER DOCUMENT IMTH RESPECT TO WHICH THIS

CERTIFICATE MAY BE ISSUED OR MAY PERTAIN, THE INSURANCE AFFORDED BY THE POLICIES DESCRIBED HEREIN IS SUBJECT TO ALL THE TERMS,

EXCLUSIONS AND CONDITIONS OF SUCH POLICIES LIMITS SHOWN MAY HAVE BEEN REDUCED BY PAID CLAIMS

INSB apUL BUBB POLICY EFF PCUCY EXF
Lfu IY PE OF INSURANCE IN lit um POLICY NUMBER lMMIUUIYYYYt tseenpiyyyyt UMITS

A J'GMMEAclALGEMEBALLIABIL)YY g g 72UUNZD0574 1/1/2015 I/1/2016 BfkcnoccuRREMca $
Gnmntm iV NCN I Eo

CLA(MSJJAOB ~/ OCCUR PREMISES lEa occuusncei $

Deducible $0 MEO EXP(Any one person) $

PERSGMXLSAGY INJURY $

BEscalpyloN oF opEBAyams l LocATloNs I vEHlclEs (Aconp tot, Addwona)Remarks schedule, may be attached if mors space ls requited)

GL Additional Insured applies per 6300080405 attached, only if required by writlen contract/agreement. GL Primary Wording applies per HG00010605
attached. Auto Addsional Insured applies per HA99160312 asached. Auto Pnmary Wording applies. Aulo Waiver of Subrogat)cn applies.
E&O Prlmarv Wording endorsement to follow form. GL and WC Waivsrs of Subrogation apply per HG00010605 and WC990381 attached.
GL Notice of Cancellation Clauses per (L02700908 attached. E&O Notice of Cancshstion endorsement to follow form,
Job: Contract ¹13332.Additional Insured(s); Cook County,

CERTIFICATE HOLDER
Contract ¹13332

Cook County
Chief Procurement Officer
118 North Clark Street, Room 1018
Chicago, IL 60602

CANCELLATION

SHOULD ANY OF THE ABOVS DESCRIBED POLICIES BE CANCELLED BEFORE
THE EXPIRATION DATE THEREOF, NOTICE WILL BE DELIVERED IN

ACCORDANCE WITH THE POLICY PROVIBIONS.

AUTHORIZED napnasasnhmlE

Debra Roses

ACORD 26 (2014/01)

(8 1988.2814ACORD CORPORATION. AD rights reserved.

The ACORD name and logo are registered marks of ACORD

26266553 i UalLJUU cl ( 15/16 GL au uc Uua Bso — Jo 1 T h, 3 . ) B lco c 1 f c* P o 1 g l P/2/2c15 3 07 51 PN lPUT) i P g 1 of 23



EXHIBIT 8

Board Authorization



Board of Commissioners of Cook
County

118 North Clark Street
Chicago, IL

Legislation Details (With Text)

File ff: 15-5154 Version: 1 Name: Journal Technologies, Inc., Logan, Utah

Type:

File created:

On agenda:

Contract (Technology)

8/26/2015

10/7/2015

Status:

In control:

Agenda Ready

Board of Commissioners

Final action: 9/9/2015

Title: PROPOSED CONTRACT (TECHNOLOGY)

Department(s): Bureau of Technology

Vendor: Journal Technologies, Inc., Logan, Utah

Request: Authorization for the Chief Procurement Officer to enter into and execute contract

Good(s) or Service(s): Public Defender Business Process Reengineering and Case management
system Implementation

Contract Value: $2,326,425.00

Contract period: 10/21/2015 - 10/20/2021 with two (2) one-year renewal options

Potential Fiscal Year Budget Impact: FY 2016 $872,350.00, FY 2017 $342,420.00, FY 2018
$356,117.00,FY 2019 $370,362.00, FY 2020 $385,176.00

Accounts: CPID 6831, CPID 8768, CPID 9419

Contract Number(s): 1418-13332

Concurrence(s):
The vendor has met the Minority and Women Owned Business Enterprises Ordinance.

The Chief Procurement Officer concurs.

Summary: In collaboration with the Cook County Public Defender's Office, the Bureau of Technology
is requesting approval of Contract No. 1418-13332with Journal Technologies, Inc. to replace
disparate end-of-lifecycle case management systems with a single, modem solution.

The Public Defender's Office currently relies upon legacy AS400/midrange applications and isolated
desktop platforms and databases to perform a variety of case management tasks. The proposed
contract will replace these solutions and improve case flow, processing, discovery, document
management, centralized statistics tracking and reporting, and disposition management

Sponsors:

Indexes:

Code sections:

Attachments:

Request for Proposals (RFP) procedures were followed in accordance with the Cook County
Procurement Code. Journal Technologies, Inc. was recommended based on established evaluation
criteria.

AMY CAMPANELLI, Public Defender of Cook County, SIMONA ROLLINSON, Chief Information
Officer, Bureau of Technology

Board of Commissioners of Cook County Page 1 of 2 Printed on fc/7/2015
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File¹:15-5154, Version: 1

note

9/9/2015

Ver. Action By

1 Board of Commissioners

Action

withdrawn

Result

Pass

PROPOSED CONTRACT (TECHNOLOGY)

Department(s): Bureau of Technology

Vendor: Journal Technologies, Inc., Logan, Utah

Request: Authorization for the Chief Procurement Oificer to enter into and execute contract

Good(s) or Service(s): Public Defender Business Process Reengineering and Case management system Implementation

Contract Value: $2,326,425.00

Contract period: 10/21/2015 - 10/20/2021 with two (2) one-year renewal options

Potential Fiscal Year Budget Impact: FY 2016 $872,350.00, FY 2017 $342,420.00, FY 2018 $356,117.00,FY 2019
$370,362.00, FY 2020 $385,176.00

Accounts: CPID 6831, CPID 8768, CPID 9419

Contract Number(s): 1418-13332

Concurrence(s):
The vendor has met the Minority and Women Owned Business Enterprises Ordinance.

The Chief Procurement Officer concurs.

Summary: In collaboration with the Cook County Public Defender's Office, the Bureau of Technology is requesting
approval of Contract No. 1418-13332 with Journal Technologies, Inc. to replace disparate end-of-lifecycle case
management systems with a single, modern solution.

The Public Defender* s Office currently relies upon legacy AS400/midrange applications and isolated desktop platforms
and databases to perform a variety of case management tasks. The proposed contract will replace these solutions and
improve case flow, processing, discovery, document management, centralized statistics tracking and reporting, and
disposition management.

Request for Proposals (RFP) procedures were followed in accordance with the Cook County Procurement Code. Journal
Technologies, Inc. was recommended based on established evaluation criteria.

Board of Commissioners of Cook County Psgs 2 of 2 Printed on to/7/201 5
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EXHIBIT 9

Economic Disclosure Statement



CONTRACT NO.

COOK COUNTY
ECONOMIC DISCLOSURE STATEMENT

AND EXECUTION DOCUMENT
INDEX

Section Description Pages

Instructions for Completion of EDS EDS i-ii

Certifications

Economic and Other Disclosures, Affidavit of Child

Support Obligations, Disclosure of Ownership Interest
and Familial Relationship Disclosure Form

Cook County Affidavit for Wage Theft Ordinance

EDS 1-2

EDS 3 —12

EDS 13-14

Contract and EDS Execution Page

Cook County Signature Page

EDS 15-17

EDS 18



CONTRACT NO.
SECTION 1

INSTRUCTIONS FOR COMPLETION OF
ECONOMIC DISCLOSURE STATEMENT AND EXECUTION DOCUMENT

This Economic Disclosure Statement and Execution Document ("EDS") is to be completed and executed
by every Bidder on a County contract, every Proposer responding to a Request for Proposals, and every
Respondent responding to a Request for Qualifications, and others as required by the Chief Procurement
Officer. The execution of the EDS shall serve as the execution of a contract awarded by the County. The
Chief Procurement Officer reserves the right to request that the Bidder or Proposer, or Respondent
provide an updated EDS on an annual basis.

Definitions, Terms used in this EDS and not otherwise defined herein shall have the meanings given to
such terms in the Instructions to Bidders, General Conditions, Request for Proposals, Request for
Qualifications, as applicable.

Affiliate means a person that directly or indirectly through one or more intermediaries, Controls is
Controlled by, or is under common Control with the Person specified.

Appiicant means a person who executes this EDS.

Bidder means any person who submits a Bid.

Code means the Code of Ordinances, Cook County, illinois available on municode.corn.

Contract shall include any written document to make Procurements by or on behalf of
Cook County.

Contractor or Contracting Party means a person that enters into a Contract with the
County.

Control means the unfettered authority to directly or indirectly manage governance,
administration, work, and all other aspects of a business.

EDS means this complete Economic Disclosure Statement and Execution Document,
including all sections listed in the Index and any attachments.

Joint Venture means an association of two or more Persons proposing to perform a for-
profit business enterprise. Joint Ventures must have an agreement in writing specifying
the terms and conditions of the relationship between the partners and their relationship
and respective responsibility for the Contract

Lobby or lobbying means to, for compensation, attempt to influence a County official or
County employee with respect to any County matter.

Lobbyist means any person who lobbies.

Person or Persons means any individual, corporation, partnership, Joint Venture, trust,
association, Limited Liability Company, sole proprietorship or other legal entity.

Prohibited Acts means any of the actions or occurrences which form the basis for
disqualification under the Code, or under the Certifications hereinafter set forth.

Proposai means a response to an RFP.

Proposer means a person submitting a Proposal.

Response means response to an RFQ.

Respondent means a person responding to an RFQ.

RFP means a Request for Proposals issued pursuant to this Procurement Code.

RFQ means a Request for Qualifications issued to obtain the qualifications of interested parties.

EDS-I 8/2015



CONTRACT NO.

INSTRUCTIONS FOR COMPLETION OF
ECONOMIC DISCLOSURE STATEMENT AND EXECUTION DOCUMENT

Section 1: Instructions. Section 1 sets forth the instructions for completing and executing this EDS.

Section 2: Certifications. Section 2 sets forth certiffcations that are required for contracting parties under
the Code and other applicable laws. Execution of this EDS constitutes a warranty that all the statements
and certifications contained, and all the facts stated, in the Certifications are true, correct and complete as
of the date of execution.

Section 3: Economic and Other Disclosures Statement. Section 3 is the County's required Economic
and Other Disclosures Statement form. Execution of this EDS constitutes a warranty that all the
information provided in the EDS is true, correct and complete as of the date of execution, and binds the
Applicant to the warranties, representations, agreements and acknowledgements contained therein.

Required Updates. The Applicant is required to keep all information provided in this EDS current end
accurate. In the event of any change in the information provided, including but not limited to any change
which would render inaccurate or incomplete any certification or statement made in this EDS, the
Applicant shall supplement this EDS up to the time the County takes action, by filing an amended EDS or
such other documentation as is required.

Additional Information. The County's Governmental Ethics and Campaign Financing Ordinances
impose certain duties and obligations on persons or entities seeking County contracts, work, business, or
transactions, and the Applicant is expected to comply fully with these ordinances. For further information
please contact the Director of Ethics at (312) 603-4304 (69 W. Washington St. Suite 3040, Chicago, IL
60602) or visit the web-site at cookcountyil.gov/ethics-board-of.

Authorized Signers of Contract and EDS Execution Page. If the Applicant is a corporation, the
President and Secretary must execute the EDS. In the event that this EDS is executed by someone other
than the President, attach hereto a certified copy of that section of the Corporate By-Laws or other
authorization by the Corporation, satisfactory to the County that permits the person to execute EDS for
said corporation. If the corporation is not registered in the State of Illinois, a copy of the Certificate of
Good Standing from the state of incorporation must be submitted with this Signature Page.

If the Applicant is a partnership or joint venture, all partners or joint venturers must execute the EDS,
unless one partner or joint venture has been authorized to sign for the partnership or joint venture, in
which case, the partnership agreement, resolution or evidence of such authority satisfactory to the Office
of the Chief Procurement Officer must be submitted with this Signature Page.

If the Applicant is a member-managed LLC all members must execute the EDS, unless otherwise
provided in the operating agreement, resolution or other corporate documents. If the Applicant is a
manager-managed LLC, the manager(s) must execute the EDS. The Applicant must attach either a
certified copy of the operating agreement, resolution or other authorization, satisfactory to the County,
demonstrating such person has the authority to execute the EDS on behalf of the LLC. If the LLC is not
registered in the State of illinois, a copy of a current Certificate of Good Standing from the state of
incorporation must be submitted with this Signature Page.

If the Applicant is a Sole Proprietorship, the sole proprietor must execute the EDS.

A "Partnership" "Joint Venture" or "Sole Proprietorship'perating under an Assumed Name must be
registered with the illinois county in which it is located, as provided in 805 ILCS 405 (2012), and
documentation evidencing registration must be submitted with the EDS.

EDS-ii 8/2015



SECTION 2

CERTIFICATIONS

CONTRACT NOJ

THE FOLLOWING CERTIFICATIONS ARE MADE PURSUANT TO STATE LAW AND THE CODE. THE APPLICANT IS CAUTIONED
TO CAREFULLY READ THESE CERTIFICATIONS PRIOR TO SIGNING THE SIGNATURE PAGE. SIGNING THE SIGNATURE
PAGE SHALL CONSTITUTE A WARRANTY BY THE APPLICANT THAT ALL THE STATEMENTS, CERTIFICATIONS AND
INFORMATION SET FORTH WITHIN THESE CERTIFICATIONS ARE TRUE, COMPLETE AND CORRECT AS OF THE DATE THE
SIGNATURE PAGE IS SIGNED. THE APPLICANT IS NOTIFIED THAT IF THE COUNTY LEARNS THAT ANY OF THE
FOLLOWING CERTIFICATIONS WERE FALSELY MADE, THAT ANY CONTRACT ENTERED INTO WITH THE APPLICANT SHALL
BE SUBJECT TO TERMINATION.

A. PERSONS AND ENTITIES SUBJECT TO DISQUALIFICATION

No person or business entity shall be awarded a contract or sub-contract, for a period of five (5) years from the date of
conviction or entry of a plea or admission of guilt, civil or criminal, if that person or business entity:

1) Has been convicted of an act committed, within the State of illinois, of bribery or attempting to bribe an officer or
employee of a unit of state, federal or local government or school district in the Stats of illinois in that officer's or
employee's official capacity;

2) Has been convicted by federal, state or local government of an act of bid-rigging or attempting to ng bids as defined
in the Sherman Anti-Trust Act and Clayton Act. Act. 15 U.S.C. Section 1 et seqc

3)

4)

5)

Has been convicted of bid-rigging or attempting to riig bids under the laws of federal, state or local government;

Has been convicted of an act committed, within the State, of price-fixing or attempting to fix prices as defined by the
Sherman Anti-Trust Act and the Clayton Act. 15 U.S.C, Section 1, elseqd

Has been convicted of price-fixing or attempting to fix pnces under the laws the State;

6) Has been convicted of defrauding or attempting to defraud any unit of state or local government or school district
within the State of illinois,

7) Has made an admission of guilt of such conduct as set forth in subsections (1) through (6) above which admission is
a matter of record, whether or not such person or business entity wss subject to prosecution for the offense or
offenses admitted to; or

8) Has entered a plea of nolo contendere to charge of bribery, price-fixing, bid-rigging, or fraud, as set forth in sub-
paragraphs (1)through (6) above.

In the case of bribery or attempting to bribe, a business entity may not be awarded a contract if an official, agent or employee
of such business entity committed the Prohibited Act on behalf of the business entity and pursuant to the direction or
authorization of an officer, director or other responsible official of the business entity, and such Prohibited Act occurred within
three years prior to the award of the contract. In addition, a business enfity shall be disqualified if an owner, partner or
shareholder controlling, directly or indirectly, 20% or more of the business entity, or an oflicer of the business entity has
performed any Prohibited Act within five years prior to the award of the Contrad.

THE APPLICANT HEREBY CERTIFIES THAT: The Applicant has read the provisions of Section A, Persons and Entities
Subject to Disqualification, that the Applicant has not committed any Prohibited Act set forth in Section A, and that award of
the Contract to the Applicant would not violate the provisions of such Section or of the Code.

BID-RIGGING OR BID ROTATING

THE APPLICANT HEREBY CERTIFIES THAT: In accordance with 720 ILCS 5/33 E-11, neither the Applicant nor any
Affiliated Entity is caned from award of this Contract as a resuil of a conviction Ior the violation of State laws prohibiting bid-
rigging or bid rotating.

C. DRUG FREE WORKPLACE ACT

THE APPLICANT HEREBY CERTIFIES THAT: The Applicant will provide a drug free workplace, as required by (30 ILCS 580I3)

EDS-1 8/2015



CONTRACT NO.
DEIJNQUENCY IN PAYMENT OF TAXES

THE APPLICANT HEREBY CERTIFIES THAT: The Applicant is not an owner or a party responsible for the payment of any tax
or fee administered by Cook County, by a local municipality, or by the illinois Department of Revenue, which such tax or fee is
delinquent, such as bar award of a contract or subcontract pursuant to the Code, Chapter 34, Section 34-171.

HUMAN RIGHTS ORDINANCE

No person who is a party to a contract with Cook County ("County" ) shall engage in unlawful discdimination or sexual harassment
against any individual in the terms or conditions of employment, credit, public accommodations, housing, or provision of County
facil@es, services or programs (Code Chapter 42, Section 42-30 et seq.).

ILLINOIS HUMAN RIGHTS ACT

THE APPLICANT HEREBY CERTIFIES THAT: itis in compliance with the illinois Human Rights Act (775 ILCS 5r2-105), and
agrees to abide by the requirements of the Act as part of its contractual obligations.

INSPECFOR GENERAL (COOK COUNTY CODE, CHAPTER 34, SECTION 34-174 and Section 34-250)

The Applicant has not willfully failed to cooperate in an investigation by the Cook County Independent Inspector General or to
report to the Independent Inspector General any and all information concerning conduct which they know to involve corruption, or
other cnminal activity, by another county employee or official, which concerns his or her office of employment or County related
transacffon.

The Applicant has reported directly and without any undue delay any suspected or known fraudulent activity in the County's

Procurement process to the Office of the Cook County Inspector General.

CAMPAIGN CONTRIBUTIONS (COOK COUNTY CODE, CHAPTER 2, SECTION 2-585)

THE APPLICANT CERTIFIES THAT: It has read and shall comply with the Cook County's Ordinance concerning campaign
contribufions, which is codified at Chapter 2, Division 2, Subdivision 0, Secbon 585, and can be read in its entirety at
www.municode.corn.

GIFT BAN, (COOK COUNTY CODE, CHAPTER 2, SECTION 24I74)

THE APPLICANT CERTIFIES THAT: It has read and shall comply with the Cook County's Ordinance concerning receiving and

soliciting giffs and favors, which is codified at Chapter 2, Division 2, Subdivision ff, Section 574, and can be read in its entirety at
www.municode.corn.

LIVING WAGE ORDINANCE PREFERENCE (COOK COUNTY CODE, CHAPTER 34, SECTION 34-150;

Unless expressly waived by the Cook County Board of Commissioners, the Cods requires that a living wage must be paid to
individuals employed by a Contractor which has a County Contract and by all subcontractors of such Contractor under a County

Contract, throughout the duration of such County Contract. The amount of such living wage is annually by the Chief Financial

Officer of the County, and shall be posted on the Chief Procurement Officer's website.

The term "Contract" as used in Section 4, I, of this EDS, specifically excludes contracts with the following:

1) Not-For Profit Organizations (dekned as a corporation having tax exempt status under Beckon 501(C)(3)of the United

State Internal Revenue Code and recognized under the illinois State not-for -profit law);

2) Community Development Block Grants;

3) Cook County Works Department;

4) Sheriffs Work Alternative Program; and

5) Department of Correction inmates.

8/2015



CONTRACT NO.

SECTION 3

REQUIRED DISCLOSURES

1. DISCLOSURE OF LOBBYIST CONTACTS

List all persons that have made lobbying contacts on your behalf with respect to this contract

Name Address

2. LOCAL BUSINESS PREFERENCE STATEMENT (CODE, CHAPTER 34, SECTION 34-230)

Local business means a Person, including a foreign corporation authorized to transact business in illinois, having a bona fide

estabkshment located within the County at which it is transacting business on the date when a Bid is submitted to the County, and

which employs the majority of its regular, full-time work force within the County. A Joint Venture shall consfitute a Local Business if one

or more Persons that qualify as a "Local Business" hold interests totaling over 50 percent in the Joint Venture, even if the Joint Venture

does not, at the time of the Bid submittal, have such a bona fide establishment within the County.

a) Is Applicant a "Local Business" ss defined above?

Yes: No: X

b) If yes, list business addresses within Cook County:

c) Does Applicant employ the majority of its regular full-time workforce within Cook County?

Yes: No: X

3. THE CHILD SUPPORT ENFORCEMENT ORDINANCE (CODE, CHAPTER 34, SECTION 34-172)

Every Applicant for a County Privilege shall be in full compliance with any child support order before such Applicant is entitled to receive or

renew a County Privilege. When delinquent child support exists, the County shall not issue or renew any County Privilege, and may

revoke any County Privilege.

All Applicants are required to review the Cook County Affidavit of Child Support Obligations attached to this EDS (EDS-5) and

complete the Affidavit, based on the instructions in the Affidavit.

ED 5-3 8/2015



4. REAL ESTATE OWNERSHIP DISCLOSURES.
CONTRACT NO.

The Applicant must indicate by checking the appropdiate provision below and providing afi required information that either.

a) The following is a complete list of afi real estate owned by the Applicant in Cook County:

PERMANENT INDEX NUMBER(S):

(ATTACH SHEET IF NECESSARY TO LIST ADDITIONAL INDEX

NUMBERS)

OR:

b) X The Applicant owns no real estate in Cook County.

5. EXCEPTIONS TO CERTIFICATIONS OR DISCLOSURES.

If the Applicant is unable to cerlify to any of the Certifications or any other statements contained in this EDS and not explained elsewhere in

this EDS, the Applicant must explain below:

If the letters, "NA", the word "None" or "No Response" appears above, or if the space is lett blank, it will be conclusively presumed that the
Applicant certified to all Certifications and other statements contained in this EDS.

EDS-4 8/2015



CONTRACT NO.

COOK COUNTY DISCLOSURE OF OWNERSHIP INTEREST STATEMENT

The Cook County Code of Ordinances (52-810 et seq.) requires that any Applicant for any County Action must disclose information
concerning ownership interests in the Applicant. This Disclosure of Ownership Interest Statement must be completed with afi
information current as of the date this Statement is signed Furthermore, this Statement must be kept current, by fikng an amended
Statement, until such time as the County Board or County Agency shall take action on the application The information contained in
this Statement will be maintained in a database and made available for public viewing.

If you are asked to list names, but there are no applicable names to list, you must state NONE. An incomplete Statement will be
returned and any action regarding this contract will be delayed. A failure to fully comply with the ordinance may result in the action
taken by the County Board or County Agency being voided.

"Appiicanr'eans any Entity or person making an application to the County for any County Action.

County Action" means any action by a County Agency, a County Department, or the County Board regarding an ordinance or
ordinance amendment, a County Board approval, or other County agency approval, with respect to contracts, leases, or sale or
purchase of reel estate.

Person" "Entity" or "Legal En/i/y" means a sole proprietorship, corporation, partnership, association, business trust, estate, two or
more persons having a joint or common interest, trustee of a land trust, other commercial or legal entity or any beneficiary or
beneficiaries thereof

This Disclosure of Ownership Interest Statement must be submitted by:

1.An Applicant for County Action and

2. A Person that holds stock or a beneficial interest in the Applicant gun[ is listed on the Applicant's Statement (a "Holder" ) must file a
Statement and complete ¹1only under Ownership Interest Declaration.

Please print or type responses clearly and legibly Add additional pages if needed, being careful to identify each portion of the form to
which each additional page refers

This Statement is being made bythe [ X ] Applicant or [ [Stock/Beneficial Interest Holder

This Statement is an:

Identifying Information:

Name Journal Technologies, Inc.

[ X ] Original Statement or [ ] Amended Statement

DI8/A:

Street Address: 843 South 100 West

Cltyi LOgan

Phone No: 435-713-2100
State Utah

Fax Number:

FEIN NQ, 87-0628854

Zip Code 84321

Email: jpeek@journaltech.corn

Cook County Business Registration Number:
(Sole Proprietor, Joint Venture Partnership)

Corporate File Number (if applicable):

Form of Legal Entity:

[ ] Sole Proprietor [ ]

[ ] Business Trust [ ]

Partnership

Estate

[ xl Corporation

I ] Association

[ I Trustee of Land Trust

[ I Joint Venture

[ ] Other(descnbe)
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Ownership Interest Declaration:

CONTRACT NO.

List the name(s), address, and percent ownership of each Person having s legal or beneficial interest (including ownership) of
more than five percent (5%) in the Applicant/Holder.

Name

Daily Jcuma[ Corporation

Address

915 E 1st Street

Los Angeles, CA 90012

Percentage Interest in

Applicant/Holder

100%

If the interest of any Person listed in (1)above is held as an agent or agents, or a nominee or nominees, list the name and
address of the principal on whose behalf the interest is held.

Name of Agent/Nominee Name of Principal Principal's Address

3. Is the Applicant constructively controlled by another person or Legal Entity7 [ X ] Yes [ ] No

If yes, state the name, address and percentage of beneficial interest of such person, and the relationship under which such
control is being or may be exercised.

Name Address

Daily Journal Corporation

Percentage of
Beneficial Interest

915 East 1st Street

Los Angeles, CA 90012

Relationship

100%

Corporate Officers, Members and Partners Information:

For all corporations, list the names, addresses, and terms for all corporate officers. For all limited liability companies, list the names,
addresses for all members. For all partnerships and joint ventures, list the names, addresses, for each partner or joint venture.

Name Address

Qaratd L Selzman 915 East 1 st Street, Los Angeles, CA 00012

Title (specify title of
Office, or whether manager
or partner/joint venture)

President, CEO, Secretary

Term of Office

Jon Peek

Kyle Ksnnington

843 South 100 West Logan, Utah 84321

843 South 100 West Logan, Utah 84321

coo
Asstshrnt Secretary

Declaration (check the applicable box):

[ xj I state under oath that the Applicant has withheld no disclosure as to ownership interest in ths Applicant nor reserved
any information, data or plan as to the intended use or purpose for which the Applicant seeks County Board or other County

Agency action.

[ xj I state under oath that the Holder has withheld no disclosure as to ownership interest nor reserved any information required to
be disclosed
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CONTRACT NO.

COOK COUNTY DISCLOSURE OF OWNERSHIP INTEREST STATEMENT SIGNATURE PAGE

Jon Peek W n COO
Name of Authorized Ap

Signature

cant/HIjttjjsr Ippresentative (please print or type)

~@V
Title

0ate

jpeek@journal ech.corn
E-mail address

Sobered to and svlorn before m
this JM day of~, 20j5

. IQ~
Notary Public Sign

435-713-2100
Phone Number

My „.„...p;,,:/l/ll jztss

No s DONNA OIISENS

~ ~

NlllÃP4/I/S s ATE sf NNf
cottaeselON eo.eetteys

CQNL Eils. SAtgNSSIS
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CONTRACT NO.

COOK COUNTY BOARD OF ETHICS
69 W. WASHINGTON STREET, SUITE 3040

CHICAGO, ILLINOIS 60602
312/603-4304 Office 312/603-9988 Fax

FAMILIAL RELATIONSHIP DISCLOSURE PROVISION

Nenotism Disclosure Reuuirement:

Doing a significant amount of business with the County requires that you disclose to the Board of Ethics the existence of any familial
relationships with any County employee or any person holding elective otfice in the State of Illinois, the County, or in any

municipality within the County. The Ethics Ordinance defines a significant amount of business for the purpose of this disclosure

requirement as more than $25,000 in aggregate County leases, contracts, purchases or sales in any calendar year.

If you are unsure of whether the business you do with the County or a County agency will cross this threshold, err on the side of
caution by completing the attached familial disclosure form because, among other potential penalties, any person found guilty of
failing to make a required disclosure or knowingly filing a false, misleading, or incomplete disclosure will be prohibited &om doing

any business with the County for a period of three years. The required disclosure should be filed with the Board of Ethics by January

I of each calendar year in which you are doing business with the County and again with each bid/pmposal/quotation to do business
with Cook County. The Board ofEthics may assess a late filing fee of$100 per day ager an initial 30-day grace period.

The person that is doing business with the County must disclose his or her familial relationships. If the person on the County lease or

contract or purchasing I'rom or selling to the County is a business entity, then the business entity must disclose the familial
relationships of the individuals who are and, during the year prior to doing business with the County, were:

~ its board of directors,
~ its officers,
~ its employees or independent contractors responsible for the general administration of the entity,
~ its agents authorized to execute documents on behalf of the entity, and

~ its employees who directly engage or engaged in doing work with the County on behalf of the entity.

Do not hesitate to contact the Board of Ethics at (312) 603-4304 for assistance in determining the scope of any required familial

relationship disclosure.

Additional DeBnitions:

"Familial re/a/ionship" means a person who is a spouse, domestic partner or civil union partner of a County employee or State,
County or municipal official, or any person who is related to such an employee or oAicial, whether by blood, marriage or adoption, as

iu

0 Parent
Cl Child
0 Brother

Sister
C Aunt
0 Uncle
0 Niece
0 Nephew

Grandparent
Cl Grandchild
~ Father-in-law
0 Mother-in-law

Son-in-law
0 Daughter-in-law

Brother-in-law
0 Sister-in-law

0 Stepfather
C Stepmother
0 Stepson
0 Stepdaughter
0 Stepbrother
C Stepsister
0 Half-brother
0 Half-sister
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COOK COUNTY BOARD OF ETHICS
FAMILIAL RELATIONSHIP DISCLOSURE FORM

CONTRACT NO.

A. PERSON DOING OR SEEKING TO DO BUSINESS WITH THE COUNTY

Name ofPerson Doing Business with the County: Jounal Tech noloa ice, Inc.

Address of person Doing Business with the County; 843 South 100 West Logan, UT 84321

Phone number of Person Doing Business with the County: 436-T16-2 100

Email address ofperson Doing Business with the County: jpeektojournattech.corn

If Person Doing Business with the County is a Business Entity, provide the name, title and contact information for the
individual completing this disclosure on behalf of the Person Doing Business with the County:

B. DESCRIPTION OF BUSINESS WITH THE COUNTY
Append additional pages as needed and for each County lease, contract, purchase or sale sought and/or obtained
during the calendar year of this disclosure (or the proceeding calendar year ifdisclosure is made on January I),
identify:

The lease number, contract number, purchase order number, request for proposal number and/or request for qualification
number associated with the business you are doing or seeking to do with the County: (Ri P) tso t4ta-'isaaz

The aggregate dollar value of the business you are doing or seeking to do with the County: $ 872 360 00

The name, title and contact information for the County official(s) or employee(s) involved in negotiating the business you are
doing or seeking to do with the County: rsirhorrl Sonr hov Soninr t xmtruot Nogntiotor

ONce of Chief Procurement. 118 N. Clark Street. Suite 1018.Chicano. IL 60602

The name, title and contact information for the County official(s) or employee(s) involved in managing the business you are
doing or seeking to do with the County; Richard aanchaz, Senior Contract Negotiator

Office of Chief Procurement, 118 N. Clark Streeet, Suite 1018, Chicago, IL 60602

C. DISCLOSURE OF FAMILIAL RELATIONSHIPS WITH COUNTY EMPLOYEES OR STATE. COUNTY OR
MUNICIPAL ELECTED OFFICIALS

Check the box that applies and provide related information where needed

O The Person Doing Business with the County is an individual and there is no familial relationship between this individual
and any Cook County employee or any person holding elective office in the State of Illinois, Cook County, or any
municipality within Cook County.

The Person Doing Business with the County is a business entity and there is no familial relatioaship between any member
of this business entity's board of directors, officers, persons responsible for general administration of the business entity,
agents authorized to execute documents on behalf of the business entity or employees directly engaged in contractual work
with the County on behalf of the business entity, and any Cook County employee or any person holding elective office in the
State of Illinois, Cook County, or any municipality within Cook County.
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CONTRACT NO.
COOK COUNTT BOARD OF ETHICS

FAMILIAL RELATIONSHIP DISCLOSURE FORM

CI The Person Doing Business with the County Is an individual and there is a familial relationship between this individual

and at least one Cook County employee and/or a person or persons holding elective office in the State of Illinois, Cook
County, and/or any municipality within Cook County. The familial relationships are as follows:

Name of Individual Doing
Business with the County

Name of Related County Title and Position of Related

Employee or State, County or County Employee or State, County

Municipal Elected OIEciat or Municipal Elected Official

Nature ofFamilial
Relationship

Ifmore spaceis needed, attach an additional sheet following the above format.

The Person Doing Business with the County is a business entity and there is a familial relationship between at least one
member of this business entity's board ofdirectors, officers, persons responsible for general administration of the business

entity, agents authorized to execute documents on behalf of the business entity and/or employees directly engaged in
contractual work with the County on behalf of the business entity, on the one hand, and at least one Cook County employee
and/or a person holding elective office in the State of Illinois, Cook County, and/or any municipality within Cook County, on
the other. The familial relationships are as follows:

Name of Member ofBoard
of Director for Business
Entity Doing Business with

the County

Name of Related County Title and Position of Related
Employee or State, County or County Employee or State, County

Municipal Elected OAicial or Municipal Elected OBiciat

Nature ofFamilial
Relationship

Name ofOfficer for Business
Entity Doing Business with

the County

Name of Related County Title and Position of Related
Employee or State, County or County Employee or State, County

Municipal Elected Oigcial or Municipal Elected OAicial

Nature of Familial
Relationship
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Name of Person Responsible
for the General
Administration of the

Business Entity Doing
Business with the County

Name ofRelated County Title and Position of Related

Employee or State, County or County Employee or State, County
Municipal Elected Official or Municipal Elected Otticial

CONTRACT NO.
Nature ofFamilial
Relationship

Name of Agent Authorized
to Execute Documents for
Business Entity Doing
Business with the County

Name of Related County Title and Position of Related

Employee or State, County or County Employee or State, County

Municipal Elected Official or Municipal Elected Official

Nature ofFamilial
Relationship

Name of Employee of
Business Entity Directly
Engaged in Doing Business
with the County

Name of Related County Title and Position of Related

Employee or State, County or County Employee or State, County

Municipal Elected Official or Municipal Elected Offiicial

Nature of Familial
Relationship*

Ifmore space is needed, attach an additional sheet following the above format.

VERIFICA ION: T e best ofmy knowledge, the information I have provided on this disclosure form is accurate and complete. I
acknowledg at an i a ur te or incomplete disclosure is punishable by law, including but not limited to fines and debarment.

g-I 5-f'5
Signature)(fpcipient Date

SUBMIT COMPLETED FORM TO: Cook County Board of Ethics
69 West Washington Street, Suite 3040, Chicago, Illinois 60602
Oflice (312) 603-4304 —Fax (312) 603-9988
CookCounty.Ethics@cookcountyihgov

Spouse, domestic partner, civil union partner or parent, child, sibling, aunt, uncle, niece, nephew, grandparent or grandchild

by blood, marriage (i.e. in laws and step relations) or adoption.
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CONTRACT NO.
SECTION 4

COOK COUNTY AFFIDAVIT FOR WAGE THEFT ORDINANCE

Effective May 1, 2015, every Person, /na/udlna Substenf/el ownem, seeking a Contract with Cook County must comply with the Cook County Wage Theft
Ordinance set forth in Chapter 34, Article IV, Section 179. Any Person/Substantial Owner, who fails to comply with Cook County Wage Theft Ordinance,
may request that the Chief Procurement Officer grant a reduction or waiver in accardance with Sedian 34-179(d)

"Can/reel" means any written document to make Procurements by or on behalf of Cook County.

"Person" means any individual, corporation, partnership, Joint Venture, trust, association, limited liability company, sole proprietorship or other legal entity

"Procaremenf'eans obtaining supplies, equipment. goods, or services of sny kind.

"Sabslen/iel Owner" means any person or persons who awn or hold a twenty-five percent (2539) or more percentage of interest in any business entity

seeking s County Privilege, including those shareholders, general or limited partners, beneficiaries and pdincipals; except where s business entity is an
indwidual ar sole proprietorship, Substantial Owner means that individual or sole propnetor.

All persons/Substantial Owners are required to complete this affidavit and comply with the Cook County Wage Theft Ordinance before any Contract is
swarded. Signature of this form constitutes s certification the information provided below Is correct and complete, snd that the individual(s) signing this form

has/have oersonal knowledue of such information.

I. Contract Information:

Contract Number: (RFP) No. 1418-13332

County Using Agency (requesting Procurement): Cook County Public Defender

II. Person/Substantial Owner Information:

Person (Corporate Entity Name): Journal Technologies, Inc.

Substantial Owner Complete Name: Daily Journal Corporation

FEIN¹ 87%626854

Date of Birth:

Street Address: 843 South 100 West

City Logan

Home Phone: ( 435/ 713 2100

III. Compliance with Wage Laws:

E-mail address: jpeek@journaltech.corn

State Utah

Driver's License No:

Zip: 84321

Within the past five years has the Person/Substantial Owner, in any judicial or administrative proceeding, been convicted of, entered a
plea, made an admission of guilt or liability, or had an administrative finding made for committing a repeated or willful violation of any of
the following laws:

illinois Wage Paymenf and Collection Acf, 820/LCS 115/1 et seq., YES AN
illinois Minimum Wage Act, 820 /LCS 105/1 el seq., YES oQNO

illinois Worker Adjustment and Retraining Notification Acf, 820 /LCS 65/1 et seq., YES oN

Employee Classification Aci, 820 /LCS 185/1 a/ saq., YES oKQN

Fair Labor Standards Ac/of 1938, 29 (.S.C.201, etseq., YES oN

Any comparable state statute or regulation of any state, which governs the payment of wages YES o+N

If the Person/Substantial Owner answered "Yes" to any of the questions above, it is ineligible to enter into a Contract with Cook
County, but can request a reduction or waiver under Section IV.
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CALIFORNIA JURAT WITH AFFIANT STATEMENT GOVERNMENT CODE 5 8202

See Attached Document (Notary to cross out lines 1-6 below)
L) See Statement Below (Lines 1-6 to be completed only by document signer[s], not Notary)

Signature of Document Signer No. 1

r

Signature of Document Signer No. 2 (if any)

A notary public or other oificer completing this certificate verifies only the identity of the individual whc signed the
document to which this certificate is attached, and nct the truthfulness, accuracy, or validity of that document.

State of Californiq

County of +~~

h,
0EIIEE VEAKEE

h, Comaataafaa e EOSEOSE
Notary fraNa - Galifoml ~

Loa Aaaatfe Coaaty
Nr Cacao. Eaatraa faa 14.201$

Subscribed and sworn to (or affirmed) before me

on this I W day of ~44~, 20~
by Da te Month Year

(,) their L..@%fan)J

(and (2) )
Name(s) of Signer(s)

proved to me on the basis of satisfactory evidence
to be the person(iE) who appeared before me.

Signature

signature of Notary Public

Seal
Place Notary Seal Above

OPTIONAL

Though this section is optional, completing this information can deter alteration of the document or
fraudulent reattachment of this form to an unintended document.

Description of Attached Document

Title or Type of Document: @ Document Date:

Number of Pages: Signer(s) Other Than Named Above:

2014 National Notary Association ~ www.NationalNotary.org ~ 1-800-US NOTARY (1-800-876-6827) item ¹5910



CONTRACT NO.

IV. Request for Waiver or Reduction

If Person/Substantial Owner answered "Yes" to any of the questions above, it may request a reduction or waiver in

accordance with Section 34-179(d), provided that the request for reduction of waiver is made on the basis of one or more of
the following actions that have taken place:

There has been a bona fide change in ownership or Control of the ineligible Person or Substantial Owner
YES or NO

Disciplinary action has been taken against the individual(sj responsible for the acts giving rise to the violation
YES or NO

Remedial action has been taken to prevent a recurrence of the acts giving rise lo the disqualification or default
YES or NO

Other factors that the Person or Substantial Owner believe are relevant.
YES or NO

The Person/Substantial Owner must submit documentation to suooort the basis of ils reauesl for a reduction or waiver. The Chief
Procurement Officer reserves the daht to make additional inouiries and reouest additional documentation.

V. Affirmation
The Person/Substantial Owner affirms that all statements contained in the Aflidavit are true, accurate and complete

XWLk.C. 4l~ Date; &'I (+ I ~ ~
i

Name of Person signing (Print): 0 4 L ~ ~'R ~ 2~)tie: Peat Cl dJ ~
Subscribed and sworn to before me thi~ day of ,20

X
Notary Public Signature Notary Seal «»

Note: The above information ls subject to veriffcation prior to the award of the Contract.
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CALIFORNIA JURAT WITH AFFIANT STATEMENT GOVERNMENT CODE E 8202

@SeeAttached Document (Notary to cross out lines 1-6 below)
See Statement Below (Lines 1-6 to be completed only by document signer[s], not Notary)

Signature of Document Signer No. 1 Signature of Document Signer No. 2 (if any)

A notay public or other officer completing this certificate venfies only the identity of the individual whc signed the
document tc which this certificate is attached, and not the truthhlness, accuracy, or validity of that document.

State of California

County of [ 8)ttL)(A~
Subscribed and sworn to (or affirmed) before me

on this t day of t ~"(+,20 0
by

Date Month Year

ibofiviu

d lv
Name(s) of Signer(s)

fP IJ 4 Coesstootoo oi 2tE¹ttNIII[~ taaortl¹sbtto- CoEofoto
too aogoloo Collottr

ifii Comm. 2volroo Fob 14.201$

proved to me on the basis of satisfactory evidence
to be the person@[ who appeared before me.

~nature of Notary Public

Seal
Place Notary Seal Above

OPTIONAL

Though this section is optional, completing this information can deter alteration of the document or
fraudulent reattachment of this form to an unintended document.

Description of Attached Document

Title or Type of Document: 4[[ +@' (af[[J~4 Iigbi Document Date:

Number of Pages: ( Signer(s) Other Than Named Above:

2014 National Notary Association ~ www.NationalNotary.org 1-800-US NOTARY (1-800-876-6827) Item ¹5810



CALIFORNIA JURAT WITH AFFIANT STATEMENT GOVERNMENTCODEI)8202

See Attached Document (Notary to cross out lines 1-6 below)
See Statement Below (Lines 1-6 to be completed only by document signer[s], not Notary)

3

Signature of Document Signer No. 1 Signature of Document Signer No. 2 (if any)

A notary public or other officer completing this certificate verifies only the identity of the individual who signed the
document to which this certificate is attached, and nct the truthfulness, accuracy, or validity of that document.

State of CaliIornia

County of » l~uQ
Subscribed and sworn to (or afffrmed) before me

on this ~~ ~ day of P'+~, 20 lt
by

Da te Mon th Year

(and (2)
Name(s) of Signer(s)

ttataryyaaaa - Caafamia (I
taa aiEalaa CaaatyI erCaaaaeuss~tAMtffE

proved to me on the basis of satisfactory evidence
to be the person/) who appeared before me.

/
I

Signature i

Signature of Notary Public

Seal
Place Notary Seal Above

OPTIONAL

Though this section is optional, completing this information can deter alteration of the document or
fraudulent reattachment of this form to an unintended document.

Description of Attached Document

Title or Type of Document: CP~'f 4 ~ Iff 'ocument Date:

Number of Pages: l Signer(s) Other Than Named Above:

2014 National Notary Association ~ wwwNationalNotaryorg ~ 1-800-US NOTARY(1-800-876-6827) Item ¹5910



SECTION 5
CONTRACT NO.

CONTRACT AND EDS EXECUTION PAGE

PLEASE EXECUTE THREE ORIGINAL COPIES

The Applicant hereby certifies and warrants that all of the statements, certifications and representations set forth in this EDS are true,

complete and correct; that the Applicant is in full compliance and will continue to be in tomphance throughout the term of the Contract or

County Privilege issued to the Applicant with all the policies and requirements set forth in this EDS; and that all facts and information

provided by the Applicant in this EDS are true, complete and correct. The Applicant agrees to inform the Chief Procurement Officer in

writing if any of such statements, certifications, representations, facts or information becomes or is found to be untrue, incomplete or

incorrect during the term of the Contract or County Privilege.

Journal Technologies, Inc.

Corporation's Name

213-229-5402

Secretary Signature

Execution by Corporation

Gerald L. Salzman ~f„Q~
President's Printed Name and Signature

Maryjoe RodrigueztEldailyjournal.corn

Email

Ale%6
Dale

Execution by LLC

LLC Name *Member/Manager Printed Name and Signature

Date Telephone and Email

Execution by Partnership/Joint Venture

Partnership/Joint Venture Name *Partner/Joint Venturer Printed Name and Signature

Date Telephone and Email

Execution by Sole Proprietorship

Printed Name and Signature Date

Telephone Email

Subscribed and sworn to before me this

day of

Notary Public Signature Notary Seal k-~
If the operating agreement, partnership agreement or governing documents requiring execution by multiple members, managers,

partners, or joint venturers, please complete and execute additional Contract and EDS Execution Pages.
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SECTION 6
COOK COUNTY SIGNATURE PAGE

CONTRACT NO.

ON BEHALF OF THE COUNTY OF COOK, A BODY POLITIC AND CORPORATE OF THE STATE OF ILLINOIS, THIS CONTRACT IS HEREBY EXECUTED BY'.~ 9.N
COOK COUNTY CHIEF PROCUREMENT OFFICER

DATED AT CHICAGO, ILLINOIS THIS I DAY OF ,20

IN THE CASE OF A BID/ PROPOSAL/RESPONSEi THE COUNTY HEREBY ACCEPTSi

THE FOREGOING BID/PROPOSAL/RESPONSE AS IDENTIFIED IN THE CONTRACT DOCUMENTS FOR CONTRACT NUMBER

1418-13332

OR

ITEM(S), SECTION(S), PART(S):

TOTAL AMOUNT OF CONTRACT: $ 2r326r423'00

(DOLLARS AND CENTS)

FUND CHARGEABLE:

APPROVED A TO FORM:

ASSI'STANT STAT@ATTORNEY

(Required on contracts over $1,000,000.00)

9/'r/zw
Date

~ Rgg,RO W
p$/FREE t(tttt)BEIC+"

CCC(ECCL)RT'CC

g)TD
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